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Applicable Regulation : RBI/2011-12/470 DNBS.CC. PD. No0.266 /03.10.01/2011-12 dated 26™ March 2012
Company Name : VIKAS MONEY LIMITED

CIN : U65921KL1987PLC004741
Applicability : Registered Office & Branch offices of the company in Kerala

B ) elosiyamud
FPC s e1a:u)EB0 @89 al0®o (Jdkh0oniem:.
1) D01622AMISHBROW] SO IFEMIUS oilha) msaf e alosd.
ii) am%lgqﬂ@@cm@@tm EIOHNEERW AP HQo PVAIM JAIATMM MILINI00 HHGHAUCTIRHEQ0 DalQ PalERIGY Mo®all ©0a|IHRD:.
iif) 01§2a.100OWG afdea|3EMIB MO0 MP®Jo MIWWINYINDMVIATWIVDe NAGHHIENIOIIMDAIW MSa | 0 IIDSTCH:.

iv) @alesoamoailm” /800l DalEEISmISHNUEs” GIRYAIUYNIW afEld oﬂm@e@rsgo m?m(osmsmgo M@BHHQo alOMYO TVaDIWd: a@6NaY
0 31@°LI5HL1 NITWe AUSAOTN ) WSHEHW®)0 9.21Q) .

V) MmN QI8AMIS:0ME1@1H53aM MUo@)n, 100D DalERISMISHBHS @RSIOMO dhSla |SHRS BREDTVOWo Mo UDWEHAMIW (VI
SHY 0 I@EERESI (G0N o IURDOMLIGH) OB Da IGRISMIGNNS afFARM@ BFI0DE3H W0 .21Q)c:.

C) avmynnasfeIne @J@IREmMINIGLM QYo

i) @@ enil eag), eV’ @ mil Haf), Hag) @YA@ W af), TVBHNIG, (EJOIEEUD]B BOFMNEZSHEBUT HMLIDW AVNIAIMEIBUS o J0Hq|F0NHBaM
MBS, 1155, BoAYMIBEZUEEBUS ag) A aDElEsaN@INEMAN” D0a | GTBAD.

ii) #¢10j0@o 2lé 2j@o HDIBMLAAIW ETVAMEIBUE AUP] DalEEIAMIANUWA TV@aIR0W EIVAIMo HMNIMIYSS af)Ed B30ty
£lo &MIMT D0a] AUB@DANDIEM.

iii) BMIMNBBBSEO MO EIGH{EEBUE DIMATGHWQo @RI MSa (IENENIM0 O |FOMINde MRMMOMIW] UBHN1BE:WQe 6 219)o. M(aJdhd
o, AYAUINIOI@E MeIn1@dasam m1p_|moro(a‘roﬂaamg‘;100 Calddhiad ruowlaso.

iv) a@o, 220a@il, elowo, BIaH nf)aTI ?HIQFERHIEMO 90 IGRISMIGHERIS NBDIENI @:I6MBaG:WIHLIM” BT QO~IM@ G,

V) 2a16800mIailave/B00f ©alEEIEMISHUdNe SHMIMIWHS DO IMEEBHSYo ETVAIMEBHBWo VoMW o] &MIM] ad@smale QIyam
)20 ag)eld ANAIEEBge MOIGMMIWT0IEE0. BREMINSIaje @M IANWIGE H@FIRLICEM AlEDINEMO HAFIWTo{lABMEMI
@R A IOMVYEERESRI MWD () NVRLTES06MEBESI WINMIM MMM &HMIM] @RAILIMIASM@E].

vi) 381e0m@1E8MM 210628508 GRLONI AYMIOYMPL0QWAS CLISHERUY H88 HL|MEEBU3/EIVAIMEEBU ERAIMGq {lEBM®” B¥10I0
HROAOM HMIM] Qngdm(cﬁcs;mo.

Vii) af)£J0 ©aICRIGMIGHEBIFo HMIM] @JIE3UH: BIHWIGE ARYUWANMIA NSOV DalEBIGMINT BRYAUNYNAIFIT BI@o o
Wlatlejo @RYURANMIARe MSTHANDAIEM.

Viil) ©a16EIAMION alemMm@o HAI2lE1HBM 2@als] MYESHI®O BEAIAIEH] AUPIND &M TVIRLYBIVDo QBN aJERYRYRIW MSalS]dE
W a)SERIMOIEN. HMUMIYOS SHTYAIRN08 DOTESBETUINR DB|STHs” TVoRANEAENINYAN TVIAD 210 IOEHI TYHHDIGEOYHLICHI
QUMUMPLIEA BRYW MaHABUIHB Matfnl@la0d00 MGISHM@INEMAT QOH(T)(O’S&G:(WD.

iX) @Sa10S" MSEDAM Do ICGRIGMIOT UBHELWIEPY) PLIGAD af§DEMNUE IO MG PRICN) DIBADAM HIVYEBU AOOLIF, NOW]
Da 16N ]HLIAM” HmIM] Qonm&ﬂxm.

X) DalERIGMISHBOS oJ(i)D(ﬁﬂcG:%o ('m(acs@uoemgo af)@Wo GAIo aldla0d1AS3M@IMIX] alsSlaislwiw] g@dan MIeIWIG3 aldland®o
COMSIMBB MVIWIMERIS’ &SR MYV aII®] aldland0 (@)@l MUNIAlEsmM@IM” SHMIM] (@ JOI26mIMIRLAIET .

xi) amimn] FPC (Fair Practice Code) quiamoe eaimi®anauglad @J3dutla {loso. £alEBIamoal” @Ryniid eq |5H@iesmes1m FPC @es am
aldh@a | M@so.

D ) mg aideamm a1gsmud

I') e, Ao ayumuadd, alellw dloas’ ag mleese:dd agaila

i) Q1) Af)FHRADM AUBON MSa1IFHUBHN ERMID ENYI6D)H:E1TIMIMDo Db MDSISHNIND MHAN AW ARG IGHEWINSIa o GenIW]
a[lGHDMEMIW GERIHUY agd@an’ Myalla [lond: @S] & 2lgyam aJAIM®EWIS’ &S] el@hjg@g QWYY @REAIGHYNS AMVIDH:U DS
@O DalERINMIBNUBAN M@MHMMNMIT. GHMIMIYWHS GIVAIM AYAIMUOG:HB BRSITUNIMH GO QDY BREAIGH®HUD DS HEIN
BRMAUGIERHCWO MBBHEWI mgquma(mm)". AN D LIBIMIGRMMDo BROIMVEOINE HT VU émgﬂ M flHO1SRMDo afdhGRUdO BEO
[hilamblwlle]F: il

ii) a0 0NnIEsEBgo ERONINE ®HINE’ DA GIWBIMo Af)ARIND M’ TVA0IVGHAI®HODENAMWo AOQWEAIW] NITWEQ |5 LIBYAIE:N
D, alelMe, 09 alleln)dhud, all® aleflw, alellid @maEnIasmm 1M, alelless &1¥lal agamla a1 @rmAIBlEsmM@IMm”
oMo @m@@omomﬁ@mos’/@omﬁ DalecamInNemIsS’ OISR STDIM@IAT. DalEB0SMIN/B0all DalEIamIl BRYAINDLR SN
aldHo 010Q) @RMAIGIESM@IM” M’ MM ANWO AYAITUOG:UE LIBYAISBINMIEM.

iii) (@ e BIAUVIELI Da IERISDIONM” AMAVILNGHAN AEYHDEIRje BIAHWIEGEN GRIDAE TUNHALHAD TVoMINUTHBM Mlaninu
MdGo NIJAINOHSo ERSEEID 01NYI ERMAM] al@o (aliM® S1EN]T") DalERIGMIANM” MGISHMSAIN &HMIMT ©0q |AIGBOmEMo.
QDY Ddh, NI BRANDENE MMIA, a1eKd MEGH, 20BBB WD, NIWRY MSaIS] @G anlMy’ @sEREIW ONAIEEBUS N1 ERMAMI

Page 10of 3



o l@OWIG3 (aleM® Slonglod) Paz0Nalensmo. dNIMIRSS @oUlE® BERBPNMVONNG BC[0g &SI AII®I @AM al@o (Al
Slang’) DaleRIam 10I61W10E TRAHLITlARMM Al O@a]S] (MIASR0) HRBB UM @Sl

iv) a1eNumlaes” 9Wq |pSWss QIYUIMNBBHSQo MTEUMLMHSHSYo H0OY@MIG MVOWOREMVIW] &MIM] VWIH®I® DOTNEIBS
magmgo/@@@m@']ﬁgo AUBODIONE]. DaIGRISMIGNHS TVIMIONHHIEVI BRLPNHDEWI ERIHHONIW] MNVUWIHE0 nf)aNEIMILIEM]
@ @RAVIWIOEM M0 2IQYERS]CE AROMOe MIQEERUY/GRANGIHUE @RMININE NIV 0IG]H:WINEME;IG a W VIO IRLERUB dham
BN NHLISOMNHIME EROMAo  MQEBOBAR0] 2]/ EBBOMH08853012] DaleEIamIAM” aMIRIVDo WETYIW Ol VWIL|BEEIW
emMIg1I” MBI

Il) aflatsmmaje @JaroeeMInNUIS:Go

i) ®al1c00mo0l 9SS |SOMW GRYAIWDLEBUIEHR. (D 1EU®UBBR0 af)@NRIW] AM:aJdQIER) aRHDEs]Ejo BV OEZUEEMINS VA0
MILJOYEOMINSEWI HMIM] OMaJ30|m0T WIOHMITB P03 |MHTM@S ald]Ea Dt lagm@el. allalemmaje MSE e @@ miTw
DS DERPVTLOMIBHE MO IOMIT DMV 1Bl ILIMEEEe MI3E3UERBe &MIM MTHMSo G Da IGRIAMIGNUBHS”
a®Q12LICEM BaNRIAP] AflaleMMo MSOMIHEIAN” HMUM] DO PIBH WV DETLES

i) cenammene)zs olelg’ HmIM), 03:I8S8q el MMSIEN] elee OBH0QYHEWO 003a9gloel  aflalol® Va0 10} EBRU3
ADOLIGHBHEWI H21QIMDR). QW o @I MDVSIABAD alefltomleds ansnelaag afleiof, olorva:” @flalwo, 01w, MUdslo WI21O3 g3
MOIHAM AW, £NEEMIH ] 00322103 HOEINW B0 $:0e4EBS1T ERUIlaHlmnW1BE80. aleltmM0Es” K0e1MIe1EBEEs Mlelm]
@EBAM HOWELINo] MOBY MIBEZUERUI, HMIMIYHS alelltomloanle|es ealoglaul agamlaiy” @rmay@ad Wldlansme. madaumyla
oe1 A 1HUD, LISHNEBRUI, aganlong” @RMIVE]ajo GRWIEeNMo OO

iii) 1P 1508, alelun Mleas:ud, FOEd YWIFIMo LIR1ASMM AW, 2NABBH?U @SEEIVWAIHW MoMINWIa) aJdsMoje aj@aEs]
@M@ 00IERW SHMIMIYeSs HaMiHHIGIEE @JIUIRV1SEISSM@IEM. MAal EIsE)®EIRj @)33UWIa ldRo. ®HIr@G:IRIEREIM3
SHIUMIQHS BIECNEHDNF af)FEBIN OBAIMSIBHG @RSITLOOMAIGH] aflalw AWl 210MElHkUS, GaldTRQM: U, GERJIUQMD:WD, GMIZ]
MYeh0d, WINIEal ) I0IYIEHSWo aJAeMAQRE®I @ 10HMMSTDNEMI ERYW OOIEBUD LIBYAIIBANMIE.

) @slygle: Mmosrendd, amuadid ninpeaud aldee ae:0580ej0 0Q MWIMGHWBENIV] Msey Qejo

i) mel JUBEM alSo af)m MILIVIGE EREJOTSHICENI, GRAVIWIOEM TVIa0aI0YEBRSEIERI, »HMIM] MIL|OLEBOS (JOEelnow]
MIOWIHBAM MVAQEBHI, ERLPOHD WIOMIM HIBEMAINIEJ0 dHMIMT MEBIH1W AW D AABWIVEM (@000 mwmm)hA‘I%@,@ s NeTal o}
2AWlss” ol ®T1OES: BRAINLHASTMDEL 9BI200MMIW], HAVHAGIP gElo HIOJMIW]T dOENIT GaldhINEMI, MVIBNON]RM aldlge
U1 @RIV fl®HI0IRINAMID HIEMHEWI, MUBHNIGHFEW, 19 MIWADEM MoAllWwIMEEBHSEW MIAE3U FEICH) AQRIEM DOMAo
MBAREBUWY  @ORANAIM@.  aUVPEINME:  »HLePAWlHD omi’ AW D& BRYAUNYDSM  TVBAREEEIN AMIWIVDo
QAMITVaORAIVDMID BMIFITY OaldadmIalm” mefl1olasoe.

i) altMm@ @Sl 0lg¥leae®m @oaM  DaleRamonflom  &Slgls  oolasPm  GaJdlq lasmm ®EOMITE  ZFNNWEDI
ClaJOeMInJBNABBEMI BRYY EYNEEBUY HMIMT MSEDo. Bk:S1yFld: alldlR s eR0MIWT &HOTMAIWEDI MIBMNIMNLJBQIIVWEDI @GR
MSalSlhud MM MGO1esM®E].

i) censm @eMAIF] 4] NAVOD” HMVIBON @RE® GRAINNWIGE N ELE @10 2JSPYEMIIUE HMIM] DalEBIAMINM aleMw
2@a s (MuidsTyo) cm’laﬂg‘d M@0, RIUNENIAB OO BHHIMJo 9219 GMIILENSIHAN D:AIQQYEIS A leML 2@q|s] (MuIdsNo) &5 ag)name:]
BJo G»h3nldgdhUd MUoRAIljMm3 BIGOI EHIVINMW ERSITLOIMMIGHNT GHMUMT AVIMMe 2lleING8 E®HFalIgHUd M 1FADEB:0FABHEWI
@OLIB 10 DalERIAMIIM” MPWAI® Mataldla0000 MGIHSHERI 62190, HMIMIYOS GHAVWIVIGI A@BIMOI GMi’ 0w, GRAME
GBI TVAVOED 2 MW OWa|S1as” (MUIAM0) @008 DHMEN;1G MINIOY BRMAD] al@@MITE (aleM® S1a0g") e aflelexo.

iv) ) MSa s’ GRAITLIMIa lE8aM TVBAROMIGE AR TVAWEDo, GRUWIdE: AlMOEWEEN MDSIGMEEI) MW IRAIW GRAIG:IU00
SHMIMY” PM2WIR1SRIM@IGT GREBHM &HMUMISBSB GROIBI00, DalEBISMIOT )i MILIVIGEI 2202899I0M ag)am MIeIWIGEID
3S1Fld DENRISAN TUBABOMIGE 2I@o HMIMIY” ONIRTIHBINMDo DalERAMINHM coadYElo AlJdMNI® OB GGV )
GUNHo M@)o @ROIMIUDo MUNMIa (1SN,

V) 0@ @ ERSQEMge PSM @HAD Baflg VI M@ISHIMDo @R TLIWIBHM MILIVIGE BMINSE GQYPINISHW 0aVID) GRWIE]
BBINDOIEN. HalGHNI, WIaOEYI, MLICHIFM]H: SIMIMIHANE0I BRI HMIM] Dd TU:AlSSM@IW]@1@50. af)ANICI BROMAO
MmBAREESIT @& SHMIMIWIEE af)@®] af)ay’ 00 PEH W GUdatio M@)o 2003010y (vidsmo) M@ H®HIFHBMDAIEN.

vi) @ @Rmad] @O (alsMm® Sleng’) AUIQYWHS MDWHRIW af)Bld MIMUMLMGRSo @RSEBIWITlesmaaeje alellu,
A®@3 oMl ®101JSEEDME PVMHWAR0 o] BROIV1EHIMOW] &HMIM] Da IE3UEERU3, 019HRMWQRHUD AN GERWPOMIW
UDRL PIBIIDANMIET. HOWHUB, HRIG1WA Tudaflay;, HseNEanIed, a)TU.afo.af)Tu’ agiamlal ni¥losm’ M’ GRS,

vii) eenmi mlenlleflolHsam TVAVEOMI BRM EHITY HalR DSOHMEWI, DalERIAMICGAUI BREFado BRUWIM:006 ANV ®IMmIwW]
QO @IYAIUDIAN|GHDINETMESTDT GEIEMIH TUEYGHRIF MTIGHAMNMIEN. BRADDENE GHIMV 52l 30 Helnzd FINERUEERENHDI
M’ @AM BRYAUUDLEERUE DM ]HBIMHDER B HMIMIQHS ANEAIAIMIW]HHI00 DalECWIWAFEM] MIPVWANIW Cajdavaulol 20NGER
U MHDSISNIOIIMND@IET.

Viii) aggajo @RAINOIM 2IBWo af)M MIEIVIGE RI@ED HMIM] alM® P@Wa]ST (TIdsMo) AIlT3H8E VBB, EPDo, &HSIPlHODH: @101
2JS@HIMIV] ERYAWYEHIM” GIMNOTWa | MEBH1WENM Edatio MI@o. BROMBo FINOIWo | EPMADY] al@OHIGE (aleM® S1Bng") alod
som1oH6E0M m'lemrrwm.ﬂ;@o QI0IMNG: S0 (@JDH00MIV]01H630. SIND NIDWGHNIW) mlnEBge ©0weEeINol o(&c&m’l(ﬁ@@uosango @D
rmmlgdma@m%es;o. altM®@ 9@q|s] (Tuideoe) ATERMD” 9ald@ CeleIm]enswIndlso. alelluoQo o _':JQ(aQEOB:%mScGS)O GLI6MD
@RANDENE (s%otm"s):uqmomo&ﬂ &M GROTW a0 | m%ﬂmﬂ%o 2a1620amI ¢TIV (@) ]BH01890@IMaNILIEM” M(a)d:000
§.21Q).

ix) 010 @REaIGH]ejle 0N AERMAM] @Ol (aleM® S1H9g") HMIMIYWHS CABE 2JAOM]S BRWIN:006BU8 DalEWIU]aj
VAWM doeiwgallmoe gmi’ Haud: 30191 allngarlana@nId MIGBDIMIBNEFAD aldio, &S1UYld: MDSISNIM BRYOR1AIM@IM g
M@ a1 AN a | PalGRIAMION®” M@3HaN@IET"

X) af)&ld &S1Pld@o oJ@smmoie 1A HFIEIMMILISHM DalERIAMIAL HIVHIBIG] (306 2J3H06MHAMIET” dbMIM BRYW SO
Do BRI GO0 lo las3aM@o. afMMI@ANIEe 2flel @M Iad@Q) MV0aN21QL6IRE10E N1DY @RS MTBMILje &MIMIWES @00
QAEIVEIOD @HAN aleM® D@q|S] (TVIGER) MR8 2JGENIM RalEEIAMINIM” HFIWIH® 0I0d0. BROMRC TNV YEEREIT MW
2@ MEOHI® HIYAW] 2103222 MDSIABANDITN. MG DaICRIGMIGHHS WIOITVOWo BEROTIWHRHQ  EUIEDI o lB1TVOGDo

Page 2 of 3



SNIMQYeS dalnBaIGIele (JBEUDI [l8®:M0e 6 1M’

Xi) QRO ® VoMW 5] QIJOKTUOGHBWo MIENIMLMGHHBQo TMVoENITU 5 HI0ERUIENENED DalEBIAMINNNG »I0EBRSEICE &:aum]
SDSRAISMDOEINN0, af)INIGY BSaldS  MVAVON PalERIAMINT ME3S1W AlaIeEBEgo HAIEINSOME]XGe A WIVMENONDo HBOII
Q@M af)Er 13 @RY@EIM” MIBMWIDMIGRENINIMD DI

1IV) 9a16RISMISHBABBT BTVAIMNJo alRIT al@land00)o

1) £a16RIAMILHBHS A 100N S0 BRALND]HSo al0MAUW] HOPMMIMo B¥1AERMMIMo ERAIVIRIW MSalSIdhUd GMIMT MSafo
ABANMMOEM.

i) emso mazﬂggg O Slhud AW eumaidly @uoslod Mlan” 2@en @18 )GENM ae;w'lmgaacpggg ag)am MINIMULMEWINS
AP D HPOIMIEWI BINTHAIECWI HMIMIWHS aB®” UIAIKGIElo BRSPANDIM” DalERIAMNNM” MUVBHO 0 DN2IV]RTABIM®I
6m.

iii) a0E1JBB0W PalERIAMIOT al0d®] al@la0@ MVenilWIMe B:MIM] MSaledsM@IT. LG Ha] alvEailaieEBRed salmitaTLGlel
afel weUdglejo @J3duwla flasmmoem’. @M LeaNWIMOMITE alEd®] EEINA §21QINYIN PEBYINTVOMOS Gal®dbud, Mald@ ¢n
@afenave, HSeNGanIam MMIQHU, M-0awlad AleTvo, af)TVdEEInHMd M0S1a:; T, ald®] eIdl /@@ GRAIW]a | MEic:Mms Tun
WalIFlWl, a100®1 HPH:HI Yo 921NN naaldlw] @ssmEElwal allksn ] @)slanElesmmon’. mlmilmay” Msa g0 MSHs
M afehd 82aclarysglejo RBl, @IGNMImMejoomIng ojdsmno@ aumides afloiossud melwloldase. RBI, ol@maimanajoomlead
@WE00aITIWIRNEIM” SHMINYeS Bda010d UM §21GMMGY afMEIMIENEMIDT dbMIMIHS 01001 e1gls) 8@ MOTVO 0SS
@3 @RAIY a181a00RBIHIMOLI1G RalcEdMIANM’ ¢M@g RBI 90 muailalleniaimmosm’

iV) ©01CRIEMIANEBIS” HMIM] DERLROIVNG MVVANBEETMINS HalGMQIVANIMIe GNUWAIW] Da IBNINIBIB]ENIM. O LBW1LNED
@o NNHNEaOIDOHIW A IBAIQEBUWB HMIM] HEBLWAVNEIG MMM DEMBIGB®” af)aT” 2009 QABODAN@TNVAIW] HIOJHHANIQ
al@I1eIM alolaldS] HmIm] MSaflenasmmmos'.

v) allaflw WSaldgHhud MSOmMIMoe  aJAOMQIENIMe  @RYAUL \DIW rm@amce@qu@g MIROERUY  HMIMT  DMRISBMMDo
(@J38Wla lesam@mos’.

Vi) ©016RIGMIBGNEBIS SHMUM] (monmoa,mg(aemomj U laIMDoWIE1H830 o JeIGOD)d:. @@@éaﬂﬂ@do 210016 |S0IGAIF0, TUONGUNHIW]
SH0EBRUE B0V MHAMVILPAMAUEBISo.

V) aquasidigl olngo 66@:00OTHILN0M® (SensTuyd 0R.0maEnw)

i) @1alaysallel afly ABEDE®:EwI, AEQ@Eleje MEOMIREE aflg PMRIG:hEWI HalQIs el ) W1eamdlod Mlatd:dalaflses
mkmmsarsgo QAUYQATUOBHSB0 (@00 'ﬂ;s’l%"l‘ﬂ, @101 allSleaam@]n’ calme]l 20nje MSa (IRNIRANMBR BRAIM:IW HMIME” ®MeIW
@1E530. GRIIEND:UD mﬂm’lg‘é a1s1a60m AVBABOMIG hSo NEEIWAING ERAILAWBRSIT MYEUINSIERHEWI GEIMND ®lals) allslaszan
M anielaJEWIWo MSPWHERI GalILIBS BRM MRV (DRI He |SOME|BUBES HMIM] ADIBHWIE].

i) 0@ #0001 al0sTIges mleamsglele Mlmmumaglele ayaInun HaIQISESs®” ):000 GREPOM, KhSo AEREIW GRY HaE]
90 |50 1151EROW o JO1Q 00U HMIMIWES RLYIGE AGINIE! ag)Er1@, hSo BRIV GRYSHS MO MRS MSHAIGMOIE3
mlamo &aum] oﬂg MBIV D] H830.

i) 00 H&IFEBM® DG BH0RIEN@ &HMIM] Eflolo, RID], Ao, A)MIAUWHS @RSITLOIMAT]@ WIHGIW NEAIIMOJo &HIE S
SHWle).

iV) &hSo QIERAM EYFOS BOGHVME SIMBAVD 6 21YMANOM ], HSo IBRAN AYSEIG MEIMNI, BRAHVENE ESE:” BINIA 62190100
963U1ERM anIBs1E3 MMM/ MmO HHANMIMMY” SHMIMIWI@E MEIM @RGAleH £1E]2j003 TVINMENI e} ®OOME|8s (@)
@HOMEN) ERMIVG BMIM@OS af)@da | O6HENEE 18 EREDI EREAIGH O] 21 FlATuEmIMd:e @O IEBMM@IET.

v) muca;%ro"lgﬂ aflsngo HOHHNINOMILNSHBE &S1WPD: @10] 8] o 1S1aB0103 ge@uﬂg‘d@gmomﬁ S0 Q1061w @RYUIEE G)CTUcB:é(D']g] Moy
DIH53SH af)IN PERUIEOMINS BRE]. HTV éro"lg"l DOHNI0Do ONAENEFHNDD (B WHBIGE M2 1@ MSaISIHSIEHS HAVS, éto"lg"l D6 HNIUWo
af)SHNDTI, HAVE, ‘émmw@“mmm”lsmﬁ, DMV, éaﬂgl QTR EH@ af)MIAI DUTH ST, MHAINDEIIo MIDVQSMOJo MYMIEJ0INIW Al Iw1d
MS@DMNM@OON. VORI EMIFITYDHUY M@ MA@ED AENZo HOBHAURAD L GHE3 MSODHQYBS. HTVS, é("]‘(?] arlengo H6EAUUAM]
HeIgasemnud windalwl Mlws @)@l Al M@En 901Q)HWBR. HOHNIUD FHYFOD GUdoHe H0L10901903 MESH DI 200
UGN, MANIMAIHAG TVIWIBEM NSO {160f BINEIWT BMIMT QAMITVAORAIW af)Eld EYRLGe MTIHINEIE.

vi) a0 8@ aled®] aldland® MealldMe MSa{lendse. @@AIYT &:MIMIWAS DEBLUNVNMHS @ I@AMEBEIT Mo
OORANHBIN MAINEEBUT G UMW ra)“’i(ﬂgd & 03010630 eujgcm(mem‘.
VI) ag @moeymRud

i) mvowseem aniladlmmy” cuawo, @eaiw] lairussges elay” apaniol @:nimlwlod @Jsdwla flaflaldso. apoamelejo mgmrud paama
B103 @RAI W91 alBTTVEO (@)38Wla {loflolesam cMIZITVILIHSEW) al@ER0 1EJHSEWI BROTWIHS0.

i) 2a1GRIAMOBOBHS QLA I02IQ AMNIAEERWE WIN@I SIVIMAINIEJ ERMAENIW BYUIBNIBEHNI, MO IMEBUIEENI HANIAD
DHAHHWBEANI H:NINT MBBHMDEL nINITT nFODESTE MWNAI0MIY $HI0ERIEBEREAIME] Mn NEW®eIW] @RI IHIFIM
alddo DalEEIAMINNM’ EMIFINY” MABBHIH® @HAN BRHYWVD® M@HMDIM” GHMIMNT eNIdWTLOMIV]BTHBAN@IE.

iii) 1M1 @@} LodeURW AUEl CRNENA MVVMHOYe MTda:1V5es runelEBglaeise JTR® Judamme olavdaf moeslend mlw
@eamomlad oa;megggmm%gm“@u@@o@mmﬂmm/@m@@amm@mg @o1R1a8301008 MUElMM® ISR |SOmTE msmcﬂcoﬂgmmm“

900 QIBEDo.

GRS :

GRNSHB TUDD04DOMa Q] €ad®1F D(V) ¢aldo9@d - 619aldduatid B9a0’ maucsxéro'lg”l @gadaw” D(VI) (i) 12 paneyaiel 2016 se!
eanIodaw” 01g1ssE1m @000 9jD@ (@ Jdh00o.

Page 3 of 3



M

YOUR ULTIMATE MONETARY FRIEND

Fair Practice Code

In exercise of the powers of the board of directors conferred by the Articles of
Association of the company and pursuant to the guidelines issued by the
Reserve Bank of India, the board hereby notifies the guidelines to be followed
while carrying out the business activities under NBFC license granted by RBI

Applicability:
This code shall be applicable all over the company business activities.

A. PREAMBLE / INTRODUCTION
The Fair Practice Code (FPC) has been formulated Vikas Money Limited in response to
guidelines issued by Reserve Bank of India vide circular DNBS.CC.PD.No.266 / 03.10.01
/ 2011-12 dated 26 March, 2012 titled “Guidelines on Fair Practices Code for NBFCs"
replacing the existing code posted on the Company’s website.

The FPC will be applicable to all the offices of the Company including the Head Office,
Guruvayur, Thrissur, Kerala, the Regional Offices located in various Centers and the
Branches located across Kerala & Tamil Nadu. The FPC shall be binding on all the
employees and officers of the Company.

B OBJECTIVES
The objectives of the FPC are as under:
i.  Adopt the best practices in dealings with customers.
ii.  Set challenging benchmarks and strive to achieve high operating standards for
ensuring customer satisfaction.
iii.  Follow transparent, fair, ethical and legally tenable practices while conducting
business.
iv.  Provide all necessary information and inputs to customers / prospective customers
and promote a mutually beneficial long term relationship.
v.  Facilitate a continuously growing base of satisfied customers while scrupulously
avoiding acquisition of customers having doubtful credentials or criminal
background.

C DECLARATIONS & COMMITMENTS
i. The Company undertakes to abide by all applicable laws, regulations and
guidelines passed / issued by the Regulators (Reserve Bank of India, SEBI, IRDA etc.)
and other competent authorities such as Government, Local Authority etc.

ii. The Company commits itself to full customer satisfaction through efficient,
professional and courteous services across all its offices.

iii.  The Company shall consistently strive to meet with and improve upon the internally
set benchmarks and practices and be ahead of the standards prevalent in the
industry.

iv.  The Company undertakes not discriminate customers on grounds of religion, caste,
gender or language.
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Vi.

Vii.

viii.

Xi.

The Company will provide clear and full information about its products and services
to its customers / prospective customers and will not resort to any misleading or
potentially misguiding advertisement or publicity.

The Company undertakes to desist from introducing any products / services having
elements of ‘hidden charges’ or lack of transparency.

The Company will communicate in the local language with the customer and in
English at the request of the customer

The Company undertakes to take all possible and reasonable measures to secure
the safe custody of the security pledged by the customer and to compensate the
customer for any accidental, inadvertent or fraudulent loss of the security whilst in
the custody of the Company.

The Company undertakes not to take advantage of any unintentional or clerical
error made by the customer while transacting business.

The Company is committed to put in place a system for promptly addressing
complaints and suggestions of the customers supplemented with a structured
Grievance Redressal Mechanism having an escalation matrix.

The Company shall display the FPC on its website and also make available to the
Customer, on request, a copy of the FPC on demand.

D) FAIR PRACTICES

LOANS, TERMS & CONDITIONS, INTEREST RATE & CHARGES

The Company shall make available loan application forms in local language to all
prospective customers free of cost at the concerned branches mentioning also the
supporting documents to be submitted along with. An acknowledgement for
receipt of duly completed loan application forms will be given to the customer in
all cases. As a matter of policy and customer service loan applications are
sanctioned / rejected immediately. Disbursement of the loan and acceptance of
security will be carried out nearly simultaneously.

The Company shall disclose all relevant information relating to a loan / product
such as eligible loan amount, interest rate, charges, penal/overdue interest, interest
calculation methodology, rebate on interest etc. before sanction of the loan to
enable the customer / prospective customer to take an informed decision. The
Customer / prospective customer will also be provided, on request, the detailed
terms and conditions of the loan before sanction.

The Company shall ensure that a loan sanction letter (pawn ticket) is given to the
customer containing all the terms and conditions governing the loan facility in the
local language or other language understood by the customer. The loan sanction
letter (pawn ticket) will also mention the loan amount, loan account number,
interest rate, charges, loan processing fees etc. The loan sanction letter (pawn
ticket) which will bear the signature of the authorized official of the company will
also serve as a receipt for the security (gold) pledged at the branch by the customer.
The Company shall not in the normal course make any changes / modifications in
the terms and conditions of the loan, including rate of interest, which could
adversely affect the customer financially or otherwise. In abnormal circumstances
when such changes / modifications are inevitable, keeping in view the new
circumstances, adequate and proper notice shall be given to the customer about
any such change/modification.
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(II) MARKETING & PROMOTION

The Company shall not deliberately promote a product with any ulterior / selfish
motives or contrary to the customer requirements or expectations as disclosed by
the customer. The Company will ensure that its personnel engaged in marketing
and operations are suitably trained and instructed so as to preclude selling of its
products by misrepresentation to the customer / prospective customer.

The Company will not indulge in profiteering by charging usurious rates of interest
on loans or take undue advantage of adverse market conditions. The rates of
interest will be based on variables such as cost of funds, risk premium, loan scheme,
loan per gram, profit margin etc. and shall be in conformity with the Interest Rate
policy of the Company and Regulatory Guidelines from time to time. It shall also,
by and large, be in tune with industry practices and benchmarks.

Full and updated information regarding loan schemes, rate of interest, loan per
gram, charges etc. will be displayed on the website of the Company and also
displayed in the branches. Complete or select information will also be made
available through various media channels, posters, brochures, notices, displays etc.
based on the decisions of the management of the Company from time to time.

(III) RECOVERY OF DUES, EXERCISE OF LIEN & DELIVERY OF SECURITY

The Company will not, as a matter of fair dealing, normally recall the loan before
the initially agreed tenure except in unanticipated or abnormal circumstances
where the Company’s interests are adversely affected e.g. when the security value
diminishes substantially, when the quality of gold is not found to be acceptable,
due to any regulatory / government directives etc. In all such cases proper and
reasonable notice shall be given to the customer recalling the loan before expiry of
the normal tenure.

The Company will make all possible soft or persuasive efforts to get the customer
to repay the dues without resorting to disposal of the security. The Company does
not accept nor will it encourage the use any coercive or hard measures to recover
its dues from the customer.

The Company will deliver the security (gold) to the customer immediately upon
settlement of the loan in the same condition as was at the time of sanction of the
loan. In case of any damage caused to the security (gold) due to mishandling by its
employees, the Company shall at its cost get the damage repaired or alternately
pay reasonable compensation to the customer on a case to case basis. If the
security (gold) has signs of damage thereon, before being taken custody of by the
Company at the time of sanction of loan, the fact will be briefly incorporated in the
sanction letter (pawn ticket).

The Company will exercise only legitimate right of lien over the pledged security or
such cash surplus as may arise upon settlement of existing loans at any time. Such
right of lien shall arise only if the customer has any other dues, either directly or as
guarantor, and will be subject to proper intimation of such right of lien being given
to the customer by the Company.
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Vi.

Vii.

vii.

Xi.

The Company shall issue a signed and, normally, a system generated receipt for all
cash payments made by the customer immediately. The Company shall also accept
payments vide cheques, demand drafts, electronic transfers etc. subject to the
condition that return of the security (gold) will be made only after confirmation of
realization.

Even though the loan sanction letter (pawn ticket) contains all applicable terms and
conditions of the loan the Company shall, nevertheless, endeavour, on a best effort
basis, to send advices, reminders etc. regarding due date for payment of interest,
principal etc. by letter, courier service, telephone , SMS etc.

The Company shall, on demand, provide the customer or his duly authorized
representative with a statement of the loan account at any time during the currency
of the loan or immediately upon closure. However, the Company may, at its
discretion, require payment of reasonable processing charges by the customer for
providing statement of account if such demand is made 30 calendar days after
closure of the account.

The Company will resort to disposal of security (gold) only as a last resort and that
too after adequate and proper notice is served on the customer to repay the dues.
Such notice will be as per the terms contained in the sanction letter (pawn ticket)
and also in compliance with applicable laws and regulatory guidelines. The disposal
of the security (gold) will be taken up through public auction when the customer
does not positively respond to the communications sent by the Company to close
the loan account along with interest and other charges.

Where the Company proposes to dispose of the security even before the normal
tenure of the loan based on the rights conferred on the Company vide loan
application and loan sanction letter (pawn ticket) adequate and proper notice will
be served on the customer before such action is initiated for recovery of dues.
The Company prefers and encourages customers to take back delivery of the
security immediately upon full settlement of all dues. However, should there be
exceptional instance of the Customer being unable to take delivery of the security
(gold), not attributable to the inability of the Company, after closure of the loan
account reasonable safe custody charges may be payable which will be duly
advised to the customer or displayed in the branch premises and the Company'’s
website.

The Company will not interfere in the affairs of the customers except for the
purposes mentioned in the terms & conditions of the loan or when constrained to
do so due to inadequate or false disclosures made by the borrower at the time of
putting through the transactions.

(IV) CUSTOMER SERVICE & GRIEVANCE REDRESSAL

The Company will implement all possible steps to prevent and minimize customer
complaints / grievances

The Company will facilitate the customer to pay the whole or part of the dues at
any of the branches of the Company subject to the condition that delivery of the
pledged security shall be made only at the branch where loan was originally
disbursed.

The Company will put in place an effective Customer Grievance Redressal
mechanism details of which will be displayed on the website and in all the branches.
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Vi.

The mechanism will specify interalia the names & designations of the officials with
whom complaints can be registered, their postal address / telephone numbers/
email address, escalation matrix, time limit for acknowledging receipt of complaint,
time limit for dealing with the complaint etc. It will also put in place at all offices
where business is transacted, the complete contact details of the Regional Office
of RBI, Thiruvananthapuram, within whose jurisdiction the registered office of the
company is situated, so that the customers may directly approach the RBI in case
their grievances are not redressed within one month of the receipt of complaints
by the company”

The Company will put in place an effective training system to ensure that
employees of the Company are customer friendly and do not resort to rude,
inappropriate or unethical behaviour.

The Company will endeavor to work out and display the time norms for putting
through and completing the various transactions.

The Company will have a sympathetic approach to the problems faced by the
customer especially the poor and underprivileged sections.

(V) REPOSSESSION OF SECURITY (COMMERCIAL VEHICLES)

Vi.

The Company reserves the right to enforce security for recovery of dues on the
terms and conditions stipulated in the loan agreement in case of default in payment
or on the occurrence of any other event of default. During recovery of loans, the
Company will not resort to undue harassment like bothering the borrowers at odd
hours or use of force for recovery of loans.

The Company would refrain from intervening in the affairs of the borrowers except
as provided in the terms and conditions mentioned in the loan agreement, unless
new information, not disclosed by the borrower, has come to the notice of the
Company.

The Company would not discriminate on grounds of sex, caste and religion in the
matter of lending.

In case of receipt of request for transfer of borrower account, either from the
borrower or from a bank/non-banking finance company, which proposes to take
over the account, the consent or otherwise i.e. objection of the Company, if any,
would be conveyed within 21 days from the date of receipt of request.
Repossession of security is aimed at recovery of dues and not to deprive the
borrower of the security. The recovery process through repossession of security will
involve repossession, valuation of security and realization of security, through
appropriate means. All these would be carried out in a fair and transparent manner.
Repossession will be done only after issuing proper notices. Due process of law will
be followed while taking repossession of the security. The Company will take all
reasonable care for ensuring the safety and security of the collateral after taking
custody, in the ordinary course of the business

An appropriate grievance redressal mechanism would be put in place whereby
disputes arising out of the decisions of Company’s functionaries would be heard
and disposed off.
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(V1) MISCELLANEOUS

i.  The Company shall display the normal business hours at the respective branches,
the list of holidays and notify the changes, if any, by way of a notice displayed in
the premises of the branch or through press notification.

ii.  Personal information of the customer will not be shared with unauthorized persons
or agencies or third parties by the Company. However, the Company will be bound
to honour and comply with legal or regulatory requirements, if any, in this matter
obligating it to part with such information even without notice to the customer.

iii.  Wherever locker facility is extended by the Company through its branches, it shall
be ensured that appropriate disclosure are in place to communicate to the
customers that the activity is not regulated by the Reserve Bank.

Amendments:

1. Insertion of Point D(V)-Repossession of security and D(VI)(iii) regarding locker facility
as approved in the Board meeting dated 12th February, 2016.

BY THE ORDER OF THE BOARD
For VIKAS MONEY LIMITED

MANAGING DIRECTOR

ccC:
1. Legal Department
2. Administration Department
3. HR Department
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Interest Rate Policy

In exercise of the powers of the board of directors conferred by the Articles of
Association of the company and pursuant to the guidelines issued by the
Reserve Bank of India, the board hereby notifies the guidelines to be while

Applicability:
This policy is applicable to all loans sanctioned by the company

Objective

The Company has been following certain procedures and practices in the matter of
fixing interest rates on gold loans (assets), personal loans and NCDs/Subordinated
Bonds (liabilities). Interest rates are not controlled by the Reserve Bank of India.

However, RBI has vide circular DNBS. CC.PD. No .266/03.10.01/2011-12 dated 26
March 2012 and RBI/DoR/2023-24/106 - DoR.FIN.REC.N0.45/03.10.119/2023-24
dated 19" October, 2023 updated on 215t March, 2023 and 10" November 2023
(Guidelines on Fair Practices Code for NBFCs) directed NBFCs to have a documented
Interest Rate Policy / Model approved by the Board of Directors which would lay
down internal principles and procedures in determining interest rates and other
charges on the loan products offered by NBFCs. It further advised that the rate of
interest and the approach for gradations of risk and rationale for charging different
rate of interest to different categories of borrowers shall be disclosed to the
borrower/customer in the application form and communicated explicitly in the
sanction letter.

In line with the RBI Directions referred to above, this Interest Rate Policy shall define
the Parameters for determining interest rates for different categories of borrowers.

Keeping in view of the RBI's guidelines and the specific points referred to in the
above referred RBI circular as mentioned below, the Company has been following
certain procedures and practices in the matter of fixing interest rates on gold loans
and other loans (assets)

a) Charging of excessive interest rates by NBFCs.

b) The need for adoption of an interest rate model along with an approach for

gradations of risk & rationale for charging differential rates.
c) Disclosure of rates of interest rates changes thereof and publicity thereto.
d) Adoption of annualized rates of interest while dealing with customers.

VIKAS MONEY LIMITED
Reg. Office: 13/1528, FIRST FLOOR, ANJALI COMPLEX KAVUVATTOM, Palakkad, CHERPULASSERY, Kerala, India, 679503 |E-mail:
info@vikasmoney.com| CIN: U65921KL1987PLC004741
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a) Long term sustainability of the business by taking into account the interests of
all loans which is the main factor to determine the interest rate,

b) Develop and adopt a suitable model for calculation of a reference rate,

¢) Fixation of reasonable interest rates.

d) That the rates are fixed considering the Operation costs in the business, risk
factors and reasonable, market-competitive rate of return.

e) Ensure that computation of interest is accurate, fair and transparent.

Approach to gradation of risk & Interest Rate Model

The Interest rate charged by the Company for loans and advances is on Fixed Rate
basis. With reference to the Company’s approach for gradations of risk and rationale,
the rates of interest for the same product and same tenor availed during the same
period by different customers could vary depending upon the combination of
various factors such as borrower’s profile including age, number of dependents,
residential stability, type of employment and length of service, primary and
secondary income, vintage and growth in business (if selfemployed), nature and type
of collateral security, brand/resale value of the vehicle, past repayment track record,
past association with Vikas Money Limited, credit score, Loan to Value etc. The
lending interest rate will be arrived based on the weighted average cost of funds
including all charges, risk premium, other costs such as administrative expenses,
profit margin, stability, market information associated with lending activities.

The Company shall be charging annualised interest rate on loans and advances
extended to customers. The annualised interest shall be communicated explicitly in
the Sanction letter. Any revision/change in the interest rate/other charges would be
affected prospectively only.

The interest shall be amortized with the principal and the monthly due shall be
repaid by way of instalments. The company may offer an equated monthly instalment
or a structured repayment. The company may alternatively offer a scheme by which
the interest needs to be serviced month on month or on quarterly basis and the
Principal repaid at the end of the tenure. The repayment of both the Principal and
Interest may also be offered on "Bullet Payment” at the end of the tenure.

Methodology for calculation of interest on loan accounts

The main spirit underlying the methodology is to project a transparent and fair
approach to the customers and also be in readiness to adopt the practices now in
vogue amongst NBFC's keeping in view the peculiarities of the gold loan business..

a) On the daily balances: Interest amount shall be calculated on the daily
outstanding balance in the loan account at the applicable rate. Thus if the
annualized rate of interest applicable is R% the interest amount for each day
would be. (Amount outstanding x R) x (365/360).

WA vicos
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b) Minimum period for which interest chargeable: The minimum period for
which interest is payable by the borrower shall not exceed 7 days or Rs.750
whichever is higher. Interest receivable shall be calculated on the actual daily
outstanding balance.

c) Basis - number of days per year: Interest shall be calculated based on 360
days a year. Dates of disbursement and closure of account shall both be
included for computation of interest. However, MD may approve any
deviation on the inclusion or exclusion of days’ interest rate and slab etc.

d) Compounding: Compounding of interest where applicable, as provided in the
loan scheme, shall be at a frequency of 30 days in a year.

e) Annualised rate of interest: Interest rate quoted shall be on an annualized
basis in all documents, internal instructions/ communications and publicity
materials (pamphlets, brochures, hoardings, etc) Where the rates are
mentioned in a non-annualized form (e.g. in product promotion) the
annualized rate shall also be mentioned along with so as to comply with
regulatory requirements and Fair Practices Code.

f) Fixed rate / Floating rate: All the loans shall be granted at a fixed rate only.

g) Maximum/ Ceiling Interest Rate on Gold Loans: Keeping in view the
regulatory (RBI) expectations from NBFCs and also the Fair Practices Code the
maximum interest rate chargeable shall be fixed at 39.11% p.a during the
normal loan tenure across all states/regions excluding compounding effect
were applicable under any schemes.

Penal Charges, Overdue Interest, and other out of pocket expenses, wherever
applicable charged from the borrowers will be exclusive of the ceilings mentioned
above.

The above-mentioned ceilings shall be reviewed periodically at quarterly intervals or
more frequently, as and when required, by the Board of Directors keeping in view
regulatory guidelines/directives, the intensity of competition in the market, net
interest margin target, market rates etc.

Risk-Based Gradation of Interest Rates.

The Lending Rate will be different for different categories of borrowers, considering
the profile of the customer, tenure of the customer relationship, past repayment
track record, customer segment, market reputation, inherent credit and default risk in
the products, ancillary business opportunities, future potential, group strength and
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value to lender group, overall customer yield, Loan-to-Value (LTV) ratio, nature and
value of primary and collateral security etc. The Lending Rate is determined on a case
to case basis.

The company shall disclose the rate of interest in the application form and
communicate explicitly in the sanction letter.

Pricing of gold loans
Rate of interest.
a) Considering the nature of the Gold loans (collateral valuation being vital) the

major inherent risk is the Loan to Value (LTV) or Loan per Gram. Since a higher
LTV translates to a higher risk it stands to reason that LTV and Interest rate
should be correlated. Accordingly, assuming all other factors to be the same, a
higher LTV loan should attract a correspondingly higher interest rate as
compared with a lower LTV loan.

b) The LTV linkage with interest rate shall be at the time of sanction of loan and
cannot be changed subsequently due to movements in the overall collateral
coverage arising from market movements in gold prices,

c¢) Where substantially low rates of interest are charged on certain/special

schemes or in specified regions/areas/branches the maximum amount per
borrower shall be appropriately restricted and checks put in place to prevent
misuse of the facility. Such schemes shall be periodically reviewed and
appropriately modified to meet with the overall objectives of floating such
schemes.

Calculation of interest and the due date for servicing interest:

Interest will be calculated from the date of disbursement and shall be charged for the

day of closure of the account. The due date for payment of interest shall run from

the date of disbursement.

Penal Charges

In the case of gold loan, when the customer fails to pay the loan amount with
applicable interest on time mentioned in the loan agreement, then the loan account
shall be charged a penalty for the year in form charges as mentioned in the loan
sanction letter. The illustration of the same are as follows :

Loan Up to Rs. 1 Lacs Rs. 20,000.00
Loan Up to Rs. 2 Lacs Rs. 40,000.00
Loan Up to Rs. 3 Lacs Rs. 60,000.00
Loan Up to Rs. 4 Lacs Rs. 80,000.00
Loan Up to Rs. 5 Lacs Rs. 100,000.00
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The Penal Charges provisions shall be calculated and will apply only after the expiry
of the 'normal’ tenure.

In the case of loans other than gold loan i.e., business loan/personal loan, when the
customer fails to pay the loan amount with applicable interest on time mentioned in
the loan agreement, then the loan account shall be charged a penalty at an amount
not exceeding Rs. 250 per EMI/EI.

However, a committee consisting of the Chief Executive Officer, Chief Financial
Officer and the Managing Director may approve any deviation on the inclusion or
exclusion of days, interest rate and slab etc.

Indicative range of interest
Indicative range of interest for various verticals/loan products of VIKAS MONEY
LIMITED is given below.

Verticals / segments / product Range (Annualized Rate)
Gold loans 20% - 33%*
Business Loans/Personal Loans 25% - 39.11%

Special Rebates may be given to the customers who are paying regular monthly
interest or willing to regularize the account as per the discretion of the management.

Other Charges and recovery of Out-of-Pocket Expenses Gold loans

The Company may also levy other charges such as loan processing fees, processing
charges for delivery of gold against lost pawn ticket, statement of account, closing
charges, POS payment charges etc. In addition, the Company shall be entitled to
recover costs incurred in connection with postage, legal costs etc. The above charges
shall be pegged at reasonable levels and in the spirit of Fair Practice.

Guidance rates are as under:

Description Range of charges Exceptions

Maximum of 3.5% of Loan Amount +

Loan processing Applicable Taxes

Delivery against lost

Pawn Ticket - processing | Rs. 150/- Per Pledge
charges
Postage, Courier charges At Actual + Admin Cost

VIKAS MONEY LIMITED
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Other Charges - /Business Loan/Personal Loan (Non Gold)

Description Range of charges Exceptions

Maximum of 3.5% of Loan Amount +

Loan processing Applicable Taxes

Penal Charges Rs. 6 — Rs. 250 Per EI/EMI
Insurance Charges At Actual

Legal Charge At Actual

Cheque Bounce .

Charges Rs. 1000/- + Applicable Taxes
Pre Closure Charges | ., I :
(EMI/EI) 5% of the Principal Outstanding

Miscellaneous

There may be exceptional economic situations that may result in a change in the
liquidity environment and the availability of funds to the Company. The interest
policy shall be subjected to review once a year and as may be required to suit such
situations

a) The rates of interest for the same product and tenor availed during the same
period by different customers need not be standardized but could be different
for different customers depending upon consideration of factors like location
of the customer, credit risk, liquidity risk and tenor risks.

b) Vikas Money Limited shall intimate the borrower loan amount, annualized rate
of interest, periodicity of interest application, tenure and wherever applicable
the amount of monthly installment at the time of sanction of the loan.

c) The company shall not charge foreclosure charges/pre-payment penalties on
loans granted except for EMI schemes.

d) All other regulatory changes in this regard will stand updated in the policy
from time to time.

Rebate on interest

Schemes offering rebate on the interest rate may also be considered on the ground
that customers who regularly service interest payable on loans deserve to be
incentivized. The extent of rebate may vary from scheme to scheme but may not
exceed 3% pa (300 basis points on the contracted rate). Rebate may be considered at
the time of full settlement in cases where interest payable has been serviced by the
due dates without any default on all occasions. However, a grace period of 3
calendar days may also be considered and built into the loan scheme.
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Due date for servicing interest

Interest will be calculated from the date of disbursement and shall be charged for the
day of closure of the account also as per current practice. The due date for payment
of interest shall run from the date of disbursement,

Structured Products

Products offered and features thereof shall be straight forward, transparent and
simple to understand so as to comply with the letter and spirit of RBI guidelines.
Structured products, when introduced, should comply with the basic features of the
Interest Rate policy and the FPC. Features of such products, especially the differential
features, should be clearly explained to and understood by the prospective borrower
before sanction as a matter of fair practice. Operational personnel should be well
equipped in this regard.

Base Rate and Net Interest Margin
i) In order to arrive at a proper basis for arriving at the cost of borrowings /
funds / resources a suitably calculated 'base rate' shall be developed keeping
in the weighted average cost of borrowings, interest paid on liability products
(NCDs / Subordinated Bonds) and return on equity capital. Return on equity
capital shall be taken at 18 %, Interest rate on loans shall be based on the
'base rate' so that scope for interest rate mismatches is minimized,

i) The base rate shall be calculated at the end of every month and approved by
the Board.

i) The NIM (Net Interest Margin) shall be calculated over the ‘base rate' so
calculated to arrive at the lending rate.

iv) iv) The NIM shall be capped at 15% over the 'base rate'.

v) Lending at or below the 'base rate' shall be done only for short term
promotion of business either for a specific loan scheme or specific branch (es)
or for lending to poor downtrodden sections.

vi) Lending at or below the 'base rate' shall not exceed 10% of the total loan
portfolio.

vii) Lending at below the ['base rate' plus operational expenses] shall not exceed
15% of the total loan portfolio.
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Interest rates on loans against Commercial Vehicles

1.

WA vicos

The Interest rate applicable to each loan account will be assessed_based on
multiple parameters like tenure, borrower profile, borrowers’ repayment
capacity based on the cash flows, loan to value of the asset financed, type of
collateral security provided by the borrower and past repayment track record
of the borrower, etc.

The rates of interest for the same product and tenor availed during same
period by different customers need not be standardized but could be different
for different customers depending upon consideration of any or combination
of a few or all factors listed above.

The Company shall intimate the borrower loan amount, annualized rate of
interest and method of application at the time of sanction of the loan along
with the tenure and amount of monthly installment.

The company also offers variable and equated monthly installments schemes.
Interest would be charged and recovered on monthly basis.

The other charges such as processing fees, additional interest charged on
delayed payments and cheque bouncing charges are mentioned in the
Schedule which is part of the Loan Agreement

Other financial charges like pre payment/ foreclosure charges, cheque swaps,
cash handling charges, RTGS/ other remittance charges, commitment fees,
charges on various other services like issuing NO DUE certificates, NOC, letters
ceding charge on assets/ security, security swap & exchange charges, field
collection charges etc. would be levied by the company wherever considered
necessary. Besides the base charges, the service tax and other cess would be
collected at applicable rates from time to time. Any revision in these charges
would be with prospective effect.

Interest rate models, base lending rate and other charges, and their periodic
revisions are made available to our prospective and existing customers
through our offices and branches. Prior to entering into an agreement with
our customers, we provide them with our statement of charges and interest
and address their queries and questions on the same, to their satisfaction. Our
loan officers ensure charges and rates of interest are explained clearly and
transparently to the people who may be interested in our products.

Claims for refund or waiver of charges/ penal interest / additional interest
would normally not be entertained by the company and it is at the sole
discretion of the company to deal with such requests if any.
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9. The maximum interest rate chargeable shall be fixed at 28% p. a. across all
states / regions / vehicle categories / borrower categories.

BY THE ORDER OF THE BOARD
For VIKAS MONEY LIMITED

MANAGING DIRECTOR

ccC:
1. Legal Department
2. Administration Department
3. HR Department
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Gold Lending Policy

In exercise of the powers of the board of directors conferred by the Articles of
Association of the company and pursuant to the guidelines issued by the Reserve
Bank of India, the board hereby notifies the guidelines to be while sanctioning gold
loan products and services of the company.

Name
These guidelines may be called The Gold Lending Policy

Applicability
This policy is applicable to all Gold loan products sanctioned by the company

The company shall maintain a Loan to Value (LTV) Ratio not exceeding 75 per cent
for loans granted against the collateral security of gold jewellery. The management
reserves the right to determine the LTV based on the existing marketing conditions
of the state. The head office shall provide the LTV ratio on day to day basis to
branches.

Determination of Value of Gold

The intrinsic value of the gold is only considered for determining loan amount. The
following are the guidelines of Reserve Bank of India, adopted by the company for
the purpose of determination of value of gold:

a) The gold jewellery accepted as collateral by the Company shall be valued by
taking into account the preceding 30 days’ average of the closing price of 22
carat gold as per the rate as quoted by the Bombay Bullion Association Ltd.
(BBA) or the historical spot gold price data publicly disseminated by a
commodity exchange regulated by the Forward Markets Commission.

b) If the purity of the gold is less than 22 carats, the company shall translate the
collateral into 22 carat and state the exact grams of the collateral. In other
words, jewellery of lower purity of gold shall be valued proportionately.

c¢) Company, while accepting gold as collateral, shall give a certificate to the
borrower on their letterhead, of having assayed the gold and state the purity
(in terms of carats) and the weight of the gold pledged.
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Prohibited forms of Gold as Collateral Security

The lending on the following forms of gold prohibited:
1. bullion / primary gold and
2. gold coins & offerings to a temple.

The company shall not grant any advance for purchase of gold in any form including
primary gold, gold bullion, gold jewellery, gold coins, units of Exchange Traded Funds
(ETF) and units of gold mutual fund.

Verification of Ownership of Collateral Security

Where the gold jewellery pledged by a borrower at any one time or cumulatively on
loan outstanding is more than 20 grams, company shall keep a record of the
verification of the ownership of the jewellery. The ownership verification need not
necessarily be through original receipts for the jewellery pledged but a suitable
document shall be prepared to explain how the ownership of the jewellery has been
determined, particularly in each and every case where the gold jewellery pledged by
a borrower at any one time or cumulatively on loan outstanding is more than 20
grams.

Safety and security measures to be followed by company lending against
collateral of gold jewellery

Company shall ensure that necessary infrastructure and facilities are put in place,
including safe deposit vault and appropriate security measures for operating the
vault, in each of its branches where gold jewellery is accepted as collateral. This is
required to safeguard the gold jewellery accepted as collateral and to ensure
convenience of borrowers.

The duties and responsibilities of Branch Managers in lending against collateral
of gold jewellery.
I.  Compliance of KYC (Know Your Customer) guidelines issued by the Reserve
Bank of India. i.e., the applicant shall submit the following documents along
with loan application

a) Color Photo

b) Self-Attested Copy of Permanent Account Number (PAN) Card
c) Self-Attested Copy of Aadhar/Passport/Voters ID

d) Verified Mobile Number 2(Nos)

e) Verified E-mail Id
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Il. Compliance of assaying procedures issued by the company for
determining value/quality of the jewellery received.

1. Verification of KYC of the Customer

2. The branch shall sanction loan only to those customers who are
belonging to the permitted areas of operation of branch by the head
office.

3. The Branch shall take the photo of the customer with date & time through
our software.

4. No loan shall be renewed without the presence of customer in Branch

5. Verification (weight, purity etc.) of gold jewellery by the Branch Manager
and in his absence Assistant Branch Manager/Executive, who have relevant
experience in verification of gold jewellery with the prior approval of
management.

6. Determining the value of the gold by using the electronic weighing
machine by the branch executive/assistant branch manager.

7. Finalization of scheme of loan with customer.

8. Recommending & forwarding the of loan application of customer for the
approval of branch manager.

9. Verification of documents and sanctioning of loan to the customer by the
Branch Manager.

10. Disbursement of loan amount to the customer along with the
acknowledgment.

11.1f the loan amount exceeds Rs. 3 Lacs (Rupees Three Lakhs) the prior
approval of the Head office shall be taken.

12.1f the loan amount exceeds Rs. 3 Lacs (Rupees Three Lakhs), the collective
photos of gold jewellery and photo of weight information’s shall be shared
with Head office- Accounts Department

lll. Declaration
Declaration from the customers to satisfy ownership of the gold jewellery

IV.  Ensure that, there is always Adequate systems for storing the jewellery in safe
custody, reviewing the systems on an on-going basis, training the concerned
staff. Obtain the periodic report from internal auditors that, procedures are
strictly adhered to.

V. Periodically audit by a qualified/experienced gold appraiser (Purity, weight,
amount disbursed etc.)

VL. Ensure that, the jewellery accepted as collateral shall be appropriately insured.
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VII. Fraudulent Transactions
Any fraudulent transactions noticed/found by the branch employees;

a) They shall inform the Internal Auditor & Administration Manager via e-
mail within 24hrs of event.

b) The administration manager shall initiate the procedure for verification
of details of transaction. The report should be submitted to the Legal
Department for further process within 48hrs of mail.

c¢) The legal Department should make necessary arrangements for
safeguarding the interest of the company within 48hrs receipt of report
from Administration Manager and report should be submitted to the
Managing Director within Next 48hrs.

d) Allow appropriate time limit to settle the Fraud.

e) If the fraud is not settled, the legal department shall take appropriate
legal action against staffs who were involved in the fraud.

f) Proceed with legal action, whether Civil or Criminal, up to the
settlement of Fraud or up to the final Judgement of legal action.

BY THE ORDER OF THE BOARD
For VIKAS MONEY LIMITED

MANAGING DIRECTOR

ccC
1. Legal Department
2. Administration Department
3. HR Department
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Gold Auction Policy

In exercise of the powers of the board of directors conferred by the Articles of
Association of the company and pursuant to the guidelines issued by the Reserve
Bank of India, the board hereby notifies the guidelines to be while auctioning gold
ornaments pledged by the customers of the company.

Name
These guidelines may be called The Gold Auction Policy.

Applicability
This policy is applicable to all Gold loan products sanctioned by the company.

Loan Agreement
The company shall ensue that, the loan agreement shall also disclose details
regarding auction procedure.

Place of Auction
The auction shall be conducted in the same town or taluka in which the branch that
has extended the loan is located.

However, In reference to the "DOR.NBFC (PD). CC.No.108/03.10.001/2019-20" and

RBI/DoR/2023-24/10- DoR.FIN.REC. No0.45/03.10.119/2023-24 of Reserve Bank of

India, the company can however pool gold jewellery from different branches in a

district and auction it at any location within the district, subject to meeting the

following conditions:

i.  The first auction has failed.

ii.  The company shall ensure that all other requirements of the extant directions
regarding auction (prior notice, reserve price, arms-length relationship,
disclosures, etc.) are met.

Reserve Price

While auctioning the gold the company must declare a reserve price for the pledged
ornaments. The reserve price for the pledged ornaments shall not be less than 85 per
cent of the previous 30 days average closing price of 22 carat gold as declared by the
Bombay Bullion Association Ltd. (BBA) or the historical spot gold price data publicly
disseminated by a commodity exchange regulated by the Forward Markets
Commission and value of the jewellery of lower purity in terms of carats shall be
proportionately reduced. The IRR (Internal Rate of Return) fixed by the Management
shall be considered while fixing Reserve Price.
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Auctioneers
Gold pledged shall be auctioned only through auctioneers approved by the Board.
The company or its employees shall not participate in the auctions held.

Advertisement
The auction shall be announced to the public by issue of advertisements in at least
two newspapers, one in vernacular and another in national daily newspaper.

Proceedings of Auction

The company shall provide the full details of the value fetched in the auction and the
outstanding dues adjusted and any amount over and above the loan outstanding
shall be payable to the borrower.

Transparency & Arms-length relationship during the auction

The company shall ensure that, Transparent auction procedure in case of non-
repayment with adequate prior notice to the borrower. There shall be no conflict of
interest and the auction process must ensure that there is arm'’s length relationship
in all transactions during the auction including with group companies and related
entities.

Annual Reports

The company shall disclose in their annual reports the details of the auctions
conducted during the financial year including the number of loan accounts,
outstanding amounts, value fetched and whether any of its sister concerns
participated in the auction.

BY THE ORDER OF THE BOARD
For VIKAS MONEY LIMITED

MANAGING DIRECTOR

cc
1. Legal Department
2. Administration Department
3. HR Department
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Gold Auction Policy Rules.

The Gold Collection and Auction Rules to be followed:

1.1.1. Contacting of Customer

The branch manager shall ensure that, there is regular communication
of reminder with the customer about the due date of payment of
interest of the loan amount availed and also inform the customer that if
the account is not settled before the maturity, the jewellery will be sold
in auction. Preferably, 15 days before due date. The mode of
communication can be Tele calling, messages, e-mail, direct meeting
subject to the approval of deputy general manager.

1.1.2. Failure in settlement of interest and principal before the maturity
period of the scheme availed.
The branch manager shall ensure that, if any loan account holder failed
to settle the loan account along with principle and interest amount
before the maturity period of the scheme availed, the file shall be
transferred to legal department within 24hrs with the approval of DGM,
for sending legal notice (Registered) demanding the closure of account
and intimating the auction procedures.

1.1.3. Auction List
If the loan account holder fails to settle the matter within 15 days from
the date of sending the registered legal notice or customer has not
responded to the intimation letter of the company, then the branch
manager shall include the name of loan account holder to the
Upcoming Auction List within 2 days.

1.1.4. Submission of Auction List and Gold Jewellery to Head Office
The branch shall handover the Auction List along with the gold
jewellery to head office directly or through internal auditor or the
person authorized by the Company to do so. Sufficient
acknowledgment shall be collected from the Head Office.

1.1.5. Gold Appraiser Report
The administration manager shall ensure that, the Head Office
appraising of the purity, weight, value of the gold under auction by a
qualified appraiser is completed and his report shall be submitted to
Auction Officer
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1.1.6.

1.1.7.

1.1.8.

1.1.9.

Determination of Reserve Price

The administration department shall ensure that, the finance
department has provided the reserve price to be fixed the gold under
the auction list.

List of Auctioneers

The administration department shall ensure that, the list of auctioneers
& auction list is approved by the board of directors or board committee
formed for the purpose. The approval reference number should be
mentioned in the lists.

Public Notice of Auction

The administration department shall ensure that, the auction shall be
announced to the public by issue of advertisements in at least two
newspapers, one in vernacular and another in national daily newspaper
indicating the place, date and time and other relevant information.

Auction

The administration department shall ensure that,

a) Auction has been held on at the right place at right time.

b) All participants marked their attendance in the register

c) The reserve price shall be announced by the Auction Officer.

d) The final bid amount of all auctioneers shall be noted by the
Auction Officer.

e) The highest bid amount shall be noted by the Auction Officer.

f) After deciding the successful bidder, two witness signatures (from
the participants) shall be obtained by the Auction Officer on the bid
record.

g) The bid record shall include the details of highest bid amount and
successful bidder and final bid amount of all auctioneers.

Auction Participants

Internal Parties

1. Auction Officer

Administration Manager

Finance Manager

Branch Manager or Assistant Branch Manager

Special invitees, with prior approval of board of directors

AR
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External Parties

1. Borrowers

2. Approved auctioneers

3. Special invitees, with prior approval of board of directors

1.1.10. Settlement and Closure of Loan Account
After completion of successful auction, the loan account of the
defaulter shall be closed and any excess amount, if any, found shall be
refunded to the defaulter after deducting dues if any with the company.

Similarly, in the settlement of account after completion of auction, the
company has incurred any loss and which also fails to meet the IRR
fixed by the Board of Directors, then that files should be transferred to
legal department for initiating legal actions.

BY THE ORDER OF THE BOARD
For VIKAS MONEY LIMITED

MANAGING DIRECTOR

ccC
1. Legal Department
2. Administration Department
3. HR Department
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Grievance Redressal Policy

In exercise of the powers of the board of directors conferred by the Articles of
Association of the company and pursuant to the guidelines issued by the Reserve
Bank of India, the board hereby notifies the guidelines to be in grievance redressal
mechanism of the company.

Name
These guidelines may be called The Grievance Redressal Policy.

Applicability

This policy is applicable to all over the offices of the company including branch
office, liaison office, head office, corporate office and registered office of the
company.

Types of Grievances:
The expected grievances are classified in the following manner

Branch Office Level
1. Customer Grievances
2. Employees Grievances
3. Statutory Regulators Grievances

Head Office Level
1. Employees Grievances
2. Statutory Regulators Grievances

Officers in Charge:
The officers in charge is for dealing grievances in designated in the following
manner.

Operational Level Officer : Internal Auditors
Middle Management Level Officer Administration Manager
Management Level Officer : Managing Director
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BRANCH OFFICE LEVEL

Customer Grievances

S Matter of Level of Level of TL.Irnaround
. . . Time (TAT)
No issue Compliant Officer .
Required
Branch Office Internal
1 Product Lovel Auditor 1-3 Days
> | Service Administration 1-2 Days
Manager
Head Office
3 | Legal Matters Lovel Legal Head 1-3 Days
RBI Related Managing
4 Matters Director 1-3 Days
Employee Grievances
Turnaround
Level of Level of
s Matter of issue eve .o ev¢-e ° Time (TAT)
No Compliant Officer .
Required
Branch
Infrastructure . HR
! Facilities & Others Office Department 1-3 Days
Level
2 | Service Adrlcllnlstratlon 1-2 Days
Head anager
3 | Legal Matters Office Legal Head 1-3 Days
RBI Related Level Managing
4 . 1-3 Days
Matters Director
Statutory Regulators Grievances
Turnaround
S Matter of issue Level.of Levtel of Time (TAT)
No Compliant Officer .
Required
. Branch - .
1 Compliance of Office Administration 1-3 Days
Local Laws Manager
Level
Other Legal
2 Legal Head 1-3 Days
Matter Head office J /
Level Managing
RBI li . 1-3D
3 Compliance Director 3 Days
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HEAD OFFICE LEVEL

Employee Grievances

Turnaround
S Matter of issue Level.of Levc.el of Time (TAT)
No Compliant Officer .
Required
1 Infrastructure Bor?f?cc; HR 1-3 Davs
Facilities & Others Department y
Level
2 | Service Adalnlstratlon 1-2 Days
Head anager
3 | Legal Matters Office Legal Head 1-3 Days
4 RBI Related Level Managing 1-3 Davs
Matters Director Y
Head Office Levels
Statutory Regulators Grievances
Turnaround
S Matter of issue Level.of Levtel of Time (TAT)
No Compliant Officer .
Required
. Branch - .
1 Compliance of Office Administration 1-3 Days
Local Laws Manager
Level
Other Legal
2 Matter Legal Head 1-3 Days
RBI Head office
i Level i
3 Compl!ance/Other Mgnagmg 1-3 Days
Compliances of Director
Laws

Provided that,
The time for the compliance of law can be changed as per the provision of the
concerned law.
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BY THE ORDER OF THE BOARD
For VIKAS MONEY LIMITED

MANAGING DIRECTOR

cc:
1. Legal Department
2. Administration Department
3. HR Department
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Information Technology (IT) Policy

YOUR ULTIMATE MONETARY FRIEND

In exercise of the powers of the board of directors conferred by the Articles of
Association of the company and pursuant to the guidelines issued by the Reserve
Bank of India, the board hereby notifies the guidelines applicable for the
Information Technology of the company.

VIKAS MONEY LIMITED comes under NBFC-BL category of asset size below 500
crores. The Information Technology Policy is designed considering the basic
standards mentioned in RBI Master Direction-Information Technology
Framework for NBFC sector. It also includes the main policies and sub policies
given below.

Using this policy

One of the challenges facing organizations today is enabling employees to work
productively while also ensuring the security of the IT network and crucial part is the
data on it. Given that technology is continually changing, employees play a significant
role in IT security. This policy provides a framework for users to follow when
accessing IT systems and the data on them. It is intended to act as a guideline for
organization looking to implement or update their own Acceptable Use Policy.

Policies Policy No.

1 Physical/ Logical Access Control Policy ITP-001
2 Password Policy ITP-002
3 A Well-Defined User Role ITP-003
4 Maker Checker Concept ITP-004
5 Information Security Policy ITP-005
6 Cyber security Policy ITP-006

Electronic channel security Policy for Mobile
7 Financial Services, Social Media & Digital ITP-007

Signature Certificates
8 System Generated MIS Reports ITP-008
9 System Generated COSMOS Returns ITP-009
10 Business Continuity Planning Policy ITP-010
11 Data Backups and Retention Policy ITP-011
12 E-mail Usage and Retention Policy ITP-012

VIKAS MONEY LIMITED
Reg. Office: 13/1528, FIRST FLOOR, ANJALI COMPLEX KAVUVATTOM, Palakkad, CHERPULASSERY, Kerala, India, 679503 |E-mail:
info@vikasmoney.com| CIN: U65921KL1987PLC004741

YOUR ULTIMATE MONETARY FRIEND



SI.No. Policy Name Policy No Effective Date

1 Physical/ Logical Access Control Policy ITP-001 31-Aug-18

Purpose

The objective of this Access Control Policy is to provide access to information
processing facilities and information assets of organization only for authorized
purposes and to establish individual accountability.

Scope

This policy applies to any entity (person) and the access credentials (such as user
accounts) with access to the information processing facilities and information assets.

Policy

The access control policy has been segregated into two parts namely Physical Access
Control and Logical Access Control.

Physical Access Control

1. Physical access to all information processing facilities shall be protected by
access control systems such as biometric systems, access card etc.

2. Where locks with keys are used, procedures for secure management of the
keys must be in place.

3. Records from access control systems must be kept secure and archived.
Access to the specific areas (such as data centre, backup storage locations
etc.) requires approval from the IT Department. Additional physical access
control measures shall be implemented to restrict the access to the selected
personnel.

5. All users who have physical access to the information processing facilities shall
wear visible identity cards.

6. Access cards, passes, keys or other tokens must be retrieved from staff or
contract staff when their employment or contract ceases.

7. Access passes shall be provided to visitors & vendors while entering the
premises and should be retrieved on leaving the premises.

8. All physical access must be logged and made available for review when
required.

Logical Access Control

Access to the IT components and data is generally known as logical access. In other
terms, any access to the Information processing systems should be considered as
logical access. Logical access should be based on the principles of Authentication,
Authorization and Accountability
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Logical access

1. Access to the IT infrastructure which includes, but not limited to, network
devices, network VPN services, operating systems, applications, databases,
data files should be granted on the basis of business needs.

2. Access should be allowed on the basis of positive identification and positive
authorization.

3. Any access to information systems should be denied by default and access
permissions are built, step by step, on a need to know basis or on the concept
of least privileges.

4. Adequate segregation of duties or separation of privileges within systems
should be incorporated. This will ensure that authority is not focused on a
single individual.

User Authorization

1. All access requests to data and systems must be formally authorized. Access
must be given only on a need to know basis.

2. Any access requested by a contractor, temporary staff, or third parties must be
authorized by IT Sr. Manager and must be for a limited period, with a defined
end date and time. Such access must be promptly disabled

User Access Modifications

1. Access must be modified as required when employees move internally within
organization or on vacation for more than 15 days

2. The IT Systems Manager shall have the authority to disable accounts without
reference if necessary and notify IT Department.

3. Transfer of user accounts or using other employee user credentials to login is
also not permitted.

User Access Review

1. All user access privileges must be recorded and reviewed annually. IT Systems
Manager shall coordinate with other departments to perform this review

2. The access rights of all user accounts must be on a need to know basis.

3. All user activities should be logged and should be made available for review
when required

Administrator Access Modifications

1. Whenever a System, Application and/or Network Administrator leave the
team/department, steps must be taken to change all the administrative
passwords of organization information systems which are under the custody
of the staff. This should include, but not limited to, the passwords of routers,
switches, firewalls, servers, databases and service accounts.
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Local Administrator Access

1. Local Administrator access to workstations shall be granted only when there is
a requirement. This elevated privilege shall be granted based on the approval
from the IT Department and will only be valid for a limited period of time.

Temporary Accounts

1. Third parties, Temporary staff or staff filling a temporary role shall not use an
existing user's identification.

2. The temporary account that is released for use must be for a limited period
with a predefined end date and time.

Third party access

1. Access granted to third parties, which includes but not limited to vendors,
contractors, external auditors, etc should have the supporting business
documents which clearly justify the business needs.

2. Third party access must be for a limited period with a predefined end date
and time.

Termination of Access

1. The Employees’ Manager ensures that all such user accounts to access ended.
Any client user accounts used by the employee should be disabled or the
account password should be changed.

3. Codes or passwords for systems, equipment access passwords (routers and
switches), administrator passwords, and other common access control
information should be changed when appropriate.

4. IT System Managers should be informed by the Human Resources department
when employee resignation / termination processed.

Enforcement

Any employee who is found to have violated this policy may be subject to
disciplinary action, up to termination of employment.
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SI.No. Policy Name Policy No Effective Date

2 Password Policy [TP-002 31-Aug-18

Purpose

The purpose of this policy is to provide the guidelines necessary for all of the
employees of the ABC Company users to create appropriate passwords and to use
them and protect them in an appropriate manner.

Scope

The policy applies to all ABC Company computers and devices that store company
information. It applies to all users of the organization's network, using any device
that has access to the network.

Policy

All company-owned workstations and servers must be protected using a user ID and
strong password combination. Passwords are used for user accounts, servers, data
base, e-mail accounts, network devices, Web & Mobile applications, Firewall devices,
Wi-Fi devices, etc. Users of any company-owned systems that require a password
must follow the guidelines below for creating passwords:

1. Passwords for typical user accounts should be at least eight characters in
length; administrative passwords should be at least 15 characters in length.

2. A password cannot be a word or phrase that can be found in any dictionary or
a word spelled backwards.

3. It should contain at least one upper case letter, one non-alpha character and
at least one special character (e.g. @#$%"&).

4. Must not be a common pattern found on a standard keyboard or any other
common pattern of letters or numbers.

5. It should not be based on personal information such as birthdays, addresses,
names, etc.

It is important to protect the secrecy of passwords. The following guidelines must be
followed when handling passwords:

1. Passwords can never be written down anywhere that is not under lock and key
(no sticky notes!).

2. All user account passwords must be changed every 180 days and cannot be
reused. All administrative passwords must be changed every three months.

3. Password can never be included in e-mails or other form of electronic
communications.

4. Users must have different passwords for each system that does not use some
method of single sign on.
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5. Never reveal your password to anyone over the phone, including help desk
personnel.

6. Do not share your passwords with assistants, co-workers, family members, or
friends. All passwords must be treated as company confidential.

7. Do not use the 'Remember Password" feature of any application.

8. Do not store your passwords in any portable electronic device such as tablets
or cell phones.

Any exceptions to this policy must be approved in advance by the company IT
department.

Enforcement

Any employee who is found to have violated this policy may be subject to
disciplinary action, up to termination of employment.
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3 A Well Defined User Role [TP-003 31-Aug-18

Purpose
The objective of this User Role Policy is to define individual user role of organization.

Scope
This policy applies to all individuals under organization with access to the
information processing facilities and information assets.

Policy
A Well-Defined User Role

Individuals who have been granted access to specific information assets in the
performance of their assigned duties are considered Authorized Users. Users will get
access to data only through the authorization and access control process. Access
only that data which s/he has a need to know to carry out job responsibilities.
Disseminate data to others only when authorized by the concerned departments
under the organization.

User Registration and Deregistration

1. Every staff, customer and third party, requiring access to the IT infrastructure,
standalone systems and applications must have a unique user ID and a
personal secret password. This user ID and password will be required to
establish positive identification and authentication.

2. Human Resources department is required to inform the IT Department with
up-to-date and relevant personnel details to ensure that the appropriate
security controls are implemented in light of this information

3. Unique user IDs assigned so that access and modifications can be traced.

4. The user who gains access to the system / application should read and
understand the Information Security policy and related policies before the
logical access are granted. Non- compliance with the policies will result in
disciplinary action, which is dependent on the nature and severity of the
transgression.

5. The user registration should be approved by the IT Sr. Manager after
reviewing the business need for the access of the requesting user.

6. The user should be deregistered or disabled when the access is no more
needed.
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User identification and Authentication

1. Users are accountable for all activities performed with their personal user IDs.
User IDs shall not be utilized by anyone other than the individuals to whom
they have been issued except for super administrator accounts.

2. All systems that connect to the IT infrastructure must make use of proper
access controls that prohibit access to resources without proper
authentication procedures

3. Every authentication process for computers connected to the IT infrastructure
must (wherever possible) include a notice warning against unauthorized use
and consequences thereof.

Enforcement

Any employee who is found to have violated this policy may be subject to
disciplinary action, up to termination of employment.
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4 Maker Checker Concept ITP-004 31-Aug-18

Maker-checker is one of the central principles of authorization in the information
systems of ABC Company. The principle of Maker and Checker means that for each
transaction, there must be at least two individuals necessary for its completion. While
one individual may create a transaction, the other individual should be involved in
confirmation/authorization of the same.

There is every possibility of a mistake creeping in a transaction, if a single
person handles the entire process of the transaction in the system. The Maker&
Checker is a procedure followed in all major financial institutions to do away with
such accidental / procedural mistakes created. This ensures that the transaction is
done with four eyes principle and the person in charge who is answerable to the
functions of the branch/HO as the approving authority, is part of the sanction
process of the loans and other transactions in the system.

The important points of the Maker-Checker are mentioned below for deeper
understanding and effective functioning.

1. The Maker is the person who enters the transaction in the computer system.
He / She enters all the relevant details in the Software Module. Once entered,
it is submitted for approval of the Checker.

2. The Checker is the person in charge who has to verify the details of the
transaction entered by the maker logging in his / her login ID. He/ She should
go through the details of the transactions entered by the maker and verify the
same. Once satisfied, Checker can approve the transaction. If the Checker feel
that the transaction cannot be approved for any reasons then, the Checker can
reject the transaction.

3. Once approved by the Checker, the maker can go for the printing of the
documents and complete the transaction.

4. Approval matrix is created based on the amount of the transaction in the
application software. Branch level and HO level approvals are required to
complete the transaction categorized in different hierarchy levels.

5. In case the Maker/Checker is on leave for the day or absent for short periods
then he/she have to approach their reporting authority who will allot the
powers of the Checker to another person, who is the in charge in the absence
of the Maker/Checker. The reporting authority should take care to re allot the
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role of the Maker/Checker to the person of the branch/HO once the staff
resumes for duty.

6. If the branch level authority cannot do this process due to leave or absent for
short periods meeting etc., this can be done by the authorized HO official. This
needs a prior intimation to HO official to do the change/ allotment of the
Maker/Checker.
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5 Information Security Policy ITP-005 31-Aug-18

Purpose

This policy establishes the integral foundation for security standards, processes and
procedures of Information Security that will be followed by the organization

Scope

The policy applies to all users of information technology within the company. Policy
also applies to all data assets of the organization which includes,

1. Intellectual property owned by company or provided by a third party.

2. Personally Identifiable Information for employees, clients or other third
parties.

3. Financial and business information of the company, its employees, clients or
other third parties.

4. All Public or Private data or information assets of the company.

Policy

The IT Department must establish and provide governance for information
technology policies, procedures, and best practices for the company's technology
infrastructure in order to secure all IT assets and promote the most efficient use of
technology resources.

The IT Department will submit a report to the Board of Directors at its monthly
meeting of each calendar year, and submit interim reports at the request of the
Board, on the current status of the company's technology policies and procedures.

Data Protection Mechanism:

All privileged data information will be protected by data protection mechanisms to
ensure the highest levels of confidentiality, integrity and availability. Non-privileged
information will be protected to ensure the highest levels of integrity and availability.
Information systems will check entered information for accuracy, completeness,
validity and authenticity. Information systems will be configured such that they
prevent unauthorized and unintended information transfer.

Responsibilities of IT Department:

1. Determine appropriate security policy requirements based on its business
objectives,

2. Assessment of risk, and interpretation of legal, regulatory and contractual
obligations
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.

Validate that the security controls meet the company requirements driven by
security policy and risk acceptance

Notify security requirements of changes through a change request process
Facilitating training for improving better IT Security controls

Request exceptions to the documented information security controls, as
necessary

All operating units within the company that use information technology (IT) are
responsible for:

1.
2.

10.

11.

WA vicos

Adhering to the IT policies issued by the IT Department.

Developing and implementing, when appropriate, additional IT policies and
procedures specific to their operating units.

Promoting IT policy adherence.

Complying with the requirements of the IT governance model adopted by the
organization.

Ensuring the security of the IT systems and the network to which they are
connected.

Informing the IT Department if there are any problems with a policy or if
inputs from other sources do not comply with the defined policies.

Providing an annual “refresher" for current employees highlighting the
changes made or problem areas during the previous year.

Maintaining the functionality of the IT systems within their area.

Facilitating training and the dissemination of information.

Preventing unauthorized access to company information, personal files and e-
mail.

Developing and maintaining a plan for recovery of mission critical data and
systems if a loss is sustained.
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6 Cybersecurity Policy ITP-006 31-Aug-18

Purpose

Objective of the Cyber Security Policy is to preserve confidentiality, integrity and
availability of organizations information or system in the Cyberspace (internet) or
connected to cyberspace. Cyberspace is defined as “the complex environment
resulting from the interaction of people, software and services on the Internet by
means of technology devices and networks connected to it". The purpose of this
policy are to ensure the appropriate and inappropriate use of company internet
resources, including the use of browsers, electronic mail, instant messaging, file
upload and downloads and voice communications etc.

Scope

Is to protect organization, its information assets and its stake holders from cyber-
attacks or internet bone attacks. All devices, systems connected to internet and all
stakeholders in the scope.

Policy

1. IT Department must ensure:

a. Cyber security roles and responsibilities are defined, coordinated and
aligned with internal roles and external partners

b. Must establish a cyber-security Framework which enable to identify,
protect and detect, respond and recovery from Cyber-attacks.

c. The organization’s place in its own industry ie NBFC sector is identified
and communicated to all stakeholders

d. Dependencies and critical functions for delivery of critical services are
established

e. Resilience requirements to support delivery of critical services are
established for all operating states (e.g. under duress/attack, during
recovery, normal operations)

f. Cyber supply chain risk management processes are identified,
established, assessed, managed, and agreed to by organizational
stakeholders

g. Suppliers and third party partners of information systems, components,
and services are identified, prioritized, and assessed

h. Contracts with suppliers and third-party partners are used to
implement appropriate measures designed to meet the objectives of an
organization’s cyber security program

i. Response and recovery planning and testing are conducted with
suppliers and third-party providers

j.  Establish Computer Emergency Response Teams (CERT) and establish
practices for sharing risk-related information (e.g., threat and
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vulnerability information) with external entities, including those with
which the organizations have a risk relationship as well as those which
could supply or receive risk-related information (Other CERTS)

The organization’s personnel and partners are provided cyber security
awareness education and are trained to perform their cyber security-
related duties and responsibilities consistent with related policies,
procedures, and agreements.

2. Technical Controls

a.

File Integrity checking mechanisms are used to verify software,
firmware, and information integrity

A baseline configuration of IT system is created and maintained
incorporating security principles

A vulnerability management system is implemented

Mechanisms (e.g. failsafe, load balancing, hot swap, DOS/DDOS
protection) are implemented to achieve resilience requirements in
normal and adverse situations

Establish SOC and baseline of network operations and expected data
flows for users and systems is established and managed. The network is
monitored to detect potential cyber security events

Event data are collected and correlated from multiple sources and
sensors

Physical environment and Personnel activity are monitored to detect
potential cyber security events

Setup Security Continuous Monitoring for unauthorized mobile code
and malicious code detection

3. Incident Response

a. Response processes and procedures are executed and maintained, to
ensure response to detected cyber security incidents and Response
plan is executed during or after an incident

b. Voluntary information sharing occurs with external stakeholders to
achieve broader cyber security situational awareness

c. Processes are established to receive, analyze and respond to
vulnerabilities disclosed to the organization from internal and external
sources (e.g. internal testing, security bulletins, or security researchers)

d. Analysis is conducted to ensure effective response and support
recovery activities

e. Activities are performed to prevent expansion of an event, mitigate its
effects, and resolve the incident. Newly identified vulnerabilities are
mitigated or documented as accepted risks

f. Organizational response activities are improved by incorporating
lessons learned from current and previous detection/response activities

4. Recovery
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a.

Recovery processes and procedures are executed and maintained to
ensure restoration of systems or assets affected by cyber security
incidents

Recovery planning and processes are improved by incorporating
lessons learned into future activities

Restoration activities are coordinated with internal and external parties
(e.g. coordinating centres, Internet Service Providers, owners of
attacking systems, victims, and vendors)
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7 Electronic channel security Policy for

Mobile Financial Services, Social Media &

Digital Signature Certificates ITP-007 | 31-Aug-18
Purpose

The organization is committed to ensuring compliance to all requirements including
legal, regulatory, organizational policies and ensures any changes in the security
measures to enhance e-channel security must be carried out in a controlled manner
with appropriate records maintained.

Scope
All electronic channel based assets which are owned or leased or outsourced.
Policy

1. Implement adequate security measures on the internal networks and network
connections to public network or remote parties. Segregate internal networks
into different segments having regard to the access control needed for the
data stored in, or systems connected to, each segment

2. Maintain access security logs and audit trails. These should be analyzed for
suspicious traffic and/or intrusion attempts

3. Passwords shall be encrypted when stored on the databases and should not
be readable when decrypted and should also be one way hashed

4. All connections to the Applications must go through firewalls

5. Conduct regular audit to assess the adequacy and effectiveness of the risk
management process and the attendant controls and security measures.

6. Perform vulnerability test or assessment to evaluate the information security
policies, internal controls and procedures, as well as system and network
security

7. Conduct penetration testing at least annually

8. Any High value transection and transfer of critical information must protected
by strong digital signatures.

9. Implement "end-to-end” Secure Sockets Layer (SSL) encryption that is
appropriate to the sensitivity and importance of data to protect confidentiality
of information while it is stored or in passage over external and internal
networks. TLS — recent versions secured encryption algorithm should be used.

10. Any communication occurring in a Social Media must be respectful to the
company, fellow employees, our affiliates, and our business partners.

11.The company may request at any time that you cease any communication
concerning the company in Social Media or require you to block access to
such communication if the company believes that such action is necessary to
ensure compliance with government regulations or other laws.
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8 Business Continuity Planning Policy TP-010 31-Aug-18

Purpose

The purpose of this policy is to create and maintain a Business Continuity Plan (BCP)
for the IT support of critical company processes. An effective plan allows the
company to minimize the adverse effect of emergencies that arise. The Company has
an ethical obligation to the Organization's workforce, shareholders, and customer
stakeholders to protect the continuing operations of the business.

Scope

This policy encompasses all IT processes and technology that supports critical
business functions.

Policy

The IT Department is responsible for creating, maintaining, and testing the IT
Business Continuity Plan. The following activities must be performed:

Identify Critical Processes.

To identify the business processes critical to the company's financial and legal well-
being, a bi-annual Business Impact Analysis (BIA) is conducted. The result is a
Recovery Time Objective—that point at which company losses become intolerable
(Recovery Time Objective—RTO). The IT Business Recovery Plan must ensure that
critical IT processes (equipment and software) can be recovered at a remote site
within the RTO.

The IT Department initiates and submit the BIA. The BIA will:

1. Encompass all departments and areas of the company.
Identify the point in time that the financial and legal issues seriously threaten
the company's survival.

3. ldentify the processes required to meet all regulatory requirements.

4. Include a risk assessment of natural and man-made risks to the critical
processes.

Business Continuity Planning.

The IT Department will assemble plans for every identified critical business function.

1. Develop the plan.

a. Develop plans for the recovery IT processes, equipment, and software for
all critical business processes identified by the BIA. These plans must
address steps necessary to reestablish the IT functions at an emergency
recovery location.
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Based on the BIA, publish a restoration priority list of all critical
technologies.

Create an emergency notification program to ensure the prompt
notification of executive management in a crisis

2. Maintain the plan.

a. Test all IT Business Continuity Plans at least bi-annually to demonstrate the
ability to achieve the BIA determined Recovery Time Objective. Conduct a
lessons-learned session with all participants to capture and incorporate
improvements into the plans.

b. Report all test results to the management by IT Department within 30 days
of the test's completion.

3. Training.

a. Train all members of the IT department in their roles in supporting the
BCP.

b. Train all new employees on their roles within 30 days of joining the

department

Coordinate with other company disaster plans. The IT manager will coordinate the IT

BCP with:

1. The Facilities Disaster Recovery plan and the Security/Safety department's
crisis plan.
2. The various business recovery plans of other departments.
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9 Data Backups and Retention Policy ITP-011 31-Aug-18

Purpose

This policy guides the frequency and type of data backups. It also addresses the
length of time that backups must be retained.

Scope

The policy applies to all devices that hold or accumulate data in the support of
critical company operations, to include servers, business applications, data base,
surveillance  systems, access controls, voice logger, Firewall devices,
Telecommunications switches, PCs etc.

Policy

The IT Department is responsible for making and retaining an adequate number of
data backup "safety" copies. To accomplish this, the IT Department may create
further policies and procedures and delegate authority to implement them.

Devices

Data backups will be made of all devices that contain or collect data, to include at a
minimum:

Servers and their internal disks
Storage Area Networks
Telecommunications switches (PBX)
surveillance systems

Desktop /Laptop PCs

Firewall

A o

Types of Data

1. Personal data is not to be stored on company equipment.

2. Legal compliance data—must be identified. The label on the backup media
must include what data it contains and the appropriate retention period.
Care must be taken to ensure the data is securely stored.

3. Business critical data—must be identified. The label on the backup media
must include what data it contains and the appropriate retention period.
Quick access to this data is required in the event of a disaster.

4. Non-critical data—must be identified. Non-critical data is not legally
required to be retained for a period of time. Typically this data is deleted
after 13 months. The label on the backup media must include what data it
contains and the appropriate retention period.

VIKAS MONEY LIMITED
Reg. Office: 13/1528, FIRST FLOOR, ANJALI COMPLEX KAVUVATTOM, Palakkad, CHERPULASSERY, Kerala, India, 679503 |E-mail:
info@vikasmoney.com| CIN: U65921KL1987PLC004741

YOUR ULTIMATE MONETARY FRIEND



Data Backup Frequency

The frequency of data backups is determined by how frequently and how much a
data storage element changes.

1. Full backups weekly—all data is backed up weekly and retained for 12
months.

2. Incremental backups daily for changing data. These are retained for 30
days.

3. Off-site journaling is used for immediate backup of critical data that
cannot be reconstructed from daily backups.

Data Retention

The organization retention period is determined by the data element with the
longest required retention period on that backup media. If the contents of the media
are not known, then the media must be retained for a minimum of seven years.

Off-site Storage

1. Data backups will be transported off site every week after the backups are
created.
2. Once every calendar quarter, the IT Department will audit the off-site
storage process to ensure that:
a. Media is kept in a climate-controlled environment during transit.
b. The storage facility is secure and fire proof.
c. The storage facility is climate controlled.
d. The data center security is appropriate for media going out and for
media coming in.
e. There is a documented chain of custody for backup media from the
point it leaves the data center until it is returned.

Data Destruction

Data that has outlived its usefulness to the business, and whose age exceeds the
legal limits for retention, must be properly destroyed.

1. The media must be rendered permanently unreadable. This is primarily
accomplished through physical destruction. Paper documents are shredded,
burned, and the ashes pulped. CDs and magnetic media are shredded.

2. When data is destroyed, it must be documented as to whom, by what means,
when, and what the data consisted of.
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SI.No. Policy Name Policy No Effective Date

10 E-mail Usage and Retention Policy ITP-012 31-Aug-18

Purpose

This policy defines the acceptable use of the company's corporate e-mail system. The
objectives of this policy are to outline appropriate and inappropriate use of ABC
Company's e-mail systems and services in order to minimize disruptions to services
and activities, as well as comply with applicable policies and laws.

Scope

The policy applies to all uses of company owned e-mail accounts and all company e-
mail records.

Policy
Acceptable Uses of Company E-mail Accounts

The company provides e-mail accounts for business usage only. Every staff member
has the responsibility to maintain and enhance the company's public image and to
use the company's e-mail system in a responsible and productive manner that
reflects well on the company.

Unacceptable Uses of Company E-mail Accounts

Company e-mail accounts may not be used for transmitting, retrieving, viewing, or
storage of any communications of a discriminatory or harassing nature or materials
that are obscene. Harassment of any kind is prohibited. No messages with
derogatory or inflammatory remarks about an individual's race, age, disability,
religion, national origin, physical attributes, or sexual preference shall be transmitted.
No excessively abusive, profane, or offensive language is to be transmitted through
the company's e-mail system. E-mail messages or attachments may also not be used
for any purpose that is illegal or against company policy or contrary to the
company's best interests. Solicitation of non-company business, or any use of the
company e-mail system for personal gain, is prohibited.

Communications

Each employee is responsible for the content of all text, audio, or images that he or
she places or sends over the company's e-mail system. All e-mails must contain the
identity of the sender and may not represent the sender as someone else or
someone from another company.

Any messages or information sent by an employee to another individual outside the
company via an electronic network (e.g., blog, IM, bulletin board, online service, or
Internet) are statements that reflect on the company. While some users include
personal "disclaimers” in electronic messages, there is still a connection to the
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company, and the statements may legally be tied to the company. Therefore, we
require that all communications sent by employees via the company's e-mail system
comply with all company policies and not disclose any confidential or proprietary
company information.

Privacy

E-mails are not private. The company reserves the right to monitor e-mail content
ensuring that the e-mail system is used for appropriate purposes. Also, no security is
hundred percent hacker-proof, someone outside the company may intercept and
read e-mail. Routing of e-mail is not without errors; someone other than the
intended recipient may receive the e-mail. Do not send anything by e-mail that
should not be placed on the company bulletin board.

Personal E-mail Accounts

Accessing personal e-mail accounts is prohibited from company-owned computers,
as they are a potential source of computer viruses. No company-related
communication is permitted using personal e-mail accounts, as the communication
may be subject to the company's communication retention policy.

Spam

Sending unwanted e-mail of any kind (spam) using a company e-mail account is
prohibited.

Copyright Issues

Employees on the company's Internet system may not transmit copyrighted materials
belonging to entities other than this company. Please note that non-adherence to
this policy puts the company in serious legal jeopardy and opens the company up to
significant lawsuits and public embarrassment. All employees obtaining access to
other companies' or individuals' materials must respect all copyrights and may not
copy, retrieve, modify, or forward copyrighted materials, except with permission.
Failure to observe copyright or license agreements may result in disciplinary action
up to and including termination. If you have questions about any of these legal
issues, please speak with your manager or IT department before proceeding.

Monitoring

The company routinely monitors usage patterns in its Internet communications. The
reasons for this monitoring include cost analysis, security, bandwidth allocation, and
the general management of the company's gateway to the Internet. All messages
created, sent, or retrieved over the company's Internet are the property of the
company and should be considered public information. Notwithstanding comments
above regarding our present intention not to monitor content, the company must
reserve the right to access and monitor the content of all messages and files on the
company's Internet system at any time in the future with or without notice.
Employees should not assume electronic communications are totally private and
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should transmit highly confidential data in other ways. Electronic messages regarding
sensitive matters should warn that such communications are not intended to be
secure or confidential. This is just good business sense.

Retention

Company communications of any kind typically needs to be retained as you would
any other corporate document. Please remember that e-mails deleted from your e-
mail inbox are still saved on the company e-mail server. E-mails that are not
managed as part of the corporate document retention policy are kept archived for
seven years before being permanently deleted.

Attachments

Attachments with the following file extensions are prohibited, as they are potential
security and virus threats:

.bat Batch processing file used to execute system commands or programs.

.com Windows command files.

.cpl Control panel extension.

.exe Windows binary executable files.

Js Java script files.

.0CX Object linking and embedding control.

pif Program information file used to tell Windows how to run non-Windows
applications.

.scr Screen saver programs; may include binary code.

.SYys System configuration files.

vb Visual Basic script files.

There is also a limit of TOMB of attachments for any e-mail message. Contact the IT
Helpdesk if you have a need to transfer more than 10MB of files at any one time.

Confidentiality

Any e-mail message that is meant to be confidential must be labeled as such in the
subject line. Forwarding of confidential messages requires the permission of the
original sender. The corporate e-mail system will automatically attach a confidential
message notification to all e-mails that are sent to addresses outside the
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organization. Do not attach your own individual confidentially notice as this will be
redundant and may be inconsistent with the official company message.

Violations

Any employee who abuses the privilege of company-facilitated access to the Internet
will be subject to corrective action up to and including termination. If necessary, the
company also reserves the right to advise appropriate legal officials of any illegal
violations.

BY THE ORDER OF THE BOARD
For VIKAS MONEY LIMITED

MANAGING DIRECTOR

CcC:
1. Legal Department
2. Administration Department
3. HR Department
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Know Your Customer (KYC) And Prevention of
Money Laundering Activities/CFT Policy

In exercise of the powers of the board of directors conferred by the Articles of
Association of the company and pursuant to the guidelines issued by the Reserve
Bank of India, the board hereby notifies the guidelines to be while fixing the interest
rates of the loan products and services of the company.

NAME: These guidelines may be called The Know Your Customer (KYC) And
Prevention of Money and CFT (Combating of Financing of Terrorism) Laundering
Activities Policy

In terms of the Master Direction — Know Your Customer (KYC) Direction, 2016 issued
by Reserve Bank of India (RBI), as amended from time to time, and in terms of the
provisions of Prevention of Money-Laundering Act, 2002 and the Prevention of
Money-Laundering (Maintenance of Records) Rules, 2005, as amended from time to
time by the Government of India as notified by the Government of India, banks being
Regulated Entities (REs) are required to follow certain customer identification
procedures while undertaking a transaction either by establishing an account-based
relationship or otherwise and monitor their transactions. Banks are also required to
implement the provisions of the aforementioned Act and Rules, including operational
instructions issued in pursuance of such amendment(s). This KYC AML CFT policy has
thus been framed in accordance with the regulatory guidelines on KYC (Know Your
Customer), AML (Anti Money Laundering), and CFT (Combating of Financing of
Terrorism).

APPLICABILITY: This policy is applicable to all loan products/investment products
sanctioned by the company

OBJECTIVE
The KYC AML policy is framed in line with RBI Direction / Prevention of the Money
Laundering Act, 2002 /Rules as amended from time to time.

The KYC policy has been framed by the Company for the following purposes:

1. To prevent criminal elements from using Company for Money Laundering and
Terrorist Funding activities;

2. To put in place an effective system and procedure for Customer identification
and verifying its / his / her identity and residential address.

3. To enable Company to know and understand its customers and their financial
dealings better which, in turn, would help the Company to manage risks
prudently;

VIKAS MONEY LIMITED
Reg. Office: 13/1528, FIRST FLOOR, ANJALI COMPLEX KAVUVATTOM, Palakkad, CHERPULASSERY, Kerala, India, 679503 |E-mail:
info@vikasmoney.com| CIN: U65921KL1987PLC004741

YOUR ULTIMATE MONETARY FRIEND



4. To put in place appropriate controls for detection and reporting of suspicious
activities as envisaged under the Anti Money Laundering Act, 2002 and in
accordance with laid down procedures;

5. To comply with applicable laws and regulatory guidelines;

DEFINITIONS
1) “Customer “means;
a) a person who is engaged in a financial transaction or activity with
VIKAS MONEY LIMITED and includes a person on whose behalf the
person who is engaged in the transaction or activity, is acting.
b) any other person connected with a financial transaction which can pose
significant reputation or other risks to VIKAS MONEY LIMITED.

2) "Senior Management”
Senior Management for the purpose of the policy shall constitute Executive
Directors, Managing Director, Deputy General Manager — Business Operations,
Managing Director

3) "Obtaining certified copy of Officially Valid Document (OVD)" — Means
comparing the copy of OVD with the original and recording the same on the
copy by authorized officer of VIKAS MONEY LIMITED.

Provided that in case of Non-Resident Indians (NRIs) and Persons of Indian
Origin (PIOs), as defined in Foreign Exchange Management (Deposit)
Regulations, 2016 {FEMA 5(R)}, alternatively, the original certified copy of OVD,
certified by any one of the following, may be obtained:
a) authorised officials of overseas branches of Scheduled Commercial
Banks registered in India,
b) branches of overseas banks with whom Indian banks have relationships,
c) Notary Public abroad,
d) Court Magistrate,
e) Judge,
f) Indian Embassy/Consulate General in the country where the non-
resident customer resides.
Certified OVD shall also contain the customer id number and shall be
filed carefully for future verification.

KEY ELEMENTS OF THE POLICY

This policy is applicable to all business operations and services, Money Transfer
Services, etc and also applicable to business verticals of VIKAS MONEY LIMITED and
it is to be read in conjunction with related operational guidelines issued from time to
time.
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The policy includes the following key elements:
1) Customer Acceptance Policy (CAP)
2) Customer Identification Procedures (CIP)
3) Monitoring of Transactions
4) Risk Management

CUSTOMER ACCEPTANCE POLICY (CAP)

VIKAS MONEY LIMITED'S CAP lays down criteria for acceptance of customers. While
taking decision to grant any facilities to the customers as well as during the
continuation of any facilities the following norms and procedures will be followed by
the company

a) No account will be opened in anonymous or fictitious/benami name.

b) Customers will be accepted only after verifying their identity, as laid down in
Customer Identification Procedures. Necessary checks will be done before
opening a new account to ensure that the identity of the Customer does not
match with any person with known criminal background or with banned
entities.

c) VIKAS MONEY LIMITED will refrain from opening an account where the
company is unable to apply appropriate Customer Due Diligence (CDD)
measures either due to non-cooperation of the customer or non-reliability of
the documents/information furnished by the customer.

d) No transaction or account-based relationship shall be undertaken without the

e) Customer Due Diligence procedure (CDD), set out in this policy.
A Unique Customer Identification Code (UCIC) shall be allotted to new and
existing customers. VIKAS MONEY LIMITED shall apply the CDD procedure at
the UCIC level. Thus, if an existing KYC compliant customer of VIKAS MONEY
LIMITED desires to open another account with VIKAS MONEY LIMITED, there
shall be no need for a fresh CDD exercise.

Implementation of CAP should not become too restrictive and result in denial of the
VIKAS MONEY LIMITED s services to general public, especially those who are
financially or socially disadvantaged
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CUSTOMER IDENTIFICATION PROCEDURE (CIP)

Customer Identification involves verification of customer’s identity by using reliable,
independent source documents, data or information. VIKAS MONEY LIMITED shall
obtain enough information necessary to verify the identity of each Customer. A
broad guideline for the customer identification is given below:

VIKAS MONEY LIMITED shall ensure that Customer identification process is
undertaken, whenever;

a) an account-based relationship is being established;

b) carrying out any international money transfer operations for a person who is
not an account holder;

c) there is doubt about the authenticity or adequacy of customer identification
data already obtained. transactions with walk in customers, where the amount
involves equal or exceeds rupees fifty thousand, whether conducted as a
single transaction or several transactions that appear to be connected.

d) When VIKAS MONEY LIMITED has reasons to believe that a customer is
intentionally Structuring transactions into a series of transactions below the
threshold of Rupees Fifty thousand.

CUSTOMER DUE DILIGENCE PROCEDURE (CDD) IN CASE OF INDIVIDUALS

For undertaking CDD, VIKAS MONEY LIMITED shall obtain the following from an
individual while establishing an account-based relationship or while dealing with
individual who is a beneficial owner, authorised signatory or power of attorney
holder related to any legal entity;

a. A certified copy of Officially Valid Documents (OVD), as given in Annexure |,
containing details of proof of their identity and address;

b. One recent photograph (For the gold loan customers capturing of photos of
the individuals and keeping in the ERP to be continued);

c. A certified copy of the Permanent Account Number or Form No. 60 as defined
in Income-tax Rules, 1962;

d. and such other documents pertaining to the nature of business or financial
status specified in this policy.

VIKAS MONEY LIMITED may carry out Offline Verification of customers if they are
desirous of undergoing Aadhaar Offline Verification for identification purposes.
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Wherever Aadhaar details are collected, it shall be ensured that customers have
redacted or blacked out their Aadhaar numbers through appropriate means.

The e-KYC service of Unique Identification Authority of India (UIDAI) shall be
accepted as a valid process for KYC verification, when NBFCs or itself are authorised
by RBI to do such verification for establishing account-based relationship.

CUSTOMER DUE DILIGENCE BY THIRD PARTY
In compliance of the KYC regulations, VIKAS MONEY LIMITED may rely on the
customer due diligence done by third parties, which are regulated entities, for
verifying identity of customers at the time of commencement of account-based
relationship, subject to the following conditions.

a) Records or information of the customer due diligence carried out by the third
party is obtained within 2 days from the third party or from Central KYC
Records Registry.

b) VIKAS MONEY LIMITED is satisfied those copies of the identification data and
other relevant documents relating to the customer due diligence requirements
will be available from the third party up on request without delay.

c) The third party is regulated, supervised or monitored and has capabilities to
comply with the customer due diligence and record keeping requirements as
prescribed in the Prevention of Money Laundering Act.

d) The third party shall not be based in a country or jurisdiction assessed as high
risk. The ultimate responsibility for customer due diligence and undertaking
enhanced due diligence measures, as applicable will the that of VIKAS MONEY
LIMITED. (Description of Regulated entities are given in Annexure II)

SIMPLIFIED PROCEDURES FOR SMALL VALUE GOLD LOANS:

For customers with aggregate loans below Rs.0.50 lakh, Proof of Identity alone will
be sufficient provided the customer gives full and complete address in the loan
application form and his telephone number is confirmed by the branches to be
correct.

If a person is unable to produce identity documents as mentioned in Annexure | (i.e.,
any of OVDs), interim / Temporary KYC documents such as Labour card, Civil ID card,
Credit Card, Employer Company ID card, LIC card, State ID card, Bank Pass Book, etc.

may be accepted subject to the following conditions:

a. The customer shall provide a self-attested photograph of the customer.
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b. Branch Head shall certify under his/her signature that the customer has affixed
his signature or thumb impression in his presence.

c. The account shall remain operational initially for 12 months, within which the
customer must furnish his identity documents for conducting CDD as
mentioned in CDD guidelines. Customer shall be suitably informed at the time
of starting the relationship

d. Maximum outstanding shall not exceed Rs 0.50 Lakh in all their accounts
taken together at any point of time and the total credit in all the accounts
taken together shall not exceed Rs. 1.00 lakh in a year.

e. The customer shall be made aware that no further transaction will be
permitted until full KYC procedure is completed in case of condition no. d.
above is breached.

f. Regularization of Interim/Temporary KYC: In order not to inconvenience the
customer, the VIKAS MONEY LIMITED shall notify the customer when the
balance reaches rupees forty thousand (Rs. 40,000/-) or the total credit in a
year reaches rupees eighty thousand (Rs. 80,000/-) that appropriate
documents for conducting the KYC must be submitted and that otherwise the
operations in the account will be stopped when the total balance in all the
accounts taken together exceeds Rs 0.50 Lakh at any point of time or the total
credit in the accounts in year exceeds Rs 1.00 Lakh.

KYC verification once done by one branch shall be valid for transfer of account
to any other branch, provided full KYC verification has already been done and
the same is not due for periodic updation.

SELLING THIRD PARTY PRODUCTS
While selling third party products, VIKAS MONEY LIMITED shall comply with the
following directions:

a. ldentity and address of the walk-in customers shall be verified for transactions
above Rs 0.50 lakh, whether conducted as a single transaction or several
transactions that appear to be connected.

b. Transaction details of sale of third-party products and related records shall be
maintained as specified under this policy.
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c. AML software capable of capturing, generating and analysing alerts for the
purpose of filing CTR/STR in respect of transactions relating to third party
products with customers including walk-in customers shall be made available.

d. Transactions involving Rs 0.50 lakh and above shall be undertaken only by:
a) Debit to customer’s account or against cheque, transfer from banks /
debit cards / credit card etc.
b) Obtaining and verifying PAN (regular customer as well as walk in
customer).

Note: Direction no. d shall also apply to sale of VIKAS MONEY LIMITED ‘s own
products, sale and reloading of prepaid / travel cards and any other products for Rs
0.50 lakh and above

ISSUANCE OF PREPAID PAYMENT INSTRUMENTS (PPI)

With regard to the PPI, VIKAS MONEY LIMITED shall ensure that the instructions
issued by Department of Payment and Settlement System of Reserve Bank of India
through their Master Direction are strictly adhered to.

MONITORING OF TRANSACTIONS

a. VIKAS MONEY LIMITED shall monitor transactions of a suspicious nature on an
ongoing basis for the purpose of reporting it to the appropriate authorities.
(An illustrative list of suspicious transactions is given in Annexure lll). The
extent of monitoring by the VIKAS MONEY LIMITED will depend on the risk
sensitivity of the account and special attention will be given to all complex
unusually large transactions, which have no apparent economic or lawful
purpose.

b. VIKAS MONEY LIMITED shall exercise caution with respect to the transactions
with persons (including legal persons and other financial institutions) from the
countries which have been identified by Financial Action Task Force (FATF) as
high risk and non-cooperative jurisdictions with respect to compliance with
the FATF Recommendations, 2012.

c. VIKAS MONEY LIMITED shall file Suspicious Transaction Report (STR), Cash
Transaction Report (CTR), counterfeit currency report (CCR) and other
applicable reports filling under FATCA in terms of the direction of the
RBI/PMLA in respect of all products/ services.

ONGOING DUE DILIGENCE
a. VIKAS MONEY LIMITED shall undertake on going due diligence of customers
to ensure that their transactions are consistent with their knowledge about the
customers, customers’ business and risk profile; and source of funds.
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b. Any unusual pattern in the operations of the accounts like transactions
exceeding threshold limits, high turnover in the accounts compared to the
average outstanding etc shall be closely monitored. The extent of monitoring
shall be aligned with the risk category of the Customer and high-risk category
accounts shall be subjected to more intensified monitoring.

c. A system of periodic review of risk categorisation of accounts, with such
periodicity being at least once in six months, and the need for applying
enhanced due diligence measures shall be put in place.

PERIODIC UPDATION

Periodic updation shall be carried out at least once in every two years, for high-risk
Customers, once in every eight years for medium risk Customers and once every ten
years for low-risk Customers as per the following procedure:

a. CDD as specified in above shall be carried out at the time of updation. In the
case of low-risk customers when there is no change in status with respect to
their identities and addresses, a self-declaration to that effect shall be
obtained.

b. In case of legal entities, VIKAS MONEY LIMITED shall review the documents
sought at the time of opening of account and obtain fresh certified copies.

c. Physical presence of the customers need not be insisted up on for the
purpose of furnishing OVD or furnishing consent for Aadhaar Offline
verification unless there are sufficient reasons for their physical presence to
establish their bona-fides. In normal case, OVD/Consent forwarded by the
customer through mail/post, etc., can be accepted.

d. VIKAS MONEY LIMITED may provide an acknowledgement with date of
having performed KYC updation

(Note: The time limits prescribed above would apply from the date of opening of the
account/ last verification of KYC.)

EXISTING CUSTOMERS

In case of existing customers, VIKAS MONEY LIMITED shall obtain PAN or Form
No.60 by such date notified by the Central Government, falling which VIKAS MONEY
LIMITED shall temporarily cease operations in the account till the time the PAN
number of Form No.60 is submitted by the customer.

Prior to ceasing operations of an account temporarily, VIKAS MONEY LIMITED shall
give the clients an accessible notice and reasonable opportunity to be heard. VIKAS
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MONEY LIMITED may allow relaxations for continued operations of the account, if
the borrower is unable to provide these documents due to injury, infirmity on
account of old age or otherwise etc for a maximum period of 6 months. These
relaxations shall be permitted by Senior Management.

Operations of the customers without PAN or Form No.60 shall be monitored closely
and shall ensure that transaction does not exceed Rs 5 lakh.

For gold loan customers, a copy of the PAN Card of the borrower shall be collected
for all transaction above 5 lakhs

RISK MANAGEMENT

VIKAS MONEY LIMITED has put in place appropriate procedures to ensure effective
implementation of KYC guidelines.

a. Risk categorization of Customers shall be undertaken based on various
factors, such as nature of employment, business activity of the Customer,
location of Customer and his/its clients, mode of payments, volume of
turnover, social / financial status and credit history. VIKAS MONEY LIMITED
has categorized its customers into ‘High Risk / Medium Risk / Low Risk’
based on the profile of the customers. VIKAS MONEY LIMITED shall apply
higher due diligence measures keeping in view the risk level

b. VIKAS MONEY LIMITED has developed robust underwriting procedures for
on boarding borrowers, which include verification of ownership of the gold
ornaments (in the case of gold loans), assessment of financial resources of
the borrowers, collection of their market reports etc (for other loans).

c. VIKAS MONEY LIMITED's internal audit periodically evaluate the level of
adherence to the KYC procedures. Audit function shall provide an
independent evaluation of the effectiveness of KYC policies and procedures,
including legal and regulatory requirements.

MONEY LAUNDERING AND TERRORIST FINANCING RISK ASSESSMENT

VIKAS MONEY LIMITED shall carry out ‘Money Laundering (ML) and Terrorist
Financing (TF) Risk Assessment’ exercise periodically to identify, assess and take
effective measures to mitigate its money laundering and terrorist financing risk for
clients, countries or geographic areas, products, services, transactions or delivery
channels, etc.

The assessment process should consider all the relevant risk factors before

determining the level of overall risk and the appropriate level and type of mitigation
to be applied. While preparing the internal risk assessment, cognizance of the overall
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sector-specific vulnerabilities if any, that the regulator/supervisor may share from
time to time shall be taken.

The risk assessment exercise shall be conducted on a quarterly basis and parameters
of the assessment shall be modified, in alignment with the outcome of the risk
assessment exercise. An internal document detailing the assessment process may be
kept separately for the same.

The outcome of the exercise shall be put up to Risk Management Committee and
should be available to competent authorities and self-regulating bodies.

ENHANCED DUE DILIGENCE

Accounts of Politically Exposed Persons (PEP): Special care and diligence will be
taken in respect of Politically Exposed Persons. Generally, the VIKAS MONEY LIMITED
would not open accounts of PEP. Decision to deal with such persons as a Customer
shall be taken up at a senior management level and shall be subjected to enhanced
monitoring.

Accounts of non-face-to-face customers: These customers are those who opened
accounts without visiting the branches / offices of VIKAS MONEY LIMITED or meeting
its officials. VIKAS MONEY LIMITED shall ensure that first payment from these
accounts shall be affected through the customers’ KYC-Complied account with
another Regulated Entity.

Client accounts opened by professional intermediaries: VIKAS MONEY LIMITED
shall ensure while opening client accounts through professional intermediaries, that:
a. Clients shall be identified when client account is opened by a professional
intermediary on behalf of a single client.

b. VIKAS MONEY LIMITED shall have option to hold 'pooled' accounts managed
by professional intermediaries on behalf of entities like mutual funds, pension
funds or other types of funds.

c. VIKAS MONEY LIMITED shall not open accounts of such professional
intermediaries who are bound by any client confidentiality that prohibits
disclosure of the client details to VIKAS MONEY LIMITED.

d. All the beneficial owners shall be identified where funds held by the
intermediaries are not co-mingled at the level of VIKAS MONEY LIMITED, and
there are 'subaccounts', each of them attributable to a beneficial owner, or
where such funds are co-mingled at the level of VIKAS MONEY LIMITED, the
VIKAS MONEY LIMITED shall look for the beneficial owners.

e. VIKAS MONEY LIMITED shall, at their discretion, rely on the 'customer due
diligence' (CDD) done by an intermediary, provided that the intermediary is a
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regulated and supervised entity and has adequate systems in place to comply
with the KYC requirements of the customers.

f. The ultimate responsibility for knowing the customer lies with VIKAS MONEY
LIMITED.

CONFIDENTIALITY OF INFORMATION ABOUT CUSTOMERS

All the information collected from the customers by VIKAS MONEY LIMITED shall be
kept confidential and all such information shall be treated as per the
agreement/terms and conditions signed by the customers. Additionally, the
information sought from each Customer should be relevant to the risk perceived in
respect of that Customer, should not be intrusive and should be in line with the
guidelines issued by the RBI in that behalf.

Information collected from customers shall not be divulged for the purpose of cross
selling, or for any other purpose without the express permission of the customer.

Exception to the confidentiality of customer information shall be as under:

Where disclosure is under compulsion of law.

Where there is a duty to the public to disclose.

The interest of the company requires disclosure.

Where the disclosure is made with express or implied consent of the
customer.

0o n oo

MAINTENANCE OF RECORDS OF TRANSACTIONS
VIKAS MONEY LIMITED shall maintain proper records of the transactions as required
under the provisions of PML Act and Rules. VIKAS MONEY LIMITED shall

a. maintain all necessary records of transactions between VIKAS MONEY LIMITED
and the customer, both domestic and international, for at least five years from
the date of transaction or any other higher periods specified in any other law

b. preserve the records pertaining to the identification of the customers and
their addresses obtained while opening the account and during the course of
business relationship, for at least five years after the business relationship is
ended.
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c. introduce a system of maintaining proper record of transactions prescribed
under Rule 3 of Prevention of Money Laundering (Maintenance of Records)
Rules, 2005 (PML Rules, 2005)

d. maintain all necessary information in respect of transactions prescribed under
PML Rule 3 so as to permit reconstruction of individual transaction, including
the following:

1. the nature of the transactions;

2. the amount of the transaction and the currency in which it was
denominated;

3. the date on which the transaction was conducted; and

4. the parties to the transaction.

e. VIKAS MONEY LIMITED have a system for proper maintenance and
preservation of information in a manner (in hard and/or soft copies) that
allows data to be retrieved easily and quickly whenever required or as/ when
requested by the competent authorities.

GENERAL
1. Adherence to KYC guidelines by agents

a. Agents shall be appointed only after detailed due diligence and ensuring
that they are fully compliant with KYC guidelines applicable to NBFCs.

b. VIKAS MONEY LIMITED shall make available all information to RBI to verify
the compliance with KYC guidelines. VIKAS MONEY LIMITED shall be
responsible for non-compliance of KYC guidelines by agents.

2. Principal Officer VIKAS MONEY LIMITED has designated Managing Director
as Principal Officer (PO) responsible for ensuring compliance, monitoring
transactions, sharing and reporting information as required under the
law/regulations.

3. Designated Director VIKAS MONEY LIMITED has nominated Executive
Director, as Designated Director, to ensure overall compliance with the
obligations under Prevention of Money laundering Act, 2002 and Rules
framed thereunder, from time to time.

4. CDD Procedure and sharing KYC information with central KYC records
Registry (CKYCR) VIKAS MONEY LIMITED shall capture the KYC information
for uploading the data pertaining to all new individual accounts opened on or
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after 1/4/2017 with the CKYCR in the manner mentioned in the Prevention of
Money-Laundering (Maintenance of Records) Rules, 2005, as amended from
time to time. Government of India has authorised the Central Registry of
Securitisation Asset Reconstruction and Security Interest of India (CERSAI), to
act as, and to perform the functions of the CKYCR.

5. Training Programme VIKAS MONEY LIMITED shall have adequate screening
mechanism as an integral part of personnel recruitment / hiring process and
also should have an ongoing employee training programs so that members of
the staff are adequately trained in KYC/AML/CFT procedures. Training
requirements shall have different focuses for front line staff and officer/staff
dealing with new customers so that all concerned fully understand the
rationale behind the KYC policies and implement them consistently.

COMPLIANCE OF KYC POLICY

a. VIKAS MONEY LIMITED 's internal audit and compliance functions periodically
evaluate the level of adherence to the KYC policies and procedures. The
compliance function and audit function together shall provide an independent
evaluation of the effectiveness of KYC policies and procedures, including legal
and regulatory requirements. The Audit Committee of the Board shall review
adherence to the KYC guidelines at quarterly intervals.

b. Internal Audit shall on a yearly basis conduct an evaluation of compliance
functions of policies and procedures including legal and regulatory
requirements.

OTHER OPERATING INSTRUCTIONS

a. In case of customers whose accounts have not been operated (or who have
not been transacting) for more than 12 months, fresh KYC documents will
need to be taken before undertaking any new transactions. System based
control will be put in place.

b. As a policy, Gold loan will be granted to individuals only and not to
companies, firms, trusts etc.

c. In the case of ‘pardanashin’ (veil women, capturing of the customer’s
photograph (in Customer ID file on the system) may waived provided an
acceptable Proof of Identity document is furnished and KYC verification has
been carried down by any of female staffs.

WA vicos
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ANNEXURE I
OFFICIALLY VALID DOCUMENTS (OVD)
1. Individuals

Officially Valid Documents (OVD) means the passport, the driving licence,
proof of possession of Aadhaar number, the voters identity card issued by the
election commission of India, job card issued by NREGA duly signed by an
Officer of the state government and letter issued by the National Population
Register containing details of name and address.

Provided that,

a. where the customer submits his proof of possession of Aadhaar number
as an OVD, he may submit it in such form as are issued by the Unique
Identification Authority of India.

b. where the OVD furnished by the customer does not have updated
address, the following documents shall be deemed to be OVDs for the
purpose of proof of address: -

a) utility bill which is not more than two months old of any service
provider (electricity, telephone, post-paid mobile phone, piped gas,
water bill);

b) property or Municipal tax receipt;

c) pension or family pension payment orders (PPOs) issued to retired
employees by Government Departments or Public Sector
Undertakings, if they contain the address;

d) letter of allotment of accommodation from employer issued by
State Government or Central Government Departments, statutory
or regulatory bodies, public sector undertakings, scheduled
commercial banks, financial institutions and listed companies and
leave and licence agreements with such employers allotting official
accommodation;

c. the customer shall submit OVD with current address within a period of
three months of submitting deemed OVDs

d. where the OVD presented by a foreign national does not contain the
details of address, in such case the documents issued by the Government
departments of foreign jurisdictions and letter issued by the Foreign
Embassy or Mission in India shall be accepted as proof of address.
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Non-Individuals (Companies, Firms, Trusts etc.)

KYC norms are applicable to non-individuals also. The requirements are as under
Companies Certified copies of each of the following documents shall be
obtained:

a) Certificate of incorporation with Memorandum & Articles
of Association

b) Resolution of Board of Directors for opening the account
and Power of Attorney / authorization of persons to
operate the account on its behalf

c) PAN allotment letter/ PAN of the Company

Documents as specified in para 1 above of the individuals
holding attorney /authorisation to transact on company's

behalf.
Partnership Certified copies of each of the following documents shall be
Firms obtained:

a) Registration certificate.

b) Partnership deed.

c) PAN of the partnership firm

Documents as specified in para 1 above of the
individuals holding attorney /authorisation to transact

on its behalf.
Proprietorship | For opening an account, CDD of the individual (proprietor)
Firms as mentioned in para 3.2.1 shall be carried out PLUS any

two of the below mentioned documents,

a) Registration certificate, if registered

b) Certificate/License issued under Shops &
Establishment Act

¢) GST and Income Tax returns

d) GST registration certificate (provisional/ final)

e) Utility bills such as electricity, water, telephone bills etc.
f) Complete Income Tax Return (not just the
acknowledgement) in the name of the sole proprietor
where the firm's income is reflected, duly
authenticated/acknowledged by the Income Tax
authorities.

g) IEC (Import Export Code) issued to the proprietary concern
by the office of DGFT or Licence/certificate of practice
issued in the name of the proprietary concern by any
professional body incorporated under a statute.

Trusts For opening an account, certified copies of each of the
following documents shall be obtained:

a) Certificate of registration

b) Trust Deed
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c) Power of attorney authorizing a person to carry out
transactions on behalf of the trust

d) PAN or Form No.60 of the trust

e) Resolution of the managing body of the trust /
association.

Valid documents identifying the trustees, power of attorney
holder etc. (same as applicable for individuals as mentioned
in para 1 above).

An For opening an account of an unincorporated association or
unincorporated | a body of individuals, certified copies of each of the following
association or | documents shall be obtained:

a (a) Resolution of the managing body of such association or
body of | body of individuals
individuals (b) Permanent Account Number or Form No. 60 of the

unincorporated association or a body of individuals

(c) Power of attorney granted to transact on its behalf

(d) Documents, as specified in Para 1, of the person holding

an attorney to transact on its behalf and

(e) Such information as may be required by VIKAS MONEY
LIMITED to collectively establish the legal existence of such an
association or body of individuals.

Juridical For opening accounts of juridical persons not specifically

persons not covered in the earlier part, such as societies, universities
specifically and local bodies like village panchayats, certified copies of
covered the following documents shall be obtained:

in the earlier | (a) Document showing name of the person authorised to act

part, on behalf of the entity;

such as | (b) Documents, as specified in Para 1, of the individual

societies, holding an attorney to transact on its behalf and

universities (c) Such documents as may be required by VIKAS MONEY
and LIMITED to establish the legal existence of such an entity/juridical
local bodies | person.

like

village

panchayats
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ANNEXURE Il
Regulated Entities:
a.

All Scheduled Commercial Banks (SCBs)/ Regional Rural Banks (RRBs)/ Local
Area Banks (LABs)/ All Primary (Urban) Co-operative Banks (UCBs) /State and
Central Co-operative Banks (StCBs / CCBs) and any other entity which has
been licenced under Section 22 of Banking Regulation Act, 1949.

All India Financial Institutions (AlFIs).

All Non-Banking Finance Companies (NBFCs), Miscellaneous Non-Banking
Companies (MNBCs) and Residuary Non-Banking Companies (RNBCs).

All Payment System Providers (PSPs)/ System Participants (SPs) and Prepaid
Payment Instrument Issuers (PPI Issuers)

All authorised persons (APs) including those who are agents of Money
Transfer Service Scheme (MTSS), regulated by the Regulator.
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ANNEXURE IlI

ILLUSTRATIVE LIST OF SUSPICIOUS TRANSACTIONS

Broad categories of reasons for suspicion and examples of suspicious transactions
generally observed in Non- Banking Financial Companies are indicated as under:

1. Identity of client:
False identification documents
Identification documents which could not be verified within reasonable time
Accounts opened with names very close to other established business entities.
2. Background of Client:
Suspicious background or links with known criminals.
3. Multiple Accounts:
Large number of accounts having a common account holder, introducer or
authorized personnel.
4. Signatory with no rationale:
Unexplained transfers between multiple accounts with no rationale.
5. Activity in accounts:
a. Unusual activity compared with past transactions- Sudden activity in
dormant accounts;
b. Activity inconsistent with what would be expected from declared
business.
6. Nature of transactions:
a. Unusual or unjustified complexity;
b. No economic rationale or bonafide purpose;
c. Frequent cash transactions;
d. Nature of transactions inconsistent with what would be expected from
declared business.
7. Value of Transactions:
a. Value just under the reporting threshold amount in an apparent
attempt to avoid reporting.
b. Value inconsistent with the client’s apparent financial standing.
8. Indicators of Suspicious Transactions:
Reluctant to part with information, data and documents;
Submission of false documents, purpose of loan and detail of accounts;
Reluctance to furnish details of source of funds;
Reluctance to meet in person, representing through power of attorney;
Approaching a distant branch away from own address;
Maintaining multiple accounts without explanation;
Payment of initial contribution through unrelated third-party account;
Suggesting dubious means for sanction of loan;
Where transactions do not make economic sense;
Where doubt about beneficial ownership;
Encashment of loan through a fictitious bank account;
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Sale consideration quoted higher or lower than prevailing prices;

m. Request for payment in favor of third party with no relation to

transaction;

n. Usage of loan amount for purposes other than stipulated in connivance

with vendors, or agent;

o. Frequent request for change of address;
p. Over-payment of instalments with a request to refund the overpaid

amount.

BY THE ORDER OF THE BOARD
For VIKAS MONEY LIMITED

Sd/-
MANAGING DIRECTOR

CC:

1. Legal Department
2. Administration Department
3. HR Department
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Compromise Settlements &
Technical Write- Offs

In exercise of the powers of the board of directors conferred by the articles
of association of the company and pursuant to the guidelines issued by the
reserve bank of India, the board hereby notifies the guidelines to be followed
while doing compromise settlements & technical write- offs.

Applicability:
This policy is applicable to all loans sanctioned by the company

BACKGROUND

Framework for Compromise Settlements and Technical Write-offs

The Reserve Bank of India has issued various instructions to regulated entities (REs)
regarding compromise settlements in respect of stressed accounts from time to time,
including the Prudential Framework for Resolution of Stressed Assets dated June 7,
2019 (“Prudential Framework”), which recognises compromise settlements as a valid
resolution plan. With a view to provide further impetus to resolution of stressed assets
in the system as well as to rationalise and harmonise the instructions across all REs, as
announced in the Statement on Developmental and Regulatory Policies released on
June 8, 2023, it has been decided to issue a comprehensive regulatory framework
governing compromise settlements and technical write-offs covering all the Res

Applicability and Extent

The provisions of this framework shall be applicable to all All-India Financial
Institutions Non-Banking Financial Companies (including Housing Finance Companies)
and shall be without prejudice to the provisions of the Prudential Framework, or any
other guidelines applicable to the Regulated Entities on resolution of stressed assets.



BOARD APPROPVED POLICY
COMPROMISE SETTELEMNETS & TECHNICAL WRITE- OFFs

Board approved policy for undertaking compromise settlements with the
borrowers as well as for technical write-offs.

1. Definitions
“Compromise settlement” for this purpose shall refer to any negotiated
arrangement with the borrower to fully1 settle the claims of the RE against the
borrower in cash; it may entail some sacrifice of the amount due from the borrower
on the part of the Regulated Entities (Res) with corresponding waiver of claims of
the RE against the borrower to that extent.

“Technical write-off” for this purpose shall refer to cases where the
nonperforming assets remain outstanding at borrowers’ loan account level, but are
written-off (fully or partially) by the RE only for accounting purposes, without
involving any waiver of claims against the borrower, and without prejudice to the
recovery of the same.

2. Objectives of the Policy
a) Toreducethe Company's NPA level in absolute terms by preventing slippage
of accounts and accelerating recoveries in the existing NPAs.

b) To take a pro-active approach in finding solutions which could involve
restructuring of loans if intent of borrower is positive

c) To update system of identification and reporting of accounts showing signs
of slippage of 'NPA’ category

d) To provide directions to contain slippage to NPA category
3. Process to be followed for all compromise settlements & technical write-offs
The basic guidelines governing compromise settlements of NPAs are listed below.
a) A compromise should be negotiated settlement, which would ensure
recovery of the dues to the maximum extent possible at minimum expense

and within shortest possible timeframe.

b) While taking NPAs a proper distinction will have to be made between willful
defaulters and defaulters due to circumstances beyond their control. While



in case of the former, a tough stand has to be taken, in latter cases a
moderated view is to be taken.

c) Due weightage to be given to present activities of the borrower / guarantor,
their present means etc.

d) While arriving at a negotiated settlement, the advantage available to the
company for prompt recycling of funds should be weighted in comparison
to the likely recovery be following legal or other protracted course of action
i.e., opportunity cost analysis be made.

e) The internal reporting system should ensure prompt reporting of all
compromise proposals approved.

f) A compromise/settlement be made only if the account has been classified as
loss assets. However, if there are any genuine reasons compromise/settlement
be made in case of a Non-Performing Assets account also.

g) While compromising in any account only interest amount be sacrificed and no
relief be granted in principal amount. However, in deserving cases relief in
principal amount also be considered.

h) Before entering into any compromise /settlement details of the assets of the
borrower and guarantor be collected and the relief be granted if the company
deems fit.

Minimum Ageing - Prudential Framework for Resolution of Stressed Assets
dated June 7, 2019 (“Prudential Framework”)

RBI instructions on 'Prudential norms on Income Recognition, Asset Classification
and Provisioning, pertaining to Advances dated 12th November 2021. With
reference to the RBI circular no. RBI/2021-2022/125 DOR.STR.REC.68/21.04
.048/2021-22 on 'Prudential norms on Income Recognition, Asset Classification
and Provisioning, pertaining to Advances Clarifications' dated 12th November
2021.

Classification as Special Mention Account (SMA) and Non-Performing Asset
(NPA)

The RBI circular DBR.No.BP.BC.45/21.04.048/2018-19 dated 7th June, 2019 on
'‘Prudential Framework for Resolution of Stressed Assets' requires the lenders to
recognize incipient stress in borrower accounts, immediately on default, by
classifying them as special mention accounts (SMA) and the basis for classification
of SMA categories shall be as follows:
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Loans other than revolving facilities

SMA  Sub-Basis for classification — Principal or interest payment or any other|
categories l|amount wholly or partly overdue

SMA-0 Up to 30 days

SMA-1 More than 30 days and up to 60 days SMA-2

SMA-2 More than 60 days and up to 90 days Accordingly,

Accordingly, the date of SMA/NPA shall reflect the asset classification status of the
loan account, at the day-end of that calendar date. An illustration of such
classification is as follows:

If a customer takes a loan on 1st Jan
2021 and repayment is made without
default till 1st Dec 2021 and
subsequent repayments are not
made. Then the loan will

Basis for classification -
Principal or interest

payment or any other
amount wholly or partly

overdue .
fall in
SMA-0 Upto 30 days SMA 0 on 1st Jan 2022
sma-1  Morethan 30 daysand upto oy ) 4 36t jan 2022
60 day
sMa-2  [Morethan 60 days and upto 10 5 o0 Mar 2022
90 days

The loan will be treated as NPA upon
NPA More than 90 days running day-end
process on 1st April 2022

Case (B) Gold Loan
SMA Basis for classification — A customer takes a loan on 1st Jan
Categories Principal or interest 2021 with maturity date as on 29th
payment or any other  Jun 2021 (6- month scheme) and If
amount wholly or partly ~ the Principal or interest payment or

overdue any other amount wholly or partly
overdue in such loan on 29th Jun

2021, then
the loan will fall in
SMA-0 Up to 30 days SMA 0 on 29th Jun 2021




SMA-1 More than 30 days and | SMA 1 on 29th Jul 2021
up to 60 days

SMA-2 More than 60 days and | SMA 2 on 28th Aug 2021
unto 90 days
NPA More than 90 days The loan will be treated as NPA upon

running day-end
process on 27th Sept 2021

In the above context, it is further clarified that borrower accounts shall be flagged
as overdue by the lending institutions as part of their day-end processes for the
due date, irrespective of the time of running such process.

NPA Classification in case of interest payments.

In case of interest payments in respect of term loans, an account will be classified
as NPA, if the interest applied at a specified date remains overdue for more than
90 days.

These instructions shall be effective from 31st March, 2022. Accordingly, in respect
of any borrower account which becomes overdue on or after 31st March, 2022, its
classification as NPA shall be based on the account being overdue for more than
90 days.

Upgradation of accounts classified as NPAs

In this regard, it is clarified that loan accounts classified as NPAs may be upgraded
as 'Standard' asset only if entire arrears of interest and principal are paid by the
borrower (applicable from October 1, 2022). Regarding upgradation of accounts
classified as NPA due to restructuring, non-achievement of date of
commencement of commercial operations (DCCO), etc, the instructions as
specified for such cases shall continue to be applicable.

THE MODULE APPROACH (Criteria - Deterioration of Value of Collateral Value
of Securities)

a) Compromise / relief proposals will be negotiated in keeping with the basic
objectives spelt out above. The module approach is developed, keeping in mind
the following key parameters.

b) Realizable value & marketability of securities charges to the company- if the
advance loan is secured.

c) Aggregate means of borrowers /guarantors.

d) Age of NPA

e) Legal position of the company pertaining to the Security
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f) Points / scores for various parameters under the modular approach as also the

system of awarding points / score shall be as follows

Sr. Particulars Points
No.
1 Value of security
a) Exceeds the dues (as per the books/suit/decree)
i. | Easily marketable 10
ii | Not easily marketable 08
iii | very difficult to marketable 07
b) (as per the books/suit/decree)
i. | Easily marketable 07
ii | Not easily marketable 05
iii | very difficult to marketable 04
c) 50% or less of the dues (as per the books/suit/decree)
i. | Easily marketable 04
i | Not easily marketable 02
iii | very difficult to marketable 01
d) No security 00
2 Aggregate means of borrowers / guarantor
i |More than dues (as per the books/suit/decree) 04
ii | Exceed the 50% and up to 100% of the dues 03
iii | Exceeds 25% and p to 50% 02
iv | Below 25% 00
3 Age of NPA
i |Upto 2 years 05
i |More than 2 years & up to 4 years 04
iii | More than 4 years & up to 8 years 02
iv | More than 8 years 00
4 Legal position
i No defect/deficiencies in documents and 04
i | mortgage in order
iii | Documents are defective and mortgage not in Enforceable 00
a) Suit filed
i |Suit proceedings are continuing less than 2 years 04
il |Suit proceedings are continuing above 2 years & less than 02
4 years.
iii | Suit proceedings are continuing above 4 years
b) Decreed accounts - Decree execution is outstanding for
i |Less than 2 years 04
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i [Between 2 to 4 years 02

iii | More than 4 years 00

"Fair market Value” given by valuer should be taken for the purpose of scoring and not
distress value. While calculating as module it should be borne in mind that
marketability is a function of legal tangles affecting security. Hence the following may
be considered while awarding points under module.

a)

0

d)

Various laws meant for protection of Agriculturists / Tribal people govern
security in the form of Agricultural Land. In that case marketability would be
a factor of: (i) getting permission from Collector (ii) availability of purchasers
from tribal communities (iii) restrictions on sale to non-agriculturistsetc.

There may be cases, where (i) security is heavily tenanted and vacant
possession is next to impossible (ii) security is a subject matter of litigation
between the borrower and paramount title holder (iii) security is subject to
planning, environment, forest law restrictions (iv) security may be subject to
expropriation proceedings due to violation ofuser conditions etc.

Valuers may not factor in the effect of above legal issues, while giving
valuation. In such an event, opinion from a penal advocate or Law officer on
these legal issues should be obtained and if found that it is very difficult to
disentangle the security from legal issues, then, aggregate score under the
module may be reduced by further 4 points. Where aggregate score exceeds
17, under the module. In cases where score is in the range of 17 to 14, then
gradual reduction by 3, 2, or 1 point only is permissible. No reduction is
permissible for the scores less than14.

For the purpose of judging and estimating, whether security is easily
marketable, not easily marketable and very difficult to market, following
yardsticks among other things may be kept in mind.

PARAMETERS YARDSTICK

Easily marketable located

Property Type  Residential/Commercial

Premises- Metro/Urban

Prime Locality | -

Not easily marketable Tenanted premises or industrial Land/Building
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Very difficult to market Like agricultural land

Minimum Settlement amount to be recovered

Points scored | Methodology for calculation of settlement amount

17 & above | Outstanding in running ledger + int. @10% (simple)
12 to 16 Outstanding in running ledger + int. @ 8% (simple)
8to 11 Outstanding in running ledger

4t07 50% to 75% of outstanding in running ledger

2to3 25% to 50% of outstanding in running ledger

Oto1 As much as possible

In case of unsecured advances / loan parameter of Realizable value of security and
marketability would be irrelevant. Hence, with respect to unsecured advances points /
score for the parameter realizable value of security and marketability may be taken as
NIL

Settlement With Deviation from Module:

There may be some rare cases, where recovery of amount arrived at as per module
may not be possible. Similarly, some borrowers may need more than 12 months’ time
for repayment. Few others may not be in a position to pay interest at all for installment
payment or come forward to pay interest at a lower rate than applicable as per the
policy. For all such deviations, cogent reasons to be recorded and such proposals be
put up for clearance to the next higher authority than the delegate in whose power
the proposal otherwise fall.

6. The Compromise and Settlement Help in Speedy Recovery
With a view to accelerating the recovery process by way of
compromise/settlement, delegated powers for write off of principal / waiver of
interest / absorption of legal expenses of NPAs the approving authority shall be
the Managing Director.

7. No Relief Either in Principle or In Interest Should Be Considered In The Loans
And Advances or Any Debt Due From
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a) the directors of the company.

b) any firm or company in which any of the directors of the company is interested
as partner / director or guarantor.

c) any individual, if any of its directors is his partner or guarantor.

. Payment of Settlement Amount:

As far as possible, settlement amounts should be recovered in a lump-sum. Where
the borrowers desire to pay the settlement amounts in installments, a maximum
time period of 12 months from the date of approval, be allowed.

Payment of settlement amount in installments will attract interest at Base Rate
(simple). Wherever installment payments are sought, there should be a minimum
of 25% down payment of the settlement amount. The sanctioning authority will
have authority to waive the interest for delayed payment if he deems fit.

. Settlement Proposal from Guarantor

There are cases, where guarantors in NPA accounts come forward with settlement
proposals so that they can seek release of their guarantees. Such proposals from
guarantors should be treated on par with proposals from borrowers and module
approach under Recovery Policy is applicable to such proposals.

10.Recovery Through Settlement in Fraud cases

Compromise / settlement can be negotiated and sanctioned in NPA accounts
reported as fraud cases by treating those accounts as normal accounts, subject to
following conditions:

a) The settlement / compromise shall be negotiated only after taking legal
action and after initiating criminal proceedings and other applicable legal
formalities and after obtaining clearance from HO.

b) Investigating agency prosecuting the case should be informed in writing by
Registered Post / Courier Services about the proposed settlement and if
objections are not received within 30 days, settlement can be implemented.

¢) Post settlement, criminal case should not be withdrawn by Company. All the
assistance required of called for by the investigating Agency or court to take
the case to its logical conclusion should be promptly provided by the
Company.

d) After the settlement, files relating to the account should not be destroyed or
sent to old records, but should be kept safely and properly till the conclusion
of the criminal proceedings.
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11.Staff accountability: Staff Accountability would be examined in case of
slippage of performing assets into the non-performing assets.
Staff Accountability would be examined in case of loss caused to the Company due
to operational lapses, non-observance of standard procedures and practices.

12.Norms in respect of writing off of balances in the borrowed accounts

a)

b)

The accounts, balances of which are to be written off must have been classified
as NPA and tenor of the loan has exceeded by 90 days.

Balances in the account are written off only after obtaining report from the
Business Head/ Branch Manager about non possibility of recovery in the
account. Such reports are scrutinized at Head Office level thoroughly before
recommending for write off.

Managing Director shall have authority to write off accounts with principal &
interest outstanding up to Rs.5.00 lakhs. In respect of the accounts with
outstanding above Rs.5.00 lakhs, the proposals will be placed before the Board.

The exercise of writing off of the balance is carried out in consultation with the
Accounts & Operations Department at Head Office and the aggregate amount
to be written off be finalized with the approval of the Managing Director efforts
for recovery be continued even after the balance in the account is written off.
In case of a suit filed account where the balance has been written off, suit
proceedings/execution proceedings be continued. The court cost and other
incidental charges for such recovery should be debited to Branch's Profit & Loss
Account.

13.Technical write off: The technical write off of NPA is resorted to for accounting
purpose in case of "Loss assets” and 100% provisioning be made.

a) Such write off is essentially a prudent accounting measure to reduce the
level of Gross NPA as such accounts are either fully provided for or
substantial provision is already available.

b) The prudential write off to be affected to the debit of Contingency Account
will be restricted to the extent of outstanding balance in the running ledger
and against the provision available. The shortfall in provision on account of
write off is to be made good while finalizing the company’s account.
Interest held in dummy ledger is not be waived. Branches will continue to
maintain dummy ledgers in respect of NPAs prudentially write off.
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c) Recovery efforts in such accounts should continue to be vigorously pursued
by branches. Suits filed should be expedited to their logical conclusion by
constant follow up with our advocates. Where are obtained, execution
proceedings should be launched without delay.

d) The fact of prudential write off should be kept in strict confidence and not
disclosed to the borrowers under any circumstances.

e) Branch should keep a close watch on the borrowers’ activities, their means,
assets not charged to the Company, so as to mount pressure on them for
recoveries.

f) Delegated powers for Technical Write Off will be Board of Directors.

In case of partial technical write-offs, the prudential requirements in respect of
residual exposure, including provisioning and asset classification, shall be with
reference to the original exposure,

Provided that the amount of provision including the amount representing
partial technical write-off shall meet the extant provisioning requirements, as
computed on the gross value of the asset.

14.Norms In Respect of Filing of Suits

a)

b)

e)

Considering the long-drawn process in the litigation and difficulties in
executing the decrees action of filing of suit be taken as a last resort. Following
norms be observed before filing of a suit.

A suit be filed only after making all the efforts such as personal contacts,
demand notice from the branch or through advocate, there is no alternative but
to file a suit for recovery.

Before filing of the suit, it should be ensured that the loan documents are
complete in all respects and that the suit is well within the limitation period. The
position of documents be got examined form the company’s approved
advocate.

Before filing of the suit final notice through company’s advocate be issued.

All the assets such as machinery, vehicles etc. in the custody of the Company
be disposed of and the sale proceeds be appropriated towards the outstanding
in the account and the suit be filed for recovery of residual amount.
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f) Suit filed through an Advocate on the Company’s panel only.

g) Before filing of the suit information regarding movable/immovable assets of the
borrower and the guarantor be ascertained and steps be taken for attachment
of these properties before judgment.

h) In areas where "Lok Adalats" are arranged, branches should approach such Lok
Adalats for speedy disposal of the cases. However, in case if the suit is to be
compromised in the Lok Adalat, the compromise terms be got approved from
the Head Office.

15.Waiver of Legal Action. There may be accounts where borrowers and guarantors
have died or are not traceable and their security / net worth is nil. In such cases
legal action only added to cost and does not result in any recovery. With more and
more stress on retail loans, there may arise some cases, where cost of legal action
will be more than the loan granted. In all such cases discretion should be available
for waiver of legal action.

a) There may be accounts were outstanding amount (running ledger) is less than
Rs.0.25 lakhs, in such cases if we decide to initiate legal action which is
expensive one. In all such cases discretion should be available for waiver of
legal action.

b) Powers for waiver of legal action for above accounts rest with the Managing
Director.

16.Collection Of Dues
The debt collection of the Company is built around dignity and respect to
customers where there are genuine problems. Company will not follow policies
that are unduly coercive in collection of dues. The policy is built on courtesy, fair
treatment, persuasion and finding solutions. The Company believes in following
fair practices with regard to collection of dues and repossession of security and
thereby fostering customer confidence and long — term relationship.

The repayment schedule for any loan sanctioned by the Company will be fixed
taking into account paying capacity and cash flow pattern of the borrower. The
company will explain to the customer upfront the method of calculation of interest
and how the Equated Monthly Installments (EMI) or any other mode of repayment
will be appropriated against interest and principal due from the customers. The
method of collection of EMI (say postdated cheque, direct debit, ECS, etc.) would
be fixed taking in to consideration the convenience of the borrower. The Company
would expect the customers to adhere to the repayment schedule agreed to and



approach the company for assistance and guidance in case of genuine difficulty in
meeting repayment obligations.

17.General Guidelines:
All the members of the staff or any person authorized to represent their Company
in collection would follow the guidelines set out below:

a)

b)

9)

The customer would be contacted ordinarily at the Branch / during Center
meetings / place of his / her choice and in the absence of any specified place,
if two or more EMI installments are at default, at the place of his / her residence
and if unavailable at his / her residence or at the place of business /occupation.

Identity and authority of persons authorised to represent Company for follow
up and recovery of dues would be made known to the borrowers at the first
instance. The Company staff or any person authorised to represent the
Company in collection of dues or / and security repossession will identify
himself / herself and display the authority letter issued by the COMPANY upon
request.

The Company would respect privacy of its borrowers.

The Company is committed to ensure that all written and verbal
communication with its borrowers will be in simple business language and
Company will adopt civil manners for interaction with borrowers.

Normally the Company's representatives will contact the borrower between
0700 hrs and 1700 hrs, unless the special circumstance of her/his business or
occupation requires the Company to contact at a different time.

Borrower's requests to avoid calls at a particular time or at a particular place
would be honored as far as possible.

The Company will document the efforts made for the recovery of dues and
gist of interactions with the borrowers.

All assistance will be given to resolve disputes or differences regarding dues
in a mutually acceptable and in an orderly manner.

Inappropriate occasions such as bereavement in the family or such other
calamitous occasions will be avoided for making calls /visits to collect dues.

18.Giving Notice to Borrowers:
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While telephonic reminders or visits by the company's representatives to the
borrower’s place or residence will be used as loan follow up measures, the company
will not initiate any legal or other recovery measures including repossession of the
security without giving due notice in writing. First such notice will be sent
immediately upon default by the borrower or when telephonic reminders or
personal visits fail to yield result. The first notice while giving details of the amount
in default will give 15 days’ time period for the borrower to clear the dues and
regularize the account. In case the borrower fails to respond within the given period
of time, a second notice will be issued explaining the consequences of non-payment
and the borrower would be given a further period of 15 days to clear the dues. The
consequence of non-payment would include recall of entire loan amount forthwith.
In the event of the failure of the borrower to respond within the time period, a legal
notice will be issued after which the s will be free to initiate such recovery measures
as it deems fit.

19.Valuation and Sale of Property

Valuation and sale of property repossessed by the Company will be carried out as
per law and in a fair and transparent manner. The valuation given by the approved
valuer will be conveyed to the borrower before proceeding with sale of property.

Even while finalizing sale of the property the offer(s) received by the Company will
be informed to the borrower and he will be given an opportunity to bring in a higher
price bid. The company will have right to recover from the borrower the balance
due, if any and after sale of property excess amount, if any, obtained on sale of
property, will be returned to the borrower after meeting all the related expenses.

20.Recovery through LOK ADALAT

21.

Lok Adalat is a legally constituted authority, for resolution of disputes through
conciliation. It functions under the aegis of Central, State and District legal services
Authority headed by judges from Supreme Court, High Court and District court
respectively. They have powers to settle both pending suits filed cases as well as pre
litigation cases. They grant awards, which are treated as decree and can be straight
away executed in a court of law

Reporting Mechanism

The officers need to submit the quarterly basis (g-o-q) report containing
compromises settlement and technical write offs approved by the higher authority
to the next higher-level authority.

Officers >»Managing Director->Board of Directors (In quarterly board meeting)

22.Board Oversight
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The board of directors of the company shall ensure the reporting the compromise
settlement and technical write-offs in by collecting following information’s on
quarterly basis and yearly basis.

(i) trend in number of accounts and amounts subjected to compromise
settlement and/or technical write-off (q-o-g and y-o-y);

(ii) out of (i) above, separate breakup of accounts classified as fraud, red-
Flagged, willful default and quick mortality accounts;

(i)  amount-wise, sanctioning authority wise, and business segment / asset-class
wise grouping of such accounts;

(iv)  extent of recovery in technically written-off accounts.

The managing director of the company shall be responsible for submitting the
report to the board directors.

23.Cooling Period
a) In respect of borrowers subject to compromise settlements, there shall be a
cooling period of 12-15 months as determined by the managing director. The
managing director is the final authority to determine the cooling period in case
to cases.

b) The cooling period for farm credit exposures is 6-12 months.

c) In respect of borrowers subject to technical write offs, there shall be a cooling
period of 6-12 months as determined by the managing director. The managing
director is the final authority to determine the cooling period in case to cases.

24.General
a) The company may undertake compromise settlements or technical write-offs in
respect of accounts categorised as wilful defaulters or fraud without prejudice
to the criminal proceeding underway against such debtors.

b) The compromise settlements with the borrowers under the above framework
shall be without prejudice to the provisions of any other statute in force.

¢) In case of company had commenced recovery proceedings under a judicial
forum and the same is pending before such judicial forum, any settlement
arrived at with the borrower shall be subject to obtaining a consent decree from
the concerned judicial authorities.
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BY THE ORDER OF THE BOARD
For VIKAS MONEY LIMITED

MANAGING DIRECTOR

CC:

1. Legal Department
2. Administration Department
3. HR Department
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YOUR ULTIMATE MONETARY FRIEND

Customer Security Tips

Mobile Security Precautions
Do’s

1. Password protect the mobile phone and never give your mobile phone to anyone.

2. Choose a strong password to keep your account and data safe.

3. Review your account statements frequently to check for any unauthorised
transactions.

4. Change your PIN regularly.

5. Report a lost or stolen phone immediately to your service provider and law
enforcement authorities.

1. Never give your PIN or confidential information over the phone or internet. Never
share these details with anyone.

2. Don'tclick on links embedded in emails/social networking sites claiming to be from
VIKAS MONEY LIMITED or representing VIKAS MONEY LIMITED.

3. Don't transfer funds without due validation of the recipient, as funds once
transferred cannot be reversed.

4. Don't store sensitive information such as credit card details, mobile banking
password and user ID in a separate folder on your phone.

5. Don't forget to inform VIKAS MONEY LIMITED of changes in your mobile number
to ensure that SMS notifications are not sent to someone else.

6. Never reveal or write down PINs or retain any email or paper communication from
VIKAS MONEY LIMITED with regard to the PIN or password

7. Be cautious while accepting offers such as caller tunes or dialer tunes or
open/download emails or attachments from known or unknown sources

8. Be cautious while using Bluetooth in public places, as someone may access your
confidential data/information

9. Be careful about the websites you are browsing. If it does not look authentic, do
not download anything from it.

Secure Phone Banking

1. While talking to the Phone Banking officer, never disclose the following:
o 4-digit ATM/IVR PIN
o OTP
o Net Banking password
o CVV (Card Verification Value
2. Ensure that no one see you entering you PIN (personal identification number).
Avoid giving verification details to the Phone Banking officer while in public places.
4. The Phone Banking channel is meant to be used by the account holder only. Do
not transfer the line or hand over the phone to any other person after you complete
self-authentication.
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Secure Computer Usage

1.

Use licensed software. Software purchased from untrustworthy sources could have
virus or trojans that could corrupt your files and reveal your confidential data.
Protect your computer accounts with strong passwords

Update your computer with latest security patches for your operating system,
browser and email client.

Use anti-virus, anti-spyware and personal firewalls

Creating Safe and Secure Passwords — Do’s

1.

Keep alphanumeric passwords that are at least 8 characters long. Mix upper and
lowercase letters, and special characters like $, @, *, etc.

2. Be creative and think of a password that is really different as well as difficult to
guess. You can use phrases in sentences such as "nature's wrath tsunami” to frame
your passwords as they are easy to remember and difficult to crack.

3. Place punctuation or numbers randomly.

Don’ts

1. Don't use dictionary-based words, your spouse’s name or your date of birth. These
are easy to crack or guess.

2. Don't use sequences of letters or numbers. E.g.: abcd1234. asdfg123 etc.

3. Do not keep the same passwords for multiple accounts. Once hackers have guessed
one password, they'll often try to see if it works on other accounts.

4. Do not write down your passwords.

5. Don't use personal information like your name, date of birth, PAN number, etc.

6. Change your passwords once in every three months.

Protecting Your Password

1.

vihwnh

6.

Memorize your PIN. Don't write down your password or PIN anywhere especially
not on your card.

Change your PIN/passwords at regular intervals.

If you suspect that someone knows your PIN/Password, change it immediately.
Don’t send your password or PIN to anyone via email or text message.

Don’t say your password or PIN aloud in public where other people can hear you.
Don’t have your browser remember your card/account password.

Secure Internet Browsing

1.

Observe click discipline while browsing through different websites. You may land
up clicking on to malicious link that could download malicious code / software or
virus on to your computer.

Downloading software from non-trustworthy sites including torrent sites may lead
to infecting your computer with virus.
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3. Read privacy policy of the website before entering personal information such as

name and email ID. Be aware of how your information would be used by the
website owner.

Do not share copies of KYC documents with unidentified persons,
unverified/unauthorized Apps. You are requested to report such Apps/Bank
Account information associated with the Apps to concerned law enforcement
agencies or can file complaint using Sachet portal through the link
- https://sachet.rbi.org.in/Complaints/Add
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YOUR ULTIMATE MONETARY FRIEND

Fraud Reporting to RBI:
Timely Intimation of Fraud Incidents Detected & Filing of Police
Complaint

With reference to the captioned subject, the following directions are notified for strict
compliance.

1. Intimation on fraud incidents

It may be noted that in the instance of a fraud being detected, intimation (details in
brief) shall be provided to the Compliance Department (cs@vikasmoney.com, info@
vikasmoney.com) within 2 days of such detection or conclusion of the incident as fraud,
by the concerned RMs where the fraud has occurred at the regional/branch level and in
the case of fraud detected at HO or in other business verticals (SME/VEF) by the
concerned departments at HO/Vertical Heads. Further, a detailed report in the
prescribed format shall be submitted within 10 days of such detection.

2. Filing of Police Complaint

In all incidents where the commitment of fraud has been detected/ confirmed, police
complaint should compulsorily be filed against those involved in the following instances.

e The amount involved in fraud is above Rs. 10,000, committed by the staff.

e The amount involved in fraud is Rs. 1 lakh & above, committed by
customers/external parties.

The above instructions are in line with the RBI's Directions/Circular (Master Direction:
“Monitoring of Frauds in NBFCs (Reserve Bank) Directions, 2016" DNBS.
PPD.01/66.15.001/2016-17, dated September 29, 2016 and Master Circular : “Future
approach  towards  monitoring of frauds in  NBFCs”, DNBR (PD)
CC.N0.058/03.10.119/2015-16) on reporting requirement concerning fraud.
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Preface

There has been a surge in usage of digital modes of payment in the recent years. This gained
further momentum during the Covid-19 induced lockdowns. While enhancing customer
convenience, it also furthered the national objective of financial inclusion. However, as the
speed and ease of doing financial transactions has improved, the number of frauds reported
in retail financial transactions have also gone up. Fraudsters have been using innovative
methods to defraud the common and gullible people of their hard-earned money, especially
the new entrants in the use of digital platforms who are not entirely familiar with the techno-

financial eco-system.

This booklet has been compiled from various incidents of frauds reported as also from
complaints received at the offices of RBI Ombudsmen to provide maximum practical
information of value, especially to those who are inexperienced, or not so experienced, in
digital and electronic modes of financial transactions. The booklet is intended to create
awareness among the members of public about the modus operandi adopted by fraudsters to
defraud and mislead them, while also informing them about the precautions to be taken while
carrying out financial transactions. It emphasizes the need for keeping one's personal
information, particularly the financial information, confidential at all times, be-ware of unknown
calls / emails / messages, practicing due diligence while performing financial transactions and
changing the secure credentials / passwords from time to time. Hence the title BE(A)WARE

— Be Aware and Beware!

This booklet is part of the public awareness initiative by the Consumer Education and
Protection Department, Reserve Bank of India and has been conceptualized by the office of

Ombudsman, Mumbai-II.




Modus Operandi and Precautions to be taken against Fraudulent
Transactions - Banks




1. Phishing links

Modus Operandi

» Fraudsters create a third-party phishing website which looks like an existing genuine
website, such as - a bank’s website or an e-commerce website or a search engine,
etc.

» Links to these websites are circulated by fraudsters through Short Message Service
(SMS) / social media / email / Instant Messenger, etc.

» Many customers click on the Ilink
without checking the detailed Uniform
Resource Locator (URL) and enter
secure credentials such as Personal
Identification Number (PIN), One Time
Password (OTP), Password, etc., which
are captured and used by the

fraudsters.




2. Vishing calls
Modus Operandi

» Imposters call or approach the customers through telephone call / social media posing
as bankers / company executives / insurance agents / government officials, etc. To
gain confidence, imposters share a few customer details such as the customer’s name
or date of birth.

» In some cases, imposters pressurize / trick
customers into sharing confidential details
such as passwords / OTP / PIN / Card
Verification Value (CVV) etc., by citing an
urgency / emergency such as - need to block
an unauthorised transaction, payment
required to stop some penalty, an attractive
discount, etc. These credentials are then used
to defraud the customers.




3. Frauds using online sales platforms
Modus Operandi

» Fraudsters pretend to be buyers on online sales platforms and show an interest in
seller’s product/s. Many fraudsters pretend to be defence personnel posted in remote
locations to gain confidence.

» Instead of paying money to the seller, they use the “request money” option through the
Unified Payments Interface (UPI) app and insist that the seller approve the request by
entering UPI PIN. Once the seller enters the PIN, money is transferred to the

fraudster’s account.

Please enter PIN

to receive money!!




4. Frauds due to the use of unknown / unverified mobile apps

Modus Operandi

» Fraudsters circulate through SMS / email / social media / Instant Messenger, etc.,
certain app links, masked to appear similar to the existing apps of authorised entities.

» Fraudsters trick the customer to click on such links which results in downloading of
unknown / unverified apps on the customer’s mobile / laptop / desktop, etc.,

» Once the malicious application is downloaded, the fraudster gains complete access to
the customer’s device. These include confidential details stored on the device and

messages / OTPs received before / after installation of such apps.




5. ATM card skimming

Modus Operandi

» Fraudsters install skimming devices in ATM machines and steal data from the

customer’s card.

» Fraudsters may also install a dummy keypad or a
small / pinhole camera, well-hidden from plain sight to
capture ATM PIN.

Sometimes, fraudsters pretending to be other
customer standing near-by gain access to the PIN
when the customer enters it in an ATM machine.

This data is then used to create a duplicate card and

withdraw money from the customer’s account.




6. Frauds using screen sharing app / Remote access
Modus Operandi

» Fraudsters trick the customer to download a screen sharing app.

» Using such app, the fraudsters can watch / control the customer’s mobile / laptop and
gain access to the financial credentials of the customer.

» Fraudsters use this information to carry out unauthorised transfer of funds or make

payments using the customer’s Internet banking / payment apps.




7. SIM swap / SIM cloning

Modus Operandi

» Fraudsters gain access to the customer’s Subscriber Identity Module (SIM) card or
may obtain a duplicate SIM card
(including electronic-SIM) for the
registered mobile number connected to
the customer’s bank account.

» Fraudsters use the OTP received on
such duplicate SIM to carry out
unauthorised transactions.

» Fraudsters generally collect the
personal / identity details from the
customer by posing as a telephone /
mobile network staff and request the
customer details in the name of offers
such as - to provide free upgrade of
SIM card from 3G to 4G or to provide

additional benefits on the SIM card.




8. Frauds by compromising credentials on results through search engines
Modus Operandi

» Customers use search engines to obtain contact details / customer care numbers of
their bank, insurance company, Aadhaar updation centre, etc. These contact details
on search engines often do NOT belong to the respective entity but are made to appear
as such by fraudsters.

» Customers may end up contacting
unknown / unverified contact
numbers of the  fraudsters
displayed as bank / company’s
contact numbers on search engine.

» Once the customers call on these
contact numbers, the imposters ask
the customers to share their card
credentials / details for verification.

» Assuming the fraudster to be a genuine representative of the RE, customers share
their secure details and thus fall prey to frauds.




9. Scam through QR code scan

Modus Operandi

» Fraudsters often contact customers under various pretexts and trick them into
scanning Quick Response (QR) codes using the apps on the customers’ phone.
» By scanning such QR codes, customers may unknowingly authorise the fraudsters to

withdraw money from their account.




10. Impersonation on social media

Modus Operandi

>

>

Fraudsters create fake accounts using details of the users of social media platforms
such as Facebook, Instagram, Twitter, etc.

Fraudsters then send a request to the users’ friends asking for money for urgent
medical purposes, payments, etc.

Fraudsters, using fake details, also contact users and gain users’ trust over a period
of time. When the users’ share their personal or private information, the fraudsters use

such information to blackmail or extort money from the users.

¢
I




11. Juice jacking

Modus Operandi
» The charging port of a mobile, can also be used to transfer files / data.

» Fraudsters use public charging ports to transfer malware to customer phones connected
there and take control / access / steal data sensitive data such as emails, SMS, saved

passwords, etc. from the customers’ mobile phones (Juice Jacking).




12. Lottery fraud

Modus Operandi

» Fraudsters send emails or make phone calls that a customer has won a huge lottery.
However, in order to receive the money, the fraudsters ask the customers to confirm their
identity by entering their bank account / credit card details on a website from which data
is captured by the fraudsters.

» Fraudsters also ask the customers to pay taxes/ forex charges / upfront or pay the shipping
charges, processing / handling fee, etc., to receive the
lottery / product.

» Fraudsters in some cases, may also pose as a
representative of RBI or a foreign bank / company /
international financial institution and ask the customer
to transfer a relatively small amount in order to receive
a larger amount in foreign currency from that institution.

» Since the requested money is generally a very small

percentage of the promised lottery / prize, the customer
may fall into the trap of the fraudster and make the
payment.




13. Online job fraud

Modus Operandi

» Fraudsters create fake job search websites and when the job seekers share secure
credentials of their bank account / credit card / debit card on these websites during
registration, their accounts are compromised.

» Fraudsters also pose as officials of reputed company(s) and offer employment after
conducting fake interviews. The job seeker is then induced to transfer funds for
registration, mandatory training program, laptop, etc.

GREAT JOB




14. Money mules

Modus Operandi

» Money Mule is a term used to describe innocent victims who are duped by fraudsters into

laundering stolen / illegal money via their bank account/s.

> Fraudsters contact customers via emails, social media, etc., and convince them to receive
money into their bank accounts (money mule), in exchange for attractive commissions.

» The money mule is then directed to transfer the money to another money mule’s account,
starting a chain that ultimately results in the money getting transferred to the fraudster's
account.

» Alternatively, the fraudster may direct the money mule to withdraw cash and hand it over
to someone.

» When such frauds are reported, the money mule becomes the target of police investigation

for money laundering.




Modus Operandi and Precautions to be taken against Fraudulent

Transactions — Non Banking Financial Companies (NBFCs)

PART-B

NON-BANKING
FINANCIAL COMPANY




1. Fake advertisements for extending loans by fraudsters
Modus Operandi

» Fraudsters issue fake advertisements offering personal loans at very attractive and low
rates of interest or easy repayment options or without any requirement of collateral/
security, etc.

» Fraudsters send emails with such offers and ask the borrowers to contact them. To
gain credibility with the gullible borrowers and to induce confidence, these email-ids
are made to look-like the emails IDs of senior officials of well-known / genuine Non-
Banking Financial Companies (NBFCs).

» When borrowers approach the fraudsters
for loans, the fraudsters take money from
the borrowers in the name of various upfront
charges like processing fees, Goods and
Services Tax (GST), intercity charge,
advance Equated Monthly Instalment (EMI),
etc., and abscond without disbursing the
loans.

» Fraudsters also create fake website links to
show up on search engines, when people search for information on loans.




2. SMS/ Email / Instant Messaging / Call scams
Modus Operandi

» Fraudsters circulate fake messages in instant messaging apps / SMS / social media
platforms on attractive loans and use the logo of any known NBFC as profile picture in
the mobile nhumber shared by them to
induce credibility.

» The fraudsters may even share their
Aadhaar card / Pan Card and fake
NBFC ID card.

» After sending such bulk messages /
SMS / emails, the fraudsters call
random people and share fake

sanction letters, copies of fake
cheques, etc., and demand various
charges. Once the borrowers pay these
charges, the fraudsters abscond with the money.




3. OTP based Frauds

Modus Operandi

» Fraudsters impersonating as NBFCs, send SMS / messages offering loans or
enhancement of credit limit on NBFC/bank customers’ loan accounts, and ask
the customers to contact them on a mobile number.

> When the customers call such numbers, fraudsters ask them to fill forms to collect their

financial credentials. Fraudsters then induce / convince the customers to share the

OTP or PIN details and carry out unauthorised transfers from the customers’ accounts.




4. Fake loan websites / App frauds

Modus Operandi

» Fraudsters create unscrupulous loan apps which offer instant and short-term loans.

These apps dupe the borrowers and may also charge

significantly higher interest rates.
» To attract gullible borrowers, the fraudsters advertise
“limited period offers” and ask borrowers to make

urgent decisions using pressure tactics.




5. Money circulation / Ponzi / Multi-Level Marketing (MLM)

schemes fraud

Modus Operandi

» Fraudsters use MLM / Chain Marketing / Pyramid

Structure schemes to promise easy or quick

money upon enrolment / adding of members.

The schemes not only assure high returns but also

pay the first few instalments (EMIs) to gain

confidence of gullible persons and attract more

investors through word of mouth publicity.

The schemes encourage addition of more people

to the chain / group. Commission is paid to the

enroller for the number of people joining the

scheme, rather than for the sale of products.

This model becomes unsustainable after some time when number of persons joining
the scheme starts declining. Thereafter, the fraudsters close the scheme and
disappear with the money invested by the people till then.




6. Fraudulent loans with forged documents
Modus Operandi

» Fraudsters use forged documents to avail services from financial institutions.

» Fraudsters commit identity thefts, steal personal information of customers such as
identity cards, bank account details etc., and use this information or credentials to avail
benefits from a financial institution.

» Fraudsters pose as NBFC employees and collect KYC related documents from

customers.




General Precautions to be taken for financial transactions
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General precautions

>

Be wary of suspicious looking pop ups that appear during your browsing sessions on
internet.

Always check for a secure payment gateway (https:// - URL with a pad

lock symbol) before making online payments / transactions.

Keep the PIN (Personal Identification
Number), password, and credit or debit card
number, CVV, etc., private and do not share
the confidential financial information with
banks/ financial institutions, friends or even
family members.

Avoid saving card details on websites /
devices / public laptop / desktops.

Turn on two-factor authentication where such
facility is available.

Never open / respond to emails from
unknown sources as these may contain suspicious attachment or
phishing links.

Do not share copies of chequebook, KYC documents with strangers.

For device / computer security

Change passwords at regular intervals.

Install antivirus on your devices and install updates
whenever available.

Always scan unknown Universal Serial Bus (USB)
drives / devices before usage.

Do not leave your device unlocked.

Configure auto lock of the device after a specified time.
Do not install any unknown applications or software on
your phone / laptop.

Do not store passwords or confidential information on devices.




For safe internet browsing

>

>
>
>
>

Avoid visiting unsecured / unsafe / unknown websites.
Avoid using unknown browsers.

Avoid using / saving passwords on public devices.
Avoid entering secure credentials on unknown websites/ public devices.

Do not share private information with anyone, particularly unknown persons on
social media.

Always verify security of any webpage (https:// - URL with a pad lock

symbol), more so when an email or SMS link is redirected to such

pages.

For safe internet banking

>

Always use virtual keyboard on public devices since the keystrokes can also be
captured through compromised
devices, keyboard, etc.

Log out of the internet banking
session immediately after usage.
Update passwords on a periodic
basis.

Do not use same passwords for
your email and internet banking.

Avoid using public terminals (viz.

cyber cafe, etc.) for financial

transactions.




Factors indicating that a phone is being spied
>
>
>

Unfamiliar applications are being downloaded on the phone.

There is a faster than usual draining of phone battery.

Phone turning hot may be a sign of someone spying by running a spyware in the
background.

An unusual surge in the amount of data consumption can sometimes be a sign that a
spyware is running in the background.

Spyware apps might sometimes interfere with a phone’s shutdown process so that the
device fails to turn off properly or takes an unusually long time to do so.

Note that text messages can be used by spyware and malware to send and receive

data.

Actions to be taken after occurrence of a fraud

>

Block not only the debit card / credit card but also freeze the debit in the bank account
linked to the card by visiting your branch or calling the official customer care number
available on the bank’s website. Also, check and ensure the safety of other banking
channels such as Net banking, Mobile banking etc., to prevent perpetuation of the
fraud once the debit/ credit cards, etc., are blocked following a fraud.

Dial helpline number 155260 or 1930 or report the incident on National Cybercrime
Reporting Portal (www.cybercrime.gov.in).

Reset Mobile: Use (Setting-Reset-Factory Data) to reset mobile if a fraud has occurred
due to a data leak from mobile.

Precautions related to Debit / Credit cards

>

You should deactivate various features of credit / debit card, viz., online transactions
both for domestic and international transactions, in case you are not going to use the
card for a while and activate the same only when the card usage is required.
Similarly, Near Field Communication (NFC) feature should be deactivated, if the card
is not to be used.

Before entering PIN at any Point of Sale (POS) site or while using the card at an NFC

reader, you must carefully check the amount displayed on the POS machine screen
and NFC reader.




>

»

Never let the merchant take the card away from your sight for swiping while making a
transaction.

Cover the keypad with your other hand while entering the PIN at a POS site / ATM.

For E-mail account security

>

Do not click on links sent through emails
from unknown addresses / names.

Avoid opening emails on public or free
networks.

Do not store secure credentials / bank

passwords, etc., in emails.

For password security

>
>

Use a combination of alphanumeric and special characters in your password.
Keep two factor
authentication for all your
accounts, if such facility is
available.

Change your passwords
periodically.

Avoid having you date of
birth, spouse name, car
number etc. as passwords.




How do you know whether an NBFC accepting deposit is genuine or not?

» Verify whether the name of NBFC appears in the list of deposit taking NBFCs entitled
to accept deposits, available at https://rbi.org.in and to ensure that it is not appearing
in the list of companies prohibited from accepting deposits.

» NBFCs must prominently display the Certificate of Registration (CoR) issued by the
Reserve Bank on its site / in its office. This certificate should also reflect that the NBFC
has been specifically authorised by RBI to accept deposits. Scrutinize the certificate to
ensure that the NBFC is authorised to accept deposits.

» NBFCs cannot accept deposits for a period less than 12-months and more than 60
months and the maximum interest rate that an NBFC can pay to a depositor should
not exceed 12.5%.

» The Reserve Bank publishes the change in the interest rates on https://rbi.org.in —
Sitemap — NBFC List — FAQs.
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>

Precautions to be taken by depositors

When depositing money, insist on a proper receipt for each and every deposit made
with the bank / NBFC / company.

The receipt should be duly signed by an officer authorised by the company and should
state, inter alia, the date of the deposit, the name of the depositor, the amount in words
and figures, rate of interest payable, maturity date and amount.

In the case of brokers / agents, etc., collecting public deposits on behalf of NBFCs,

verify that the brokers / agents are duly authorised for the purpose by the concerned
NBFC.

Remember that the Deposit Insurance facility is not available to depositors of NBFCs.




File a complaint

Complaint to RBI Ombudsman

» For filing complaints online, please visit the link at https://cms.rbi.org.in/

» Complaints in physical / paper form can be sent to CRPC, Reserve Bank of India,
Central Vista, Sector -17, Chandigarh -160 017.

Complaint to Securities and Exchange Board of India (SEBI)

> Please visit the link at https://www.sebi.gov.in/

Complaint to Insurance Regulatory and Development Authority of India (IRDAI)

> Please visit the link at https://www.irdai.gov.in/

Complaint to National Housing Bank (NHB)

> Please visit the link at https://nhb.org.in/

Complaint to Cyber Police Station

> Please visit https://cybercrime.qgov.in/
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Glossary

» Advance fee/Processing fee/Token fee: These include preliminary payments such as
documentation charges, meeting expenses, processing fees, other charges that may be
applicable for disbursal of the loan to a borrower.

» Two-factor authentication: Authentication methodologies involve three basic ‘factors’-
something the user knows (e.g., password, PIN- either static or one time generated);
something the user has (e.g., ATM/ smart card number, expiry date and CVV that is printed
on the card); and something the user is (e.g., biometric characteristic, such as a fingerprint).
Two-factor authentication (also known as 2FA) provides identification of users by means of
a combination of two different components - what the user has and what the user knows/is
to complete a transaction.

» Authorisation: The response from a card-issuing bank to a merchant’s transaction
authorisation request indicating that the payment information is valid and funds are
available on the customer’s credit card.

» Card number: The number assigned by a credit card association or card issuing bank to
a card. This information must be provided to a merchant by a customer in order to make
a credit card payment but should not be shared with anyone else. The string of digits is
printed on the card.

» Credit card: A card that allows paying for products or services by availing
unsecured/secured credit from a financial institution.

» Credit limit: The term refers to the maximum amount of credit a financial institution
extends to a customer. A lending institution extends a credit limit on a credit card based
on the analysis of the information given by the credit-seeking applicant. The credit limit
can affect the customer’s credit scores and their ability to obtain credit in the future.

» CVV: Stands for Card Verification Value. This is a 3-digit number printed on the card which
is mandatory for completing most online transactions. These details are confidential and
must NEVER be shared with anyone.

» Debit card: A card that allows paying for products or services by deduction of available

funds in a bank account of the cardholder.




E-commerce platform: It is a platform/website that enables buying and selling of goods

and services including digital products over digital and electronic network.

EMI: It stands for Equated Monthly Instalment. This a fixed monthly payment (includes
principal and interest) to be made by a borrower to his lender/creditor (like bank/NBFC)
each month till the loan/credit, along with interest, taken from the lender/creditor is paid off
by the borrower in full.

Encryption: The process of transforming processing information into an electronic code
to maintain its secrecy.

Expiry date: The date on which the validity of a card, contract, agreement, document, etc.
expires. Transactions will be approved only in respect of cards or documents which have
not yet expired.

Gateway: Itis an intermediary that provides technology infrastructure to route and facilitate
processing of services such as transactions base management, risk management, etc.
without its involvement directly. Payment Gateways are entities that provide technology
infrastructure to route and facilitate processing of online payment transactions without any
involvement in handling of funds.

Immediate payment services (IMPS): It is an instant interbank electronic fund transfer
service (up to a limit) through mobile phones, provided by National Payments Corporation
of India (NPCI).

KYC: Stands for Know Your Customer. Itis process in which the financial institution makes
an effort to verify the identity, suitability, and risks involved with maintaining a relationship
with a customer by obtaining a set of documents and carrying out due diligence.

Money mule: It is a term used to describe victims who are exploited by fraudsters into
laundering stolen / illegal money via their bank account(s).

Multi-Level Marketing: The practice of selling goods or services on behalf of a company
in a system whereby participants receive commission on their sales as well as the sales

of any participants they recruit.




National Automated Clearing House (NACH): It is a centralised Electronic Clearing

Service (ECS) system operated by National Payments Corporation of India (NPCI).

Near Field Communication (NFC): It is a communication technology used to transmit
data from a NFC equipped device to a capable terminal. The NFC technology is used to
make a contactless payment that is carried out by keeping the smartphone/card near the
NFC enabled machine.

National Electronic Fund Transfer (NEFT): It is a nation-wide centralised payment
system owned and operated by RBI, which enables bank customers in India to transfer
funds between any two NEFT-enabled bank accounts.

OTP: One Time Password is one of the factors in the authentication methodology, which
the customer knows and is often used for carrying out online transactions. This is
CONFIDENTIAL and should not be shared with anyone.

Phishing: It refers to spoofed emails and / or SMSs designed to dupe customers into
thinking that the communication has originated from their bank / e-wallet provider and
contain links to extract confidential details.

Point of Sale device (POS) / Acceptance Device (mPQOS): It refers to any device /
terminal / machine installed at Merchant Establishments which enables the merchants to
accept payments through payment cards (credit cards, debit cards, gift cards etc.).

Quick Response (QR) code: The QR Code is type of a two-dimensional bar code. It
consists of black squares arranged in a square grid on a white background. Imaging
devices such as smartphone cameras can be used to read and interpret these codes. QR
code contains information about the payee and is used to facilitate mobile payments at the
point-of-sale by debiting the customers’ account.

» Remote Access: It refers to luring customer to download an application on their mobile

phone / computer which is able to access all the customers’ data on that customer device.




» UPI: Unified Payment Interface is a platform that allows transfer of money from one bank

/ wallet account to other using a mobile phone which has access to the Internet. Once a
customer registers for UPI with the bank, a unique virtual identifier is created and mapped
to the customer’s mobile phone to initiate the payment. It uses authentication in the form
of UPI-PIN, which is CONFIDENTIAL and should not be shared with anyone.

» Vishing: It refers to phone calls pretending to be from bank / non-bank e-wallet providers
/ telecom service providers luring customers into sharing confidential details in the pretext
of KYC-updation, unblocking of account / SIM-card, crediting debited amount, etc.

» Wallet: A walletis like an account which can be used for purchase of goods and services
against the stored value in it. A wallet can be virtual (e.g. mobile wallet) or physical (prepaid

cards).
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Office of RBI Ombudsman
https://cms.rbi.org.in/
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RED FLAG INDICATORS (RFIs)

1. Rule Based Monitoring

Monitoring Based on Multiple Scenarios/ Rules based alert generated for MTSS

Considering the nature of service, it is requested to generate an MIS for “Inward Remittance Transactions” based on the conditions given
below,

=

Customers with high number of transactions
Customers with high aggregate value of transactions
Transactions of foreigners (Visiting India)
Concentration of customers in branches
Customers receiving fund from multiple senders
Customers receiving fund from multiple countries
Single sender sending to multiple receivers
Single sender sending from multiple countries
Single customer transaction in Multiple Branches/Regions/States
Low value transaction with high frequency.
Transactions from FATF notified countries (High/medium risk)
Transactions from Pakistan and China.
Number of days involved in transaction
Total Transaction value is lower than average transaction value
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Monitoring Based on Single Scenario/ Rule based alert generated
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SN | Scenario / Rule Risk
Severity
1 Loan disbursed to the customer through banking channels and the loan repayment done in cash (If more than XX% | High
of loan amount is repaid in cash)
2 Loan disbursed to the customer in cash and repayment done using non-cash modes Medium
3 Having inventory count of XX or more Low
4 Performed more than XX repledges during XX days Medium
5 Number of transactions is in excess of XX Nos during XX days Medium
6 Distinct count of Transaction Date in excess of XX Days (Date on which payment is made) Medium
7 | Amount involved in repayment (In Aggregate) is in excess of XX Lakhs during XX days Low
8 No of branches where inventory is pledged in more than XX Branches. Medium
9 | Wallets receiving more than average transactions from multiple number of bank accounts/ wallets in a single day Medium
10 | Wallets receiving more than average transactions from multiple number of bank accounts/ wallets (more than Medium
average transactions, either by count or by amount)
11 | Single beneficiary (Based on bank account) receiving funds from multiple wallets / bank accounts in a single day High
12 | Single beneficiary (Based on bank account) receiving funds from multiple wallets / bank accounts (more than Medium
average transactions, either by count or by amount)
13 | Customers who are transacted in more than XX currencies in a month Medium
14 | Customers who has transacted in more than XX currencies during every XX months Low

Reports generated covering all products,

=

High Value cash transaction in a day

High Value cash transaction in a Calendar month

Unscheduled High Value repayments in a day

Unscheduled High Value repayments in a calendar month

Splitting of cash transaction just below Rs.XX by a Customer in a month

High value transactions by High Risk Customers

Cash repayments greater than INR XX for individuals and greater than INR XX for non-individuals in a day
Top 10 cash repayments in a day.

Non-Cash repayments greater than INR XX for individuals and greater than INR XX for non-individuals in a day
10 Top 10 non-cash repayments in a day

11.Cash repayments greater than INR XX for individuals and greater than INR XX for non-individuals in a month
12.Top 10 cash repayments in a month.
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13.Non-Cash repayments greater than INR XX for individuals and greater than INR XX for non-individuals in a month.

14.Top 10 cash repayments in a month

15.Value of transaction is more than XX percent of the previous largest transaction for the client (or client profile)

16. Value of transactions in a month is more than XX percent of the average value for the client (or client profile)

17.Number of transactions in a month is more than XX percent of the average number for the client (or client profile)

18.Cash transactions greater than INR XX by customer with low cash requirements such as Students, Housewife, Pensioners, Wages
and salary person and Minor Accounts

19.Cash repayments in amounts ranging between INR XX/- to INR XX in multiple accounts of the customer greater than XX times in a
month

20.Common address/telephone used by multiple unrelated customers. Common Ids used by multiple customers. Group of individuals
conducting transactions.

21.Loan repayments in cash greater than INR XX in XX months.

22.Transaction involving a location considered to be high risk from the terrorist financing perspective.

23.Receipt of any notice of enquiry from any enforcement authority, calling for information about any Customer.

24.Customer provided different IDs or Date of Birth at different instances

25.Receipt of enquiry/attachment notice from any enforcement authority such as CBI, Police, Enforcement Directorate, Department of
Vigilance and Anti-corruption, Income tax or Service Tax Authorities etc. for violation of revenue/regulatory laws.

Escalation from Branch / Field staff

SN Category Detailed description

Behavioral
indicators

Customer did not open account after being informed about KYC requirements

Customer uses complex legal structures or where it is difficult to identify the beneficial owner.

Customer is hurried or nervous.

Customer is over cautious in explaining genuineness of the transaction.

Customer changes the information provided after more detailed information is requested. Customer provides
information that seems minimal, possibly false or inconsistent.

Multiple customers arrive together but pretend to ignore each other.

Customer travels unexplained distances to conduct transactions

Customer could not explain source of funds satisfactorily.

Not sharing the details of transaction/purpose of loan

agrwnE

Service
Request
Indicators

Customer frequently requests for change of address

Customer did not complete transaction after queries of source of funds etc.

Customer has vague knowledge about amount of money involved in the transaction. Customer taking instructions for
conducting transactions.

wpplo®No

136



Customer is accompanied by unrelated individuals.

4. Customer makes inquiries or tries to convince staff to avoid reporting.
5. Relaxing due diligence process by offering tips/gifts
6. Forcing to open Multiple IDs
Transactional 1. Transaction is unnecessarily complex for its stated purpose.
Indicators 2. The amounts or frequency or the stated reason of the transaction does not make sense for the particular customer.
3. Transaction involving movement of which is inconsistent with the customer’s business.
4. High volume of transactions without apparent explanation
5. Transaction in small amounts
6. Exchange of currency does not match the country where the client is travelling
7. Felt to be Benami Transaction
8. Third parties (ie, persons other than customer) is approaching the branch for repayment/settlement of loans
9. Receiving multiple transactions from different senders in similar amounts in a short amount of time.
10. Receiving unusual number of transactions in a short period of time
11. Receiving fund from multiple senders with no apparent family relationship
12. Receiving transactions from multiple states, provinces or countries
Legal/Social 1. Customer has been the subject of inquiry from any law enforcement agency relating to criminal offences.
Indicators 2. Customer has been the subject of inquiry from any law enforcement agency relating to Terrorism Financing or terrorist
activities.
3. Match of customer details with persons reported in local media / open source of criminal offences.
4. Match of customer details with persons reported in local media / open source for terrorism or terrorist financing related
activities.
5. Complaint received from public for abuse of account for committing fraud etc.
6. Alert raised by agents about suspicion.
7. Alert raised by other institutions, subsidiaries or business associates including cross-border referral.
Documentation 1. Customer gave false identification documents or documents that appear to be counterfeited, fabricated, altered or
Indicators inaccurate.
2. ldentity documents presented are not verifiable i.e. Foreign documents etc.
3. Address provided by the customer is found to be non-existent.
4. Customer not staying at address provided during account opening.
5. Customer offers different identifications on different occasions with an apparent attempt to avoid linkage of multiple
transactions.
6. Giving hotel address / other addresses rather than home / permanent address
Others 1. Others (specify the details in “Other information”)
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Risk Management Policy

In exercise of the powers of the board of directors conferred by the Articles of Association
of the company and pursuant to the guidelines issued by the Reserve Bank of India, the
board hereby notifies the guidelines to be followed in operations of the company to
mitigate the risks.

Guidelines Applicable

RBI/DNBR/2016-17/44. Master Direction DNBR.PD.007/03.10.119/2016-17 dated
September 01, 2016 [(Updated as on August 29, 2023*) (Updated as on June 20, 2023*)
(Updated as on December 29, 2022*) (Updated as on September 29, 2022*) (Updated as
on July 22, 2022*) (Updated as on June 14, 2022*) (Updated as on May 02, 2022%*)
(Updated as on April 01, 2022*) (Updated as on March 03, 2022*) (Updated as on February
17, 2020*) (Updated as on November 22, 2019*) (Updated as on August 02, 2019%*)
(Updated as on February 22, 2019*) (Updated as on May 31, 2018*) (Updated as on
February 23, 2018*) (Updated as on November 09, 2017*) (Updated as on March 09,
2017%*) (Updated as on March 02, 2017*) (Updated as on February 02, 2017*) (Updated as
on October 17, 2016*)] & RBI/DoR/2023-24/106. DoR.FIN.REC. N0.45/03.10.119/2023-24.
October 19, 2024 (Updated as on October 10, 2024) (Updated as on March 21, 2024)

(Updated as on November 10, 2023)

1. Name:
These guidelines may be called in The Risk Management Policy

2. Applicability:

This policy is applicable to all levels of operations (Lower Level Management, Middle Level

Management, Top Level Management) of the company

Risk Management Policy

Policy Name Risk Management Policy

Periodicity of review Annual

Owner / Contact Compliance

Approver Board of Directors

Annexures Sample Risk Control Matrix Sheet- Annexure-A
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1. Preamble

The Board of Directors (“Board”) of VIKAS MONEY LIMITED (“Company” or “VIKAS”),
has adopted the following policy which encompasses practices relating to
identification, assessment, monitoring and mitigation of various risks to the business.
Risk Management Policy of the Company seeks to minimize unfavorable impact on the
business objectives and develop stakeholder value. Further, the risk management
practices seek to sustain and enhance long-term competitive advantage for the
Company.

2. Purpose

This Policy has been framed in accordance with the Risk Management framework as
issued by Reserve Bank of India (“RBI”) vide Master Direction DNBR. PD.
008/03.10.119/2016-17 dated September 01, 2016 (“RBI Circular”) and amendments
thereon.

The purpose of this policy is to address unanticipated and unintended losses to the
human resources & financial assets of the Company without unnecessarily limiting the
activities that advance its mission and goals. VIKAS has introduced effective risk
management systems that address the issues relating to various risks. The effective
management of risk is vital to the continued growth of the Company.

3. Principles

For risk management to be effective, all operations/departments of the Company
must apply thefollowing principles to the context of the business and its objectives:

Risk management must create and protect value

Risk management is integrated into organisational processes.

Explicit risk management helps decision-makers make informed choices.

Risk management is focused on the sources of uncertainty around the
achievement ofobjectives

e Risk management must be tailored to the context and fit for purpose

Risk management is dynamic, iterative and responsive to change

4. Definitions

“Board” means Board of Directors of the Company.

“Company/VIKAS” means VIKAS MONEY LIMITED

"Directors” mean individual Director or Directors on the Board of the Company.
“Policy” means Risk Management Policy

“RBI” means Reserve Bank of India

“RCM” means Risk Control Matrix
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5. Policy

VIKAS recognizes that Risk management as one of the key drivers of growth and
further to enhance corporate governance. Accordingly, the Board has framed the
following Risk Management Policy:

e To continuously thrive for available risks in the organization which directly or
indirectlyeffect the functioning of the organization.

e To ensure the protection of rights & values of Shareholders by establishing a well-
organized Risk Management Framework.

e Selecting, maintaining and enhancing the risk management tools used by the
Program toprovide analyses that inform and support the investment actions of
the entire Organization.

6. Identification, Measurement and Assessment of Risk

e Management’s responsibility, as delegated by the Board, is to operationalize the
Risk Management Program and ensure that formal procedures are put in place to
identify anddefine risk with input from representatives across the businesses.

e Measurement of risk is completed considering both quantitative and qualitative
means using the likelihood and impact criteria as developed by Management and
as reviewed by the Board.

e The management has identified certain inherent and residual risks which have
been divided in accordance with likelihood and its impact on the business.

e Following risks have been identified by the organization:

S No | Types of Risks at VIKAS
Regulatory & Compliance Risk
Human Resource Risk
Reputational Risk

Strategic Risk

Operational Risk

Market Risk

Financial Risk

Credit & Concentration Risk

ONOUV A, WNEPR

e Strategic Risk — This risk is related to the overall business strategies and the
related economic/business environment

e Operational Risk- Arising out of technology failure, fraud, error, inadequate
financial capacity to fulfil obligations and/ or to provide remedies, outsourcing
of activities to vendors.

o Market Risk- Risks related to changes in various markets in which the Company
operates.

¢ Financial Risk- These risks includes movement in interest rates and also liquidity
risksinherent to the business

e Reputational Risk — Where the practices followed by the Company are not in
consonancewith industry as well as internally prescribed standards.

e Credit & Concentration Risk — Where the overall industry has considerable
exposure toone service provider and hence the NBFC may lack control over the
service provider.

o Regulatory & Compliance Risk — Where privacy, consumer and prudential
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laws are notadequately complied with by the service provider
e Human Resource Risk- Where the employee related factors are not
handled cautiouslysuch as safety, security, compensation, etc.

7. Risk Categorization and Mitigation Factors

The following broad categories of risks have been identified in our risk
management frameworkalong with possible mitigation factors:

Strategic Risk

- Risk: 1t is the risk to earnings and capital arising from lack of responsiveness to
changesin the business environment and/or adverse business decisions, besides
adoption of wrong strategies and choices.

- Mitigation: The management is proactive in its approach towards changes in
economic/business environment as the business strategies are regularly
discussed with the senior officials of the organization so that adequate steps can
be taken. Also,important strategic matters are referred to the Board, consisting
of members with diversified experience in the respective fields, for intense
deliberations, so as to derive the benefit of collective wisdom. The management
has also obtained Director’s and Officers liability insurance in order to protect the
Board and Senior management from taking decisions during the course of their
duties which might adversely affect the business.

Reputational risk

- Risk: Reputational risk is related to adverse perception of the image or the
company, onthe part of customers, counterparties, shareholders, investors and
regulators. It refers to the potential adverse effects, which can arise from the
company’s reputation getting tarnished due to factors such as unethical
practices, regulatory actions, customer dissatisfaction and complaints leading to
negative publicity. Presence in a regulated and socially sensitive industry can
result in significant impact on Company’s reputation and brand equity as
perceived by multiple entities like the RBI, Central/State/Local authorities,
banking industry and the customers. The risk can emanate from:

o Non-Compliance with Regulations

o Customer Dissatisfaction
o Misrepresentation of facts and figures in public

- Mitigation: Considering the business model the following aspects have been put
in place to reduce vulnerability related to reputational risk:

o Compliance with Fair Practices Code: All employees are trained and
instructed to follow fair practices as per RBI prescribed guidelines in all their
dealings with the customers.
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o Grievance Redressal Mechanism(GRM): The Company has a defined GRM
in place and the same is communicated to all customers at the time of
sanction of loan. This is also available on the website of the Company.

o Delinquency Management: The Company does not resort to any coercive
recovery practices and all recoveries are made in accordance with the
Recovery policy and Fair Practice Code of the Company.

o Stringent Selection Criteria: Vendors, employees and other associates of the
Company are selected after confirming to the stringent criteria’s prescribed
by the management.

o Reference Check: The management carries out a reference check for all the
vendorsfrom the market before having them on Board so as to ensure
utmost integrity while carrying out their duties.

o Legal Obligations: All employees, vendors and associates are required to
sign legal contracts wherein specific clauses related to non-disclosure are
entered so as to ensure the Company from any reputational risks.

e Market Risk

- Risk: Risks emanating out of the choices we make on markets, resources
and delivery model that can potentially impact our long-term competitive
advantage. Risks relating to inherent characteristics of our industry
including competitive structure, technological landscape, extent of linkage
to economic environment and regulatory structure

- Mitigation: Management regularly reviews its business model including
the areas it wants to operate. The management carries out regular
competitive analysis of its peers in the industry so as to remain in
competition and change its markets if required.

e Operational Risk

- Risk: Risks inherent to business operations including those relating to
client acquisition,service delivery to clients, business support activities,
information security, physical security, human resource and business
activity disruptions.

- Mitigation:

o Document Storage and Retrieval: VIKAS recognizes the need for proper
storage of documents as also their retrieval for audit and statutory
requirements. The Company is maintaining all the original documents in
a fire proof vault at a dedicated space allocated for specific purpose.

o Physical Storage: We have entered into an agreement with an
established record management company, so all the physical loan
documents are bar-coded

and stored in a specialized secure facility.

o Scanned Copies: We have also started storing scanned copies of the loan
documents for easy retrieval especially for audit purposes where physical
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documents are not required.

Whistle Blower/Fraud Prevention Policy- VIKAS encourages all its
employees to report any non-compliance of stated company processes or
policies without fear as we have a clearly stated “no-retaliation” policy.
We have a formal policythat details the manner in which such issues are
handled — background investigation, holding a hearing by a committee,
and ensuring that action as per the committee’s recommendations is

carried out. All issues reported are categorized for nature and severity:
* Financial or Non-Financial
= Major or Minor
» Procedural Lapse or Gross Violation
= Breach in Process or Disciplinary Issue

The Compliance Manager maintains a record of all the entire case history
whichis signed off by senior management on closure.

Internal Audits: Internal Audit at Branch Offices and at the
Corporate/Regional Offices which were carried out on a half-yearly basis
till FY15, are now carried out on a quarterly basis from FY16 by an
independent audit firm appointed by the Board. The scope of this Internal
Audit covers all key functions including HR, Operations, Credit,
Administration, Finance and Accounts. All significant audit observations
of Internal Audits and follow-up actions are presented to the Board Audit
Committee.

Internal Financial Control: In compliance with requirement of the new
Companies Act 2013, the company has appointed an external advisory
firm with key focus on Corporate Governance, IT Infrastructure,
Enterprise Risk Management, Anti-Fraud Program and Financial
Reporting, Process Flow Charts, Standard Operating Procedures, Risk
Control Matrices, Control Design, Operating Effectiveness, Continuous
Monitoring.

Technology Infrastructure: The company has leverage of cloud-based
technologies and all its business applications are hosted in secure data
centers with mirrored redundancies such that in the event of any system
going down, an alternate system is made operational within hours. At the
facilities where back- office and financial operations take place,
alternate/back-up connectivity has been provisioned such that in the
event connectivity is lost with one service provider, the alternate
connection can be utilized.

Outsourcing Policy: The Company has established an Outsourcing policy
in accordance with RBI guidelines wherein a detailed check is done for all
the outside vendors before any work is outsourced.

Interest Risk: Interest rate risk is the risk where changes in market interest
rates might adversely affect an NBFC's financial condition. The changes in
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interest rates affect company in some way. The immediate impact of changes
in interest rates is on company’s earnings (i.e. reported profits) by changing
its Net Interest Income (NII). As such VIKAS is into funding of loans which are
always fixed rate loans. The company manages this risk on NIl by pricing its
loan products to customers at a rate which coversinterest rate risk. The risk
from the earnings perspective can be measured as changes in the Net Interest
Income (NII) or Net Interest Margin (NIM). Measurement of such riskis done
at the time of deciding rates to be offered to customers. Once interest rate
risk is measured, lending rates are finalized. Given the interest rate
fluctuation, the company has adopted a prudent & conservative risk
mitigation strategy to minimize interest risk.

Liquidity Risk: Measuring and managing liquidity needs are vital for effective
operations of an NBFC. The importance of liquidity transcends individual
institutions,as liquidity shortfall in one institution can have repercussions on
the entire system. Board/ALM Committee should measure not only the
liquidity positions of company on an ongoing basis but also examine how
liquidity requirements are likely to evolve under different assumptions.
Experience shows that assets commonly considered as liquid, like
government securities and other money market instruments, could also
become illiquid when the market and players are unidirectional. Therefore,
liquidity has to be tracked through maturity or cash flow mismatches. For
measuring and managing net funding requirements, the use of a maturity
ladder and calculation of cumulative surplusor deficit of funds at selected
maturity dates is adopted as a standard tool.

o Maturity Mismatch: Liquidity Risk arises largely due to maturity
mismatch associatedwith assets and liabilities of the company. Liquidity
risk stems from the inability of the company to fund increase in assets,
manage unplanned changes in funding sources and meet financial
commitments when required.

o External Source of funds: Due to the high reliance on external sources
of funds, VIKAS is exposed to various funding and liquidity risks
comprising:

o Funding Concentration Risk—Concentration of a single source of funds
exposes the Company to an inability to raise funds in a planned and
timely manner and resort to high cost emergency sources of funds.
Further, concentration of funding sources can also result in a skewed
maturity profile of liabilities and resultant Asset-Liability mismatch.

o Asset-Liability Mismatch—A skewed asset-liability profile can lead to
severe liquidityshortfall and result in significantly higher costs of funds;
especially so during times of crises.

o Market Perception Risk—Due to inherent industry characteristics, the
Company is exposed to perception risks, which can lead to decline in
ability of a lender to increase exposure to the Microfinance sector and
result lack of adequate and timely inflow of funds.

o Leverage Risk— A high degree of leverage can severely impact the
liquidity profile of the company and lead to default in meeting its
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liabilities.

Mitigation: The key liquidity management policies being followed at VIKAS include:

o Regular ALM Meetings: This is done to identify any short term liquidity
gaps and thereby take immediate corrective actions to bridge the same

o Lender Exposure Updates: The exposure profile to the lenders is
regularly updated to ensure that skewness does not creep in in respect
of the sources of external funds.

o Floating Rates: VIKAS currently borrows all its loans on a floating basis
as against the entire lending on a fixed rate basis. This minimizes the
impact of any adverse impact in the event of a credit shock in the
banking system and any continuing effects of the sameon overall
interest rates in the economy and on VIKAS.

o Defined Leverage Levels: VIKAS targets a leverage of maximum 2x in
light of the business model and adequately safeguard itself against the
impact of adverse market conditions. It also affords VIKAS reasonable
time to tie-up timely equity infusion.

o Capital Adequacy: VIKAS targets to maintain healthy levels of capital
adequacy - historically, in excess of 50%. The Company maintains a
strong capital position withthe capital ratios well above the thresholds
defined by the regulatory authorities throughcontinuous and timely
capital infusion.

Credit and Concentration Risk

Credit Risk: Any lending activity by the Company is exposed to credit risk
arising from repayment default by borrowers and other counterparties.
Despite best efforts, there can be no assurance that repayment default will not
occur and, in such circumstances, may have an effect on its results of
operations. The Company and its subsidiaries may not be able to realize the
full value of its collateral or be delayed in realizing such value, due to, among
other things, legal proceedings by defaulting borrowers and/ or security
providers, and stagnation or reduction in market value of collateral. A failure
to recover the expected value of collateral security could expose the Company
to a potential loss. Any such losses could adversely affect the Company’s
financial condition and results of operations.

Mitigation: A strong credit risk management process helps in containing the
portfolio quality ofthe company. Key elements of the credit risk management
include a structured and standardized credit approval process supported by a
strong system, effective training programs, legal and technical due diligence,
monitoring and robust credit risk management strategy at a senior
management level.

Portfolio Concentration Risk: Portfolio Concentration Risk is the risk to the
company due to a very high credit exposure to a particular business segment,
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industry, geography, location, etc though in the context of micro finance, it
pertains predominantly to geographical concentration.

Mitigation: VIKAS intends to maintain a diversified exposure in advances
across various sectors and geographies but to mitigate the risks that could arise
due to political or other factors within aparticular state. The Company has
steadily diversified into various sectors and geographies and consequently the
portfolio has become diversified. The Company has also started lending for
consumer durables, personal loans and consumption loans. As a part of credit
appraisal process, before establishing any new relationship, various factors are
taken including credit history, project size, other borrowings, etc. are
considered. Various 3™ party verifications are alsocarried to secure credit
facilities. Various loan covenants are also established in the documentsto
secure the loans.

e Regulatory and Compliance Risk

- Risk: The company is exposed to risk attached to various statutes and
regulations. The company is mitigating the risk through regular review of
legal compliances carried out through internal as well as external
compliance audit. VIKAS is present in an industry where the Company has
to ensure compliance with regulatory and statutory requirements. Non-
Compliance can result in stringent actions and penalties from the
Regulator and/or Statutory Authorities and which also poses a risk to
Company’s reputation. These risks can be:

o Non-Compliance with RBI Regulations

o Non-Compliance with Statutory Regulations
o Non-Compliance with covenants laid down by Lenders

- Mitigation:

o The company has implemented AVANTIS, a Compliance Management
System with in- built workflows to track, update and monitor
compliances.

o Internal Audit also conducts audit of compliance function on a
guarterly basis whereinall regulatory compliances are reviewed in
detail.

o Quarterly Compliance Certificate certified by the CFO is submitted
to the Board onquarterly basis.

e Human Resource Risk

- Risk: VIKAS’s Human Resource adds value to the entire company by ensuring
that the right person is assigned to the right job and that they grow and
contribute towards organizationalexcellence. Our growth has been driven
by our ability to attract top quality talent and effectively engage them in
right jobs. Risk in matters of human resources are sought to be minimized
and contained by following a policy of providing equal opportunity to every
employee, inculcate in them a sense of belonging and commitment and
also effectivelytrain them in spheres other than their own specialization.
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Employees are encouraged to make suggestions on innovations, cost saving
procedures, free exchange of other positive ideas etc. It is believed that a
satisfied and committed employee will give of his best and create an
atmosphere that cannot be conducive to risk exposure. Employee-
compensation is always subjected to fair appraisal systems with the
participation of the employee and is consistent with job content, peer
comparison and individual performance

- Mitigation:
o Human Resource Policy and initiatives: Various programs and initiatives
are carried outby the HR to retain talent and motivate them on a regular
basis.

8. Responsibility
Responsibility for risk management is shared across the organization. Key
responsibilitiesinclude:

e Controlling the risks through a formal program is necessary for the well-
being of the organizationand everyone in it. The jobs and services the
organization provides, the safety of the workplace and other benefits all
depend to an extent on our ability to control risk.

e The Board is responsible for satisfying itself annually, or more frequently
as required, that management has developed and implemented an
effective risk management framework. Detailed work on this task is
delegated to the Audit Committee and reviewed by the full Board.

e The Audit Committee assists the Board in overseeing the group’s risk
profile and is responsible for overseeing management’s actions in the
identification, management and reporting of material business risks.

9. Reporting Requirements
The Organization, Enterprise reporting process will evolve as requirements
and riskmanagement leading practice evolve. Annual content will include a
risk profile setting out the most significant risks faced by the enterprise, and
for each risk will:

e describe the risk;

e document the key activities and controls to mitigate/manage the risk;
¢ identify the residual risk;

e refer to action plans taken to address any weaknesses; and

e draft a risk appetite statement for each key strategic risk.

Further, on a quarterly basis, updated information materially affecting the
risk profile (e.g. market developments) will be provided which will enable
the Board to understand the likely future risk profile of the Enterprise.
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These will be reported to the Board by the Audit Committee as soon as
practicable and at least quarterly. The risk assessment carried out shall
consider all the relevant risk factors before determining the level of overall
risk and theappropriate risk level and type of mitigation to be applied. This
assessment shall be documented, updated regularly and made available to
competent authorities and self-regulating bodies as and when required. In
case of the change in perception the risk assessment in case of PEP
borrower should be again done to ascertain whether it is prudent to
continue with the exposure with such PEP borrower or not. In case it is felt
that the funds are not safe, the funds should be recalled immediately
without delay.

BY THE ORDER OF THE BOARD
For VIKAS MONEY LIMITED

Managing Director

CC:
1. Legal Department
2. Administration Department
3. HR Department
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In exercise of the powers of the board of directors conferred by the Articles of
Association of the company and pursuant to the guidelines issued by the Reserve Bank
of India, the board hereby notifies Policy on Investments made by the company

Policy Name
Issue and Effective date

Periodicity of review
Owner / Contact
Approver

INEVSTMENT POLICY
October 19, 2023

RBI/DoR/2023-24/106 DoR.FIN.REC. N0.45/03.10.119/2023-24

Annual
Compliance

Board of Directors
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Chapter-l
PREAMBLE

RBI vide its Master Circular - Master Direction — Reserve Bank of India (Non-Banking Financial
Company — Scale Based Regulation) Directions, 2023 dated October 19, 2023 provides for
that the Board of Directors of every non-banking financial company granting / intending to
grant demand / call loans shall frame an appropriate Investment Policy for the company and
implement the same. (Regulation 29)

The Board of Directors has approved and adopted this ‘Investment Policy’ on day of ,19'" Day
of October 2023

Chapter — I
APPLICABILITY
This Investment policy shall be applicable to all investments made by the Company.

Chapter-lll
DEFINITIONS

For the purpose of this Investment Policy —

a) “Act’ means the Reserve Bank of India Act, 1934;

b) “Board of Directors” means the Board of Directors of Vikas Money Limited.

c) “Body corporate” means a body corporate as defined under Section 2 of the Companies
Act, 2013;

d) “Breakup value” means the equity capital and reserves as reduced by intangible assets
and revaluation reserves, divided by the number of equity shares of the investee
company;

e) “Carrying cost” means book value of the assets and interest accrued thereon but not
received;

f) “Company” or “VML” means Vikas Money Limited;

g) “Companies Act” means the Companies Act, 2013 or any statutory modifications or re-
enactment thereof for the time being in force.

h) “Companies in the group” means an arrangement involving two or more entities related
to each other through any of the following relationships: Subsidiary — parent, Joint
venture, Associate, Promoter-promote, a related partyy, Common brand name, and
investment in equity shares of 20% and above.

i) “Current investment” means an investment which is by its nature readily realizable and
is intended to be held for not more than one year from the date on which such investment
is made;

i) “Discounted Cash Flows (DCF) Value Method”, is defined as value equals to the present
value of future cash flows that accrues to the equity shareholders of the Company.

k) “Earning value” means the value of an equity share computed by taking the average of
profits after tax as reduced by the preference dividend and adjusted for extra-ordinary
and non- recurring items, forth immediately preceding three years and further divided by
the number of equity shares of the investee company and capitalized at the following
rate: -

(@) in case of predominantly manufacturing company, eight per cent;
(b) in case of predominantly trading company, ten per cent; and
(c) in case of any other company, including an NBFC, twelve per cent;
Note: If, an investee company is a loss-making company, the earning value will be taken at zero;
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) “Fair value” means the mean of the earning value and the break-up value and discounted
cash flow value method,;

m) “Long term investment” means an investment other than a current investment;

n) “Net asset value” means the latest declared net asset value by the concerned mutual
fund in respect of that particular scheme;

o) “Officer of a Company” means any person as defined in Clause (59) of Section 2 of the
Companies Act, 2013 including an Auditors of the Company;

p) Regulations/Prudential Norms” means — Reserve Bank of India (Non-Banking Financial
Company — Scale Based Regulation) Directions, 2023 dated October 19, 2023

Other terms not defined hereinabove shall have same meaning as defined in the — Reserve
Bank of India (Non-Banking Financial Company — Scale Based Regulation) Directions, 2023
dated October 19, 2023 amended from time to time.

Chapter IV
COMPANY PROFILE

Vikas Money Limited is registered as a Non-Banking Financial Company with Reserve Bank
India and it is classified as NBFC-BL as per Reserve Bank of India (Non-Banking Financial
Company — Scale Based Regulation) Directions, 2023. The company is primarily engaged in
lending activities including gold loans, property loans, personal loans & business loans.

The company also recognised as a Corporate Insurance Agent registered with IRDAI and
doing insurance business as Corporate Agent.

Meeting of the long- term investment goals of the Company basically depend on a number of
factors, which not only include fund availability and rate of return, but also inflation and taxes.
The motive of the Company to hold the investments is to get returns out of the investments,
which can be in any of the following manner:

1. Return on investments in the form of Dividend and/or interest;
2. For capital appreciation;
3. For other benefits.

Chapter -V
CLASSIFICATION OF INVESTMENT

The Investments, that the Company will hold, will be treated as the assets of the Company
held with the motive of earning income by way of dividend, interest, and / or for capital
appreciation and / or for other benefits. The investments of the Company shall be classified
into the following two categories:

1. Current Investment: The investments made by the Company which are intended to be
held for not more than one year from the date on which such investment is made.

2. Long Term Investment: Investment intended to be held for more than one year from the
date on which such investment is made
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Chapter - VI
TRANSFER OF INVESTMENT

f)

Investments in securities shall be classified into Current and Long Term, at the time of
making each investment;

No inter-class transfer will be made on ad-hoc basis;

The inter-class transfer, if warranted, shall be affected only at the beginning of each half
year, (i.e. on 1st April or 1st October) with the approval of the Board of Directors;

The Investments shall be transferred scrip-wise, from Current to Long term or vice-versa,
at the Book Value or Market Value, whichever is lower;

The depreciation, if any, in each scrip shall be fully provided for and the appreciation, if
any, shall be ignored;

The depreciation in one scrip shall not be set off against the appreciation in another scrip,
at the time of such inter-class transfer.

Chapter - Vi

VALUATION

Valuation of Quoted Current Investment:

The quoted current investments shall, for the purposes of valuation, be grouped in the
following categories:

A.

i) Equity Shares or any compulsory convertible instruments
ii) Preference Shares

i) Debentures and bonds

ii) Preference Shares

iii) Debentures and bonds

iv) Government Securities including treasury bills
v) Unit of Mutual Funds and

vi) Others

The quoted current investments for each category shall be valued at cost or market value,
whichever is lower.

For this purpose:

)

i)

i)

iv)

Investments in each category shall be considered scrip- wise and the Cost and Market
value/Fair Value aggregated for all investments in each category.

If the aggregate market value for the category is less than the aggregate cost for that
category, the net depreciation shall be provided for or charged to the Profit and Loss
Account.

If the aggregate market value for the category exceeds the aggregate cost for the
category, the net appreciation shall be ignored.

Depreciation in one category of investments shall not be set off against the appreciation
in another category.

Valuation of Un-quoted Current Investment:

a)

Equity Shares: Unquoted equity shares in the nature of current investments shall be
valued at Cost or Break-up value, whichever is lower. However, the Company may
substitute Fair value for the Break-up value of the shares, if considered necessary.
Where the balance sheet of the investee company is not available for two years, such
shares shall be valued at One Rupee only.

Preference Shares: Unquoted preference shares in the nature of current investments
shall be valued at Cost or Face value, whichever is lower.
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c) Government Securities: Investments in unquoted Government Securities or
Government guaranteed bonds shall be valued at Carrying cost.

d)  Mutual Funds: Unquoted investments in the units of Mutual funds in the nature of
current investments shall be valued at the Net Asset Value declared by mutual fund in
respect of each particular scheme.

e) Commercial Papers: Commercial Papers shall be valued at Carrying cost.

f) Debentures: Unquoted debentures shall be treated as term loans or other type of credit
facilities depending upon the tenure of such debentures for the purpose of income
recognition and asset classification.

Valuation of Long-Term Investment:

A long-term investment shall be valued in accordance with the Accounting Standard issued by
ICAl and in adherence to the RBI - master directions applicable to the company (scale-based
regulations).

Chapter — Viii
INVESTMENT COMMITTEE
The Company is having an Investment Committee for following activities:

Fixing criteria for classifying the investments into current and long term investments,
Investment of funds as per the policy guide lines,

Day to day monitoring of Investment portfolio,

Disposal of securities and realization of proceeds and revenue dues,

Accounting of the Securities transactions and reconciliation thereof,

Review of portfolio as and when required.

S AN e

Composition of the Committee
The investment Committee shall consist of following directors as a member:

1. AYANAPARA PRADEEPMENON - Managing Director

2. PILAVAZHI SANTHAKUMARI - Whole-time Director

3. RAJITHA VALAYANGAT - Whole-time Director

4. NIMESH C MOHAN - Finance Manager
Quorum:

Any 2 (two) members will constitute the quorum.

Powers of the Committee:
The Board of Directors has delegated all the powers of Investment/Disinvestment decision
within the limits specified as given below:

Investment Limits Sanctioning Authority
up to 50 Lacs Managing Director

above 50 Lacs to 1 Crore Investment Committee

above 1 Crore Board of Directors
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The Investment Committee shall be fully authorized to invest the surplus funds of the company
in any form of investment it considers to be beneficial to the company within the framework
approved by the Board of Directors.

The committee shall meet as and when required depending on investment decisions. The
committee will report to the board of directors on quarterly basis.

Chapter- IX
AMENDMENTS

The Board may amend the provisions of this Policy from time to time.

Unless otherwise specified, such amendments shall be effective from the date of the Board
meeting at which such amendments are approved.

BY THE ORDER OF THE BOARD
For Vikas Money Limited

Managing Director

CC:
1. Legal Department
2. Administration Department
3. HR Department

Dated this the 19t October, 2023
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Policy - Demand and Call Loan

In exercise of the powers of the board of directors conferred by the Articles of
Association of the company and pursuant to the guidelines issued by the
Reserve Bank of India, the board hereby notifies Policy on DEMAND/CALL
LOAN.

VIKAS

Policy Name POLICY ON DEMAND/CALL LOAN

FEUIET) T 3 TG TR EY R October 19, 2023

RBI/DoR/2023-24/106 DoR.FIN.REC. N0.45/03.10.119/2023-24
Periodicity of review Annual

Owner / Contact Compliance

Approver Board of Directors

RBI vide its Master Circular - Master Direction — Reserve Bank of India (Non-Banking Financial
Company — Scale Based Regulation) Directions, 2023 dated October 19, 2023 provides for that
the Board of Directors of every non-banking financial company granting / intending to grant
demand / call loans shall frame a policy for the company and implement the same.

Keeping the regulatory requirement in view, a policy on extending demand / call loans per se is
detailed out as under:

1. Vikas Money Limited (the Company) will grant Demand/Call loans to the customers having
good track record, financial soundness and/or good credit scores.

2. Demand / Call loans would be considered by the Company both under Secured loan as
well as unsecured loan segments.

3. The Demand / Call loans can be considered under Personal Loans, business loans, inter-
corporate deposits, trade advances, inventory funding, loans against shares & securities,
etc.

4. Maximum period for a Demand / Call loan would be 12 months from the date of
disbursement of such loan (i.e. the period within which the demand / call would be made
for repayment- termed as stipulated period). For each case, such "stipulated period" needs
to be decided and specified in the sanction memorandum / advice.

5. A Log of due dates for cut-off dates each of the Demand / Call loans to be maintained.
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10.

11.

12.

13.

14.

15.

16.

In case no Demand / Call is made prior to the expiry of stipulated period, then the loan
shall be deemed to be called / demanded on such expiry date and shall be repaid
accordingly.

Suitable clause empowering such demands / calls made for repayment would be
incorporated in the loan agreement.

The mode and authority of making the demand or call for repayment of the loan would
be as decided, documented and adhered to.

Demand / Call loans may be considered on fixed interest or fluctuating interest rate basis
pegged to any anchor rate as may be agreed upon. Interest rate would be decided on
case-to-case basis considering the prevailing market rate and such interest shall be
payable quarterly or as per prevailing business practices.

The interest would be applied on monthly basis as done in other cases. Generally, the
interest would be serviced on monthly basis. However, the interest may at the option of
the Company collected on quarterly payment basis which shall be specified in the
approval.

The sanctioning authority shall, record specific reasons in writing at the time of
sanctioning demand or call loan, if no interest is stipulated or a moratorium is granted for
any period.

The Company may monitor the end use of fund borrowed by the borrower.

All the demand / call loans having stipulated period beyond 6 months shall be subjected
to review of performance at the end of 6 months.

At least 15 days prior to the end of the stipulated period, the loans would be reviewed to
decide on whether demand / call should be made on due date or further renewal of the
loan either in full or part to be considered for any period, not exceeding 12 months and
the same shall be documented. In case the loan is renewed, then it should be considered
as a new Demand / Call loan although the same may continue under same customer /
loan account number. However, necessary renewal papers would be obtained.

In case the interest is not serviced on due date or the loan is not paid off after being called
up / demanded, then the loan would be treated as non performing, if such overdue status
continues for more than 3 months from such date and would be provided for according
to the policy of the Company. The borrower wise NPA classification would also be
applicable although no call / demand is made for any particular loan.

Maximum amount for each of the demand / call loan and the aggregate amount of the
demand / call loan would be subjected to a periodical review, at least on an annual basis,
by the Board.
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17. The policy can altered / revised as per changed market scenario and /or statutory
guidelines.

18. This policy should always be read in conjunction with RBI guidelines, directives and
instructions.

19. The Company will apply best industry practices so long as such practice does not conflict
with or violate RBI guidelines.

BY THE ORDER OF THE BOARD
For Vikas Money Limited

Managing Director

CC:
1. Legal Department
2. Administration Department
3. HR Department

Dated this the 19" October, 2023
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Introduction:

In compliance with the Regulatory Framework for NBFCs introduced by the Reserve Bank of
India (RBI), a Master Circular was issued on Scale Based Regulation (SBR)- A Revised
Regulatory Framework for NBFCs. The said circular apart from the other scale-based
regulations provided for certain regulatory restriction on the loans extended by NBFCs to their
directors, senior officers and relatives thereof. As per the said circular the company’s categorized
as NBFC- Middle Layer and accordingly the regulations as applicable for NBFC- Middle
layer shall be complied with.

In accordance with the above the "Board of Directors" ("Board") of Vikas Money Limited ("the
Company") has formulated a Policy on grant of loans to directors, senior officers and
relatives of directors and to entities where directors or their relatives have major
shareholding.

Definitions

(i). "Board of Directors" or "Board" means the Board of Directors of the company, as
constituted from time to time. "Company" means Vikas Money Limited.

(ii). "Managing Director" as per clause (54) of Section 2 of the Companies Act, 2013,
means a director who, by virtue of the articles of a company or an agreement with
the company or a resolution passed in its general meeting, or by its Board of
Directors, is entrusted with substantial powers of management of the affairs of the
company and includes a director occupying the position of managing director, by
whatever name called.

(iii). "Senior Officer" shall have the same meaning as assigned to "Senior Management"
under Section 178 of the Companies Act, 2013 which shall mean personnel of the
company who are members of its core management team excluding Board of
Directors comprising all members of management one level below the executive
directors, including the functional heads.

(iv)."Employee" means those employees who are on the payroll of the company.

(v). "Control" as per Clause (27) of Section 2 of the Companies Act, 2013, shall include
the right to appoint majority of the directors or to control the management or policy
decisions exercisable by a person or persons acting Individually or in concert, directly
or indirectly, including by virtue of their shareholding or management rights or
shareholders agreements or voting agreements or in any other manner.

(vi)."Relative" as per Clause (77) of Section 2 of the Companies Act, 2013, "relative”, with
reference to any person, means anyone who is related to another, if-

(a). they are members of a Hindu Undivided Family;

(b). they are husband and wife; or

(c). one person is related to the other in such manner as may be prescribed

(d). Major shareholder" shall mean a person holding 10 % or more of the paid-
up share capital or five crore rupees in paid-up shares, whichever is lower.
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lll. Regulatory Restrictions on Loans and Advances Loans and advances to Directors

Unless sanctioned by the Board of Directors, the Company shall not grant any loans and
advances aggregating Rupees Five crores and above to —

(1). its directors (including the Chairman/ Managing Director, if any) or relatives of the directors;

(2). any firm in which any of the Directors of the Company or their relatives are interested
as a partner, manager, employee or guarantor; and oioany company in which any of
the Directors of the Company, or their relatives are interested as a major shareholder,
director, manager, employee or guarantor.

Provided that Director or his/her relatives shall be deemed to be interested in a Company, being
the subsidiary or holding company, if they are major shareholder or in control of the
respective holding or subsidiary company.

Provided that the Director who is directly or indirectly concerned or interested in any
proposal shall disclose the nature of their interest to the Board of Directors when any such
proposal is discussed. Such interested directors shall recuse themselves from the meeting,
subject to their presence being required by the other directors for the purpose of eliciting
information and the Director so required to be present shall not vote on any such proposal.

The proposals for credit facilities of an amount being less than Rupees Five crore, to the
borrowers shall be sanctioned by the Financial Advisory and Asset & Liability Management
Committee (committee) of the Company under powers vested by board. All the proposals
approved by the committee shall be reported to the Board of Directors on quarterly basis.

In case any of the committee members is interested in the proposal for grant of loan, he /she
shall rescue himself/ herself from the discussion over the said agenda and the remaining
members forming the quorum shall consider the proposal.

The terms and conditions for loans amounting to Rs.10 Lakhs or more are covered as
annexure-B . Further, any credit facility below the amount of Rs. 10 Lakhs shall continue to
be governed by the terms and conditions as covered in the Loan Policy of the company.

Further the committee may approve interest free salary advances up to 20% of annual salary
/ incentive payable to the Managing Director and the Senior officers. However, any such
approval shall be subject to the limits of the committee and the grant of such assistance
shall be reported to the Board on quarterly basis. Further no subsequent advances shall be
allowed, until the settlement of the previous advances extended.
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For the purpose of grant of loan to the directors or senior officials, as previously
mentioned:

(i) The Company shall obtain a declaration from the borrower giving details of
the relationship of the borrower with the directors/ senior officers of the
Company for loans and advances aggregating Rupees Five crore and above.
The Company shall recall the loan if it comes to their knowledge that the
borrower has given a false declaration.

(i) These guidelines shall be duly brought to the notice of all directors and
placed before the NBFC board of directors.

(i) The Company shall disclose in its Annual Financial Statement, aggregate
amount of such sanctioned loans and advances in the format as annexed
(Annexure A) to this policy

The above norms shall equally apply to awarding of contracts to the directors their
relatives or the senior officials.

IV. Loans and advances to Real Estate Sector
While appraising loan proposals involving real estate, the company shall ensure that the
applicant has obtained prior permission from government/ local government/ other
statutory authorities for the project, wherever required. To ensure that the loan approval
process is not hampered on account of this, while the proposals may be sanctioned in
normal course, the disbursements shall be made only after the borrower has obtained
requisite clearances from the government / other statutory authorities.

For the purpose application of regulatory restrictions on grant of Loans and Advances
above, the term 'loans and advances' will not include loans or advances against -

a) Government securities
b) Life insurance policies
c) Fixed deposits

d) Stocks and shares

e) Any loans granted to an employee of the company under any
scheme applicable generally to employees.

Provided that company's interest/lien is appropriately marked with legal enforceability.
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Provisions of Companies Act, 2013

The policy, in addition to the foregoing provisions, shall also cover the provisions of the
Companies Act 2013 with regard to Loans & Advances to the Directors. In compliance with
the provisions of Section 185 of the Companies Act, 2013, the company shall not either
directly or indirectly, advance any loan, to any of its directors or to any other person in whom
the director is interested or give any guarantee or provide any security in connection with
any loan taken by him or such other person.

The expression —"to any other person in whom director is interested” shall mean and
include :

(a) any director of the lending company, or of a company which is its holding
company or any partner or relative of any such director;

(b) any firm in which any such director or relative is a partner;
(c) any private company of which any such director is a director or member;

(d) anybody corporate at a general meeting of which not less than twenty-five
per cent. Of the total voting power may be exercised or controlled by any
such director, or bytwo or more such directors, together; or

(e) anybody corporate, the Board of directors, managing director or manager,
whereof is accustomed to act in accordance with the directions or
instructions of the Board, or of any director or directors, of the lending
company.

However, giving of any loan to a Managing or Whole-time director:

(i) as a part of the conditions of service extended by the company to all
its employees; or

(i) pursuant to any scheme approved by the members by a special resolution
shall be exempted.
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Loans to Directors. Senior Officers and relatives of Directors

Annexure-A

(In crore)

Current Year

Previous Year

Directors and their relatives

Entities associated with
directors and their relatives

Senior Officers and their relatives

167



Annexure-B
Terms and conditions
Loans amounting to Rs. 10.00 Lakhs or more to directors & Senior Officers and their
relatives shall be granted as per the following terms and conditions.

1. Purpose — as defined in the existing loan policy of the company duly approved by
board of directors

2. Security -
(). Third party guarantee / mortgaged property having means / value of proposal
not less than 125% of loans.
(ii). Lien / Hypothecation on assets being financed.
(iii). Collaterals to be vetted by company’s approved advocate & valuer if obtained.

3. Rate of Interest — The rate of interest chargeable from the director or Senior officers
(including their relatives) shall be equal to the cost of funds (being the financial cost
at which the funds are raised by the company) during the financial year previous to
the year in which the loan is being given

BY THE ORDER OF THE BOARD
For VIKAS MONEY LIMITED

MANAGING DIRECTOR

CcC:
1. Legal Department
2. Administration Department
3. HR Department
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Prudential Norms on Income Recognition, Asset
Classification and Provisioning pertaining to
advances - RBI circular dated 12/11/2021

Guidelines Applicable

RBI/DNBR/2016-17/44. Master Direction DNBR.PD.007/03.10.119/2016-17 dated September
01, 2016 [(Updated as on August 29, 2023*) (Updated as on June 20, 2023*) (Updated as on
December 29, 2022*) (Updated as on September 29, 2022*) (Updated as on July 22, 2022%)
(Updated as on June 14, 2022*) (Updated as on May 02, 2022*) (Updated as on April 01,
2022%*) (Updated as on March 03, 2022*) (Updated as on February 17, 2020*) (Updated as on
November 22, 2019*) (Updated as on August 02, 2019*) (Updated as on February 22, 2019%)
(Updated as on May 31, 2018*) (Updated as on February 23, 2018*) (Updated as on
November 09, 2017*) (Updated as on March 09, 2017*) (Updated as on March 02, 2017%)
(Updated as on February 02, 2017*) (Updated as on October 17, 2016*)] & RBI/DoR/2023-
24/106. DoR.FIN.REC. N0.45/03.10.119/2023-24. October 19, 2024 (Updated as on October
10, 2024) (Updated as on March 21, 2024) (Updated as on November 10, 2023)

Policy Name Prudential Norms on Income Recognition, Asset Classification and
Provisioning pertaining to advances

Issue and Effective date RBI/2021-2022/125 DOR.STR.REC.68/21.04 .048/2021-22 - 12t
November, 2021

Periodicity of review Annual
Owner / Contact Compliance
Approver Board of Directors
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RBI instructions on 'Prudential norms on Income Recognition, Asset Classification and
Provisioning, pertaining to Advances dated 12th November 2021.

With reference to the RBI circular no. RBI/2021-2022/125 DOR.STR.REC.68/21.04 .048/2021-220n
'Prudential norms on Income Recognition, Asset Classification and Provisioning, pertaining to
Advances — Clarifications' dated 12th November 2021, the following clarifications may kindly be

noted.

1. Clarification on 'Overdue’
An amount is to be treated as 'Overdue’ if it is not paid on the due date fixed by the

Company.

2. Classification as Special Mention Account (SMA) and Non-Performing Asset (NPA) The
RBI circular DBR.No.BP.BC.45/21.04.048/2018-19 dated 7th June, 2019 on'Prudential
Framework for Resolution of Stressed Assets' requires the lenders torecognize incipient
stress in borrower accounts, immediately on default, by classifyingthem as special mention
accounts (SMA). It is clarified that the intervals are intended to be continuous and
accordingly, the basis for classification of SMA categories shall be asfollows:

Loans other than revolving facilities

SMA Sub- Basis for classification — Principal or interest payment or any other
categories amount wholly or partly overdue

SMA-0 Up to 30 days

SMA-1 More than 30 days and up to 60 days SMA-2

SMA-2 More than 60 days and up to 90 days Accordingly,

Accordingly, the date of SMA/NPA shall reflect the asset classification status of the loan
account, at the day-end of that calendar date. An illustration of such classification is as

follows:

SMA Basis for classification — Principal | If a customer takes a loan on1st Jan

Categori| or interest payment or any other | 2021 and repaymentis made without

es amountwholly or partly overdue default till 1st Dec 2021 and
subsequent repayments are not made.
Then the loan will
fallin

SMA-0O | Upto 30 days SMA 0 on 1stJan 2022

SMA-1 | More than 30 days and upto 60 day | SMA 1 on 31stJan 2022

SMA-2 | More than 60 days and upto 90 days | SMA 2 on 2nd Mar 2022

NPA More than 90 days The loan will be treated asNPA upon
running day-end
process on 1st April 2022
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Case (B) Gold Loan

SMA | Basis for classification — Principal or | A customer takes a loan on 1st Jan 2021
Catego| interest payment or any other | with maturity date as on 29th Jun 2021
ries amountwholly or partly overdue (6-month scheme) and If the Principal or
interest paymentor any other amount
wholly or partly overdue in such loan
on 29th Jun 2021, then

the loan will fallin

SMA- | Up to 30 days SMA 0 on 29th Jun 2021

SMA- | More than 30 days and up to 60 days | SMA 1 on 29th Jul 2021

SMA- | More than 60 days and unto 90 days | SMA 2 on 28th Aug 2021

NPA More than 90 days The loan will be treated asNPA upon
running day-end

process on 27th Sept 2021

In the above context, it is further clarified that borrower accounts shall be flagged as overdue
by the lending institutions as part of their day-end processes for the due date,irrespective of
the time of running such process.

NPA Classification in case of interest payments.
In case of interest payments in respect of term loans, an account will be classified as NPA, if
the interest applied at a specified date remains overdue for more than 90 days.

These instructions shall be effective from 31st March, 2022. Accordingly, in respect ofany
borrower account which becomes overdue on or after 31st March, 2022, its classification as
NPA shall be based on the account being overdue for more than 90 days.

Upgradation of accounts classified as NPAs

In this regard, it is clarified that loan accounts classified as NPAs may be upgraded as
'Standard' asset only if entire arrears of interest and principal are paid by the borrower
(applicable from October 1, 2022). Regarding upgradation of accounts classified as NPAdue
to restructuring, non-achievement of date of commencement of commercial operations
(DCCO), etc., the instructions as specified for such cases shall continue to beapplicable.

BY THE ORDER OF THE BOARD
For VIKAS MONEY LIMITED

Managing Director
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CC:
1. Legal Department
2. Administration Department
3. HR Department
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Policy — Release of movable/immovable
property documents

In exercise of the powers of the board of directors conferred by the Articles
of Association of the company and pursuant to the guidelines issued by the
Reserve Bank of India, the board hereby notifies procedure for the release of
movable/immovable property documents

Procedure Name RELEASE OF MOVABLE/IMMOVABLE PROPERTY DOCUMENTS
Issue and Effective date Joletelol-IauISRPIIPE!

RBI/DoR/2023-24/106 DoR.FIN.REC. N0.45/03.10.119/2023-24
Periodicity of review Annual

Owner / Contact Compliance

Approver Board of Directors

Regulation 45.5
Responsible Lending Conduct — Release of movable/immovable property documents on
repayment/ settlement of personal loans.

Procedure
Release of movable/immovable property documents

1. The customer has to contact the branch manager - For Obtaining final amount to be
paid for the closure of loan account of the customer.

2. Payment of Money to the loan account.
3. lIssue of account closure letter to the customer by the branch.

4. In case of Equitable Mortgage: the company has to apply for the removal of mortgage
with the concern registry by executing release deed in favour of the customer.

5. In Un-registered Mortgage: the branch may make application to HO — Data Room for
the release of the document within 24 hrs from the closure of loan account.

6. The administration department have to release the document and issue NOC to the
customer with 3 days from the request.

Page | 156
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7.

8.

The property shall be handed over to the customer within 5 days through branch
outlet.

The acknowledgment letter shall be collected from the customer.

Compensation for delay in release of movable/immovable property documents

)

iii)

In case of delay in releasing of original movable/immovable property documents or
failing to file charge satisfaction form with relevant registry beyond 30 days after full
repayment/ settlement of loan, The company shall communicate to the borrower
reasons for such delay. In case where the delay is attributable to the company, it shall
compensate the borrower at the rate of 35,000 for each day of delay.

In case of loss/damage to original movable/immovable property documents, either in
part or in full, the company shall assist the borrower in obtaining duplicate/certified
copies of the movable/immovable property documents and shall bear the associated
costs, in addition to paying compensation as indicated at clause (ii) above. However, in
such cases, an additional time of 30 days will be available to the company to complete
this procedure and the delayed period penalty will be calculated thereafter (i.e., after a
total period of 60 days).

The compensation provided under these directions shall be without prejudice to the
rights of a borrower to get any other compensation as per any applicable law.

BY THE ORDER OF THE BOARD
For Vikas Money Limited

Managing Director

CcC:
1.
2.
3.

Legal Department
Administration Department
HR Department

Dated this the 19" October, 2023

Page | 157
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Turn

S No Procedures to be followed Around
Time (TAT)
The customer has to contact the branch manager - For Obtaining final
1 amount to be paid for the closure of loan account of the customer. T
> Payment of Money to the loan account. T41
3 Issue of account closure letter to the customer by the branch T+1
In case of Equitable Mortgage: the company has to apply for the
4 | removal of mortgage with the concern registry by executing release T+10
deed in favour of the customer.
In Un-registered Mortgage: the branch may make application to HO —
5 Data Room for the release of the document within 24 hrs from the T+1
closure of loan account.
The administration department have to release the document and
6 | issue NOC to the customer with 3 days from the request. T+3
The property shall be handed over to the customer within 5 days
7 | through branch outlet. T+5
8 The acknowledgment letter shall be collected from the customer. T+5
Total 20 days
Page | 158
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Policy — Penal Interest Charges

In exercise of the powers of the board of directors conferred by the Articles of
Association of the company and pursuant to the guidelines issued by the Reserve Bank
of India, the board hereby notifies Policy on penal charges — to be imposed by the
company.

Policy Name POLICY — PENAL INTEREST CHARGES

[FEOTRET G N S (A 7R EVl October 19, 2023

RBI/DoR/2023-24/106 DoR.FIN.REC. N0.45/03.10.119/2023-24
Periodicity of review Annual

Owner / Contact Compliance

Approver Board of Directors

Regulation 45.3
Penal charges in loan accounts

1. Levy of penal charges: The company may impose penalty for the non-compliance of
material terms and conditions of loan contract by the borrower. The same shall be shall
be treated as “penal charges”. The charges in form of “penal interest” shall be
discontinued i.e. January 01, 2024.

2. There shall be no capitalisation of penal charges i.e.,, no further interest computed on
such charges. However, this will not affect the normal procedures for compounding of
interest in the loan account.

3. Any additional component to the rate of interest shall be disallowed.

4. The penal charges for the loan amount shall be levied in the following levels

Personal Loans - Equated Instalment- | Rs. 6/- per El
(El) — basis, where the loan amount less
than Rs. 1 Lacs and loan period less than
150 days.
Personal Loans - Equated Instalment- Loan Amount Penal Charges per
(El) — basis where the loan amount less El
than Rs. 1 Lacs and loan period less than | Rs. <1 Lacs Rs. 6/- per El
150 days. Rs. 1 to 2 Lacs Rs. 12/-per El
Rs. 2 to 3 Lacs Rs. 18/-per El
Gold Loans As mentioned in Gold Loan Agreement
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5. The penal charges in case of loans sanctioned to ‘individual borrowers, for purposes
other than business’, shall not be higher than the penal charges to nonindividual
borrowers for similar non-compliance of material terms and conditions.

6. The quantum and reason for penal charges shall be clearly disclosed by NBFCs to the
customers in the loan agreement and most important terms & conditions/Key Fact
Statement (KFS) as, in addition to being displayed on websites of NBFCs under Interest
rates and Service Charges.

7. Whenever reminders for non-compliance of material terms and conditions of loan are
sent to borrowers, the penal charges shall be communicated by means of SMS/E-
mail/Messages. Further, any instance of levy of penal charges and the reason therefor
shall also be communicated.

8. The instructions in paragraph 45.3 of master directions shall come into effect from
January 1, 2024. NBFCs may carry out appropriate revisions in their policy framework
and ensure implementation of the instructions in respect of all the fresh loans availed/
renewed from the effective date. In the case of existing loans, the switchover to new
penal charges regime shall be ensured on next review or renewal date or six months
from the effective date of these instructions, whichever is earlier.

BY THE ORDER OF THE BOARD
For Vikas Money Limited

Managing Director

CC:
1. Legal Department
2. Administration Department
3. HR Department

Dated this the 19" October, 2023

177



VIKAS

LI

.
Pollcy - YOUR ULTIMATE MONETARY FRIEND

Reset of EMI Based Floating Rate Personal Loan

In exercise of the powers of the board of directors conferred by the Articles of
Association of the company and pursuant to the guidelines issued by the Reserve Bank
of India, the board hereby notifies Policy on reset of EMI based floating rate personal
loans.

POLICY - RESET OF EMI BASED FLOATING RATE PERSONAL LOANS

Policy Name POLICY - RESET OF EMI BASED FLOATING RATE
PERSONAL LOANS

TR T B S Te (R EIEY October 19, 2023
RBI/DoR/2023-24/106 DoR.FIN.REC. N0.45/03.10.119/2023-24
Periodicity of review Annual

Owner / Contact Compliance
Approver Board of Directors

Regulation 45.6
Reset of floating interest rate on Equated Monthly Instalments (EMI) based personal
loans

At the time of sanction of EMI based floating rate personal loans, NBFCs are required to take
into account the repayment capacity of borrowers to ensure that adequate headroom/margin
is available for elongation of tenor and/or increase in EMI, in the scenario of possible increase
in the external benchmark rate during the tenor of the

loan. However, in respect of EMI based floating rate personal loans, in the wake of rising
interest rates, several consumer grievances related to elongation of loan tenor and/or increase
in EMI amount, without proper communication with and/or consent of the borrowers have been
received. In order to address these concerns, NBFCs are advised to put in place an
appropriate policy framework meeting the following requirements for implementation and
compliance:

The finance department of the company shall ensure the compliance of following areas while
sanctioning EMI based floating rate personal loans

a) Issue of Loan Sanction Letter: In sanction letter, the company shall clearly
communicate to the borrowers about the possible impact of change in benchmark
interest rate on the loan leading to changes in EMI and/or tenor or both.

Subsequently, any increase in the EMI/ tenor or both on account of the above shall be
communicated to the borrower immediately through appropriate channels.

b) Rest of Interest rates: the company shall provide the option to the borrowers to switch
over to a fixed rate product. The application requires the approval of finance
department of the company.

C) The maximum numbers of switch over are limited to 2 during the tenor of the loan.
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d) The borrower shall have option
(i) To enhancement in EMI or elongation of tenor or for a combination of both
options; and,
(ii) to prepay, either in part or in full, at any point during the tenor of the loan. Levy
of foreclosure charges/ prepayment penalty shall be subject to extant instructions
applicable to the opted loan product.

e) All applicable charges for switching of loans from floating to fixed rate and any other
service charges/ administrative costs incidental to the exercise of the above options
shall be transparently disclosed in the sanction letter and also at the time of revision of
such charges/ costs by the company from time to time.

f) The company shall ensure that the elongation of tenor in case of floating rate loan does
not result in negative amortisation.

a) The company shall share/ make accessible to the borrowers, through appropriate
channels, a statement at the end of each quarter which shall at the minimum,
enumerate the principal and interest recovered till date, EMI amount, number of EMIs
left and annualized rate of interest/Annual Percentage Rate (APR) for the entire tenor
of the loan. The company shall ensure that the statements are simple and easily
understood by the borrower.

BY THE ORDER OF THE BOARD
For Vikas Money Limited

Managing Director

CC:
1. Legal Department
2. Administration Department
3. HR Department

Dated this the 19" October, 2023
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